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software described in this manual is sold or licensed "as is". Should the programs prove defective following
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Federal Communication Commission Interference Statement

This equipment has been tested and found to comply with the limits for a Class B digital device, pursuant to

Part 15 of FCC Rules. These limits are designed to provide reasonable protection against harmful

C interference in a residential installation. This equipment generates, uses, and can radiate radio

frequency energy and, if not installed and used in accordance with the instructions, may cause

harmful interference to radio communications. However, there is no guarantee that interference will not occur in

a particular installation. If this equipment does cause harmful interference to radio or television reception, which

can be determined by turning the equipment off and on, the user is encouraged to try to correct the interference
by one or more of the following measures:

1. Reorient or relocate the receiving antenna.
2. Increase the separation between the equipment and receiver.

3. Connect the equipment into an outlet on a circuit different from that to which the receiver is
connected.

4. Consult the dealer or an experienced radio technician for help.

FCC Caution:

To assure continued compliance, (example-use only shielded interface cables when connecting to computer or
peripheral devices) any changes or modifications not expressly approved by the party responsible for
compliance could void the user’s authority to operate the equipment.

This device complies with Part 15 of the FCC Rules. Operation is subject to the Following two conditions:

(1) This device may not cause harmful interference

(2) This Device must accept any interference received, including interference that may cause undesired
operation.

Any changes or modifications not expressly approved by the party responsible for compliance could
void the user’s authority to operate the equipment.



Federal Communication Commission (FCC) Radiation Exposure Statement

This equipment complies with FCC radiation exposure set forth for an uncontrolled environment. In order to

avoid the possibility of exceeding the FCC radio frequency exposure limits, human proximity to the antenna
shall not be less than 20 cm (8 inches) during normal operation.

R&TTE Compliance Statement

This equipment complies with all the requirements of DIRECTIVE 1999/5/CE OF THE EUROPEAN
PARLIAMENT AND THE COUNCIL OF 9 March 1999 on radio equipment and telecommunication terminal
Equipment and the mutual recognition of their conformity (R&TTE).

The R&TTE Directive repeals and replaces in the directive 98/13/EEC (Telecommunications Terminal
Equipment and Satellite Earth Station Equipment) As of April 8, 2000.

Safety

This equipment is designed with the utmost care for the safety of those who install and use it. However, special

attention must be paid to the dangers of electric shock and static electricity when working with electrical

equipment. All guidelines of this and of the computer manufacture must therefore be allowed at all times to

ensure the safe use of the equipment.

National Restrictions

This device is intended for home and office use in all EU countries (and other countries following the EU
directive 1999/5/EC) without any limitation except for the countries mentioned below:

Country Restriction

Reason/remark

Bulgaria None

General authorization required for outdoor use and

public service

Qutdoor use limited to 10
France mW e.i.r.p. within the band
2454-2483.5 MHz

Military Radiolocation use. Refarming of the 2.4 GHz
band has been ongoing in recent years to allow current

relaxed regulation. Full implementation planned 2012

If used outside of own premises, general authorization is

Italy None )

required

General authorization required for network and service
Luxembourg None

supply(not for spectrum)

This subsection does not apply for the geographical area
Norway Implemented

within a radius of 20 km from the centre of Ny-Alesund
Russian None Only for indoor applications
Federation

Note: Please don'’t use the product outdoors in France.

WEEE regulation

To avoid the potential effects on the environment and human health as a result of the presence of

hazardous substances in electrical and electronic equipment, end users of electrical and electronic

equipment should understand the meaning of the crossed-out wheeled bin symbol. Do not dispose of

WEEE as unsorted municipal waste and have to collect such WEEE separately.



Revision
User Manual for PLANET 300Mbps Dual Band 802.11n Wireless Gigabit Router
Model: WDRT-730
Rev: 1.0 (May, 2012)

Part No. EM-WDRT730_v1.0 (2081-E50270-000)



CONTENTS

Chapter 1.Product INtroducCtion ... cserr s ssn e e e s s e mmnn e e e e e e e nnen 1
g R TR o= Ted 1= Vo TN 0 T 41 =1 31 R 1

g 720 o o Yo [T A B T=X=3 o3 g 4T o TR 2

1.3 Product Features...........coiiiiiiiir it s 5

1.4  Product Specification ... 6
Chapter 2.Hardware Installation ............ e 8
2.1 Hardware DesCriptioN.........cciiiiiiiiiiccciiecse s ee s s sr s s s e s e se e s s e s e s s s s e s s s s e s s sssenssessssnsnsnsssnnssnnnnnnnnnnnnns 8
211 The Front PANEL.......cooiiiiiiiii ettt 8

2.1.2  LED INAICAtONS.......eiiiiiiiiii ettt e e are e e e aae 9

213 The Rear PAnel.........ooo it 10

Chapter 3.Connecting to the RoOUter ..o 1"
3.1 System ReqUIremMeNnts ........ccoceiiiiiiiiiiiiini e 1"

3.2 Installing the ROULET........cciiiiii i s 1"
Chapter 4.Quick Installation GUIdE ... 13
4.1 Manual Network Setup - TCP/IP Configuration..........cccccrireeimrrnssmerrrsseee e sesseee e 13
4.1.1 Obtain an IP Address Automatically............ccooecuiieiiiiiieeiiiee e 13

4.1.2 Configure the IP Address Manually .............coooiiiiiiiie e 15

4.2 Starting Setup inthe Web Ul........... e e e 19
Chapter 5.Configuring the ROULET ...........oo i e e 22
L 0t N 1 Yo 1 T PR 22

LI € T=Y 1= - 1 IR T=Y (V] o 2SS 23
I B V1 (= o PP PPRP 23

5.2.1.00 TME ZON ...ttt ettt e et 23

5.2.1.2.  PasSSWOrd SENGS .......ueiiiiiiiiiiiiiie ittt 24

5.2.1.3. Remote Management ......... ... aa e e 25

5.2.1.4.  Channel DOMaIN .........ooiiiiiiiiiiie ettt aeennee s 25

B.2.2  WWAN et 26

5.2.2.1. DYNAMIC IP..cciiiiieeee ettt e e e e e e e e e e e e s et e e e e e e e e et raraaaeeaaas 26

B5.2.2.2. SHALC IP . e 27

B5.2.2.3.  PPPOE ..o et 28

B 2.2 4. PP T P e 29

52,28, L2 P e 31

5.2.2.6. Telstra Big PONG.......cooiiiiiiiiiiie e e 33

B.2.2. 7. DN L e e e e e e et eeaan 34

5.2.2.8. DD ... ettt e n 34



5.2.2.9. WIS e s 35

B.2.3  LAN Lt b et e bt st e et e e be e aeeenaee 36

5.2.4  WIreless (2.4G&5G).....uuieiieieiiieeiee ettt ee ettt ettt e e ene e e 39
5.2.4.1.  BaSiC SENGS ......ueiiiiiiiiiei e 39

5.2.4.2.  AdVANCEA SEHINGS ...couiiiiiiiiii e 48

5.2.4.3.  SECUNY SELNGS ...eeeiiiuiiieeiiiiie et e et e et e e et e e e st e e e e eneeeeenneeeeeaneeeeeennes 49

5.2.4.4.  ACCESS CONMIOL......oiiiiiiiiiii ittt sttt e e 53

B.2.4.5. W P S it e et e et e e e e et e e 54

ST T O o 1 O 55

D.2.8 N AT Lttt 58
5.2.6.1.  POrt FOrWardinNg .........cooeiiiiiiiiiiiiee ettt e e e e e et e e e e e e s e aa e e e e e e s eaantreneaaeeaanas 58

5.2.6.2.  VIMUGI SEIVET ..ttt ettt e et e e 59

5.2.6.3.  Special APPIICAtIONS .......ooiiiiiiiiiie e 60

5.2.6.4.  UPNP SetiNgS. ..o ceiieiiiiie ettt e e e e e enee 61

5.2.6.5.  ALG SetliNGS....cciiiiiiiiiee et a e e e e e raaaeeaaas 62

B.2.7  FIrEWAIlL ..ottt e et e e e areee e 63
5.2.7.1. Parent CONTIOL.......eeiiiiiiiieeiie ettt ettt s e et e e e 63

5.2.7.2. ACCESS CONIIOL......iiiiiiiiie ettt et e et e s e e e s ab e e e 64

5.2.7.3.  URLBIOCKING .. iuteeeiitiie ettt sttt e e e s anne e e e 66

B.2.7.4.  DOS ...ttt 67

B.2.7.5.  DIMZ ...ttt e et 68

5.3 SHatUS....ccciei it 69
5.3.1  Internet CONNECLION .......cooiiiiiiii e 70

5.3.2  DEVICE StATUS ... .eeiiiiiiiii ettt 70

5.3.3  SYSIEM LOG .ttt e e et e e 71

ST R S 1o 0] ) Y2 o T U PSPOPRPR 72

5.3.5  ACEVE DHCP ClIENt.....eiieiiiieeee et e e 72

B.3.6  SHALISTICS ...eetiei it 73

L 1 o T 73
5.4.1  Configuration TOOIS ........cooiiiiiiiiiiie e 74

5.4.2 Firmware UPGrade ...........ocooii oottt e e e e e e e 74

5.4.3  RESIAM ..o e 75
Chapter 6.Quick Connection to a Wireless Network ..........ccccoccocmmiicecemnnscersrscce e 76
6.1 Windows XP (Wireless Zero Configuration).........ccceceeerirreemmmnncsnrnsscsee s sscee e ssssmee e 76
6.2 Windows 7 (WLAN AutoCoNfig).....cccccmriiiiiiinmmrrnriiissscssecers s s sssssssssssse s s s ssssssssssssnsssssnssnns 78
L T - Lo 0 1 Qe 10 N 80
6.4 iPhone /iPod TouCh / iPad .......ccccoiiiiiiiiiiniir it 82
Appendix A: TroubleSROOtING ... e s 86



Appendix B: Configuring the PC in WINAOWS 7 ........cccciiiimiinimmnirress s ssssene s

Appendix C: SpecCifiCations...........oiiiiiicc e

Appendix D: Glossary

\



User Manual of WDRT-730

Chapter 1.Product Introduction

1.1 Package Contents

Thank you for choosing PLANET WDRT-730. Before installing the router, please verify the contents

inside the package box.

WDRT-730 Wireless Router Quick Installation Guide CD-ROM
= (User Manual included)
T 7 - L e
Power Adapter Ethernet Cable Stand

If there is any item missed or damaged, please contact the seller

immediately.
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1.2 Product Description
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PLANET WDRT-730 with exceptional range and speed can fully meet the need of Small Office/Home

Office (SOHO) networks and the users demanding higher networking performance.

2.4G & 5G Simultaneous Dual Band Wireless Connectivity

Since there are more and more wireless applications of various electric devices using the radio
frequency of 2.4GHz, the wireless channel of 2.4GHz has been already too crowded for clients to
enjoy the high-speed wireless connection. In order to avoid the wireless interference of each other,
WDRT-730 provides users the radio frequency of 5GHz for watching HD videos or playing online
games. At the same time, other users can still surf the Internet via the original radio frequency of 2.4

GHz simultaneously. It is just like there are 2 totally independent Access Points for you.
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Multiple Network Technologies for Incredibly 600Mbps High-Speed Connection
WDRT-730 supports IEEE 802.11a/b/g/n dual band standard with 2T2R antenna technology, therefore

it provides the wireless speed up to 300+300Mbps which is 12X fast of traditional 11g Access Point.
Moreover, WDRT-730 is equipped with all Gigabit Ethernet Ports and Hardware Wi-Fi ON/OFF Switch.
Compared with general wireless routers, WDRT-730 offers faster transmitting speed for the network

applications and more convenient method to enable or disable wireless signal.

Fully Support of Wireless Security Encryption
To secure the wireless communication, the WDRT-730 supports up-to-date encryption technology,

WPA/WPA2 and WPA-PSK/WPA2-PSK with TKIP/AES. To simplify the wireless security settings,
WDRT-730 supports Wi-Fi Protected Setup (WPS) configuration with PBC/PIN methods. By just
clicking the WPS button, the secure connection between AP and wireless client will be built
immediately.

WPS (Wi-Fi Protected Setup)
Quick & Easy Wireless Connection

Advanced Bandwidth Control for Specified Applications
Compared with the QoS function in the past which is too simple to be useful and difficult to configure,

WDRT-730 provides more powerful and flexible bandwidth control function for the administrator to
keep enough bandwidth for some applications or limit the maximal bandwidth for some specified
clients. Now different users who watch HD movies, play online games, use Internet telephony, and

download files can finally exist in the same local area network concurrently.

Powerful Firewall and Complete Access Control Functions
The WDRT-730 supports NAT function to allow multiple users to access Internet via a single legal IP.

It also provides Virtual Server for the specific LAN PC to act as an application server and offer certain
service to the clients on the Internet. Furthermore, the powerful firewall protects your Intranet PCs from
unauthorized accesses and various kinds of DoS attacks from the Internet. In the aspect of firewall, the

WDRT-730 supplies IP-based and MAC-based access control and prevent possible hackers attack.

Easy Setup for Multiple Wireless Modes
WDRT-730 supports multiple wireless modes, AP, Station-Infrastructure, Wireless Bridge, and

Universal Repeater, for different network application. Furthermore, with the built-in Quick Setup
function, users can configure WDRT-730 easily and quickly as they need through simply a couple of
steps. It is so easy to combine then it with the existing wired network. WDRT-730 definitely provides a

total network solution for the home and the SOHO users.
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1.3 Product Features

>
B Compliant with IEEE 802.11a/b/g/n dual-band (2.4G&5G) wireless technology capable
up to 300+300Mbps data rate
B Equipped with all gigabit RJ-45 ports (10/100/1000Mbps) of 1 WAN and 4 LAN ports
®m  Auto MDI/MDI-X supported

>
B Supported WAN connection types: Dynamic IP/ Static IP / PPPoE / PPTP / L2TP / Telstra
Big Pond / WISP
B Supports Dynamic DNS and DHCP Server

>
B Supports Wi-Fi Protected Setup (WPS)
B Advanced security: 64/128-bit WEP, WPA/WPA2 and WPA-PSK/WPA2-PSK(TKIP/AES
encryption), 802.1x
Supports NAT firewall to protect against DoS attacks

Supports IP / Protocol-based access control and MAC address Filtering
Supports VPN Pass Through (PPTP / L2TP / IPSec)

> A ing function for Specific Application

B Supports Multiple Bandwidth Control (QoS) based on different local IP addresses and
ports
B Supports 802.1d STP, NTP, Port Forwarding, Virtual Server, UPnP, ALG, and DMZ for

various networking applications

YF asy Installation & Management
B Web-based Ul for and Quick Setup for easy configuration
B Remote Management allows configuration from a remote site

B System status monitoring includes DHCP Client List and System Log

-5
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1.4 Product Specification

Product

Hardware Specification

WDRT-730
300Mbps Dual Band 802.11n Wireless Gigabit Router

T WAN Port: 1 x 10/100/1000Mbps Auto MDI/MDI-X RJ45 port
nterface
LAN Port: 4 x 10/100/1000Mbps Auto MDI/MDI-X RJ45 ports
Gain: 2 x 3dBi fixed antenna
Antenna
Orientation: | Omni-directional

Radio Button

Radio On/Off button at rear panel

Reset / WPS Button

Reset / WPS button at rear panel
Press for more than 10 seconds to reset the device to factory default.
Press for less than 5 seconds once to activate 2.4GHz wireless WPS function.

Press for less than 5 seconds twice to activate 5GHz wireless WPS function.

LED Indicators

PWR

WLAN (2.4G & 5G) x 2

LAN (Link & 1000Mbps ) x 8
WAN (Link & 1000Mbps) x 2

Material Plastic
Dimension (W x D x H)| 170 x 110 x 32 mm (W x D x H)
Weight 2509

Power Requirement

Standard

Wireless interface Specification

12V DC, 1A

Compliance with IEEE 802.11a/b/g/n

Frequency Band

2.4GHz & 5GHz

Transmission

Indoor up to 100m

(Intentional Radiator)

Wireless Management

Wireless Modes

Distance outdoor up to 300m (it is limited to the environment)
2.4GHz~>11b: 17+1.5 dBm
11g: 14+1.5 dBm
RF Power 11n: 14+1.5 dBm

Features

5GHz~> 11a: 12+1.5 dBm
11n: 12+1.5 dBm

AP, Client, WDS, Universal Repeater

Encryption Security

WEP (64/128-bit)
WPA-PSK (TKIP) / WPA2-PSK (AES)
WPA (TKIP) / WPA2 (AES)

802.1x authentication

Wireless Security

Provide wireless LAN ACL (Access Control List) filtering

Wireless MAC address filtering

-6-
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Support WPS (WIF| Protected Setup )
Support 802.11e WMM (Wi-Fi Multimedia)

Wireless Advanced

Provide Wireless Packets Statistics

Router Features

Shares data and Internet access for users, supporting following internet access:
B Dynamic IP

Static IP

PPPoE

PPTP

L2TP

Telstra Big Pond

m  WISP

NAT firewall
NAT with ALG (Application Layer Gateway)

Internet Connection

Type

Built-in NAT server which supports Port Forwarding, Virtual Server, and DMZ

. Built-in firewall with filtering functions:
Firewall
- IP address filtering

- Domain Name filtering

- MAC address filtering

Supports DoS protection

Built-in DHCP server supporting static IP address distributing

Support UPnP, Dynamic DNS

Support Packets Statistics
IP & MAC Binding

LAN

IP / Port / Protocol-based Bandwidth Control

Session Number: Max 10240

Web-based (HTTP) management interface

Remote management

System Management | SNTP time synchronize

Quick Setup

System Log and Security Log
Windows 7

Windows Vista
Windows XP
Mac OS X 10.4 and higher

Environment

Operating: 0 ~ 40 degree C

Storage: -40 ~ 70 degree C

Operating: 10 ~ 90% (Non-Condensing)
Storage: 5 ~ 90% (Non-Condensing)

OS Compatibility

Temperature

Humidity

-7-
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Chapter 2. Hardware Installation

Please follow the instructions below to connect WDRT-730 to the existing network devices and your computers.

2.1 Hardware Description

B Dimension: 170 x 110 x 32 mm (W x D x H)

i ~N) |

Netwarking & Conmunication

o ] OPLANE

17123
17642

NYM

sdquooer O

120y HGESID SSAYM v O

uy1°Z08 pueg enq sdqWO0E

0ELLHAM

sy

D oL IR0

I
@
T
I T
\

54!
2.1.1 The Front Panel

The front panel provides a simple interface monitoring the router. Figure 2-1 shows the front panel of
WDRT-730.

Front Panel
Link LED of LAN1~LAN4
Wi-Fi (2.4G) +— » Link LED of WAN Port
ommer il 1| seemowmene
Power LED 4—‘ é?%)ﬂ]bgzrtmk LED
Wi-Fi (5G) «——— l

1000Mbps Link LED of LAN1~LAN4
Figure 2-1 WDRT-730 Front Panel

-8-
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2.1.2 LED Indications

The LEDs on the front panel indicate instant status of port links, wireless data activity, system power;
and help monitor and troubleshoot when needed. Figure 2-2 and Table 2-1 show the LED indications
of the Wireless Router.

LED Definition
O PLANET = . . s . 300Mbps Dual Band 802.11n
- ieh g“ﬁ O o o O Owmacr  Wireless Gigabit Router
\'\E\:c © o LAN © © \ENIMMBF WDRT-730
N
Figure 2-2 WDRT-730 Front Panel
LED ‘ Status H Function
On Power is on.
PWR
Off Power is off.
5G Flashing 5GHz Wireless LAN is transferring or receiving data
(WLAN) Off 5GHz Wireless LAN is disabled.
On 5GHz Wireless WPS function is enabled
246 Flashing 2.4GHz Wireless LAN is transferring or receiving data
' Off 2.4GHz Wireless LAN is disabled.
(WLAN) z -
On 2.4GHz Wireless WPS function is enabled
Flashing An linked device is transferring or receiving data
LNK/ACT . :
(LAN1-4 | WAN) Off No device is linked to the corresponding port
On A device is linked to the corresponding port but no activity
1000Mbps Off The corresponding port is linked in 10/100Mbps speed.
(LAN1-4 / WAN) On The corresponding port is linked in 1000Mbps speed.

Table 2-1 The LEDs indication
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2.1.3 The Rear Panel

The rear panel provides the physical connectors connected to the power adapter and any other

network devices. Figure 2-3 shows the rear panel of WDRT-730.

Rear Panel

B 3 dBi Antenna <

Wi-Fi Function Switch

3

> WAN Port (Connect to
Cable/xDSL Modem)

_ﬁ_j 2

l Power Connector

Reset/WPS Button -f— > (12V DC Input)

4 x Gigabit LAN Ports
{Connect to PC or Network Devices)

Figure 2-3 Rear Panel

Interface ’ Function

Antennax 2 | Fixed Dual-Band 3dBi Omni Dipole Antennas.

Radio ON/OFF | Switch the button to activate or deactivate the wireless function.

Reset the WDRT-730 to the factory default (clear all settings) or activate
WPS function.

Press for more than 10 seconds to reset the device to factory default.
Reset/WPS | Press for less than 5 seconds once to activate 2.4GHz wireless WPS

function.

Press for less than 5 seconds twice to activate 5GHz wireless WPS

function.
WAN Connect to the Cable/xDSL Modem, or the Ethernet
LAN1-4 Connect to the user’s PC or network devices
Power Connect to the power adapter provided in the package

Table 2-2 The Interface indication

-10-
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Chapter 3.Connecting to the Router

3.1 System Requirements

Broadband Internet Access Service (Cable/xDSL/Ethernet connection)

One Cable/xDSL Modem that has an RJ-45 connector (not necessary if the Router is

connected directly to the Ethernet.)

PCs with a working Ethernet Adapter and an Ethernet cable with RJ-45 connectors

PC of subscribers running Windows 98/ME, NT4.0, 2000/XP, Windows Vista / Win 7, MAC
OS 9 or later, Linux, UNIX or other platform compatible with TCP/IP protocols

Above PC installed with WEB Browser

1. The Router in the following instructions means PLANET WDRT-730.
2. Itis recommended to use Internet Explore 7.0 or above to access the Router.

3.2 Installing the Router

Before installing the Router, make sure your PC is connected to the Internet through the broadband

service successfully at this moment. If there is any problem, please contact your local ISP. After that,

please install the Router according to the following steps. Don't forget to pull out the power plug and

keep your hands dry.

Step 1.

Step 2.

Step 3.

Step 4.

Power off your PC, Cable/xDSL Modem, and the Router.

Locate an optimum location for the Router. The best place is usually at the center of your
wireless network.

Adjust the direction of the antenna. Normally, upright is a good direction.

Connect the PC or Switch/Hub in your LAN to the LAN Ports (Yellow ports) of the Router with
Ethernet cable, shown in Figure 3-1.

-11-
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Phone Cable /xDSL
Jack Modem PC/Laptop

Figure 3-1 Hardware Installation of the WDRT-730 Wireless Router

Step 5. Connect the power adapter to the power socket on the Router, and the other end into an
electrical outlet. Then power on the Router.

Step 6. Power on your PC and Cable/xDSL Modem.

-12-
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Chapter 4. Quick Installation Guide

This chapter will show you how to configure the basic functions of your Wireless Router using Quick
Setup within minutes.

A computer with wired Ethernet connection to the Wireless Router is required for the

first-time configuration.

4.1 Manual Network Setup - TCP/IP Configuration

The default IP address of the WDRT-730 is 192.168.1.1. And the default Subnet Mask is
255.255.255.0. These values can be changed as you desire. In this guide, we use all the default

values for description.

Connect the local PC to the LAN ports of the Router. And then you can configure the IP address for

your PC in the following two ways.
B Obtain an IP address automatically
B Configure the IP address manually

In the following sections, we’ll introduce how to install and configure the TCP/IP correctly in Windows
XP. And the procedures in other operating systems are similar. First, make sure your Ethernet Adapter
is working, and refer to the Ethernet adapter’s manual if needed.

4.1.1 Obtain an IP Address Automatically
Summary:
B Set up the TCP/IP Protocol in "Obtain an IP address automatically" mode on your PC.

B Then the WDRT-730 built-in DHCP server will assign IP address to the PC automatically.

1. Install TCP/IP component

1) On the Windows taskbar, click the Start button, point to Settings, and then click Control
Panel.

2) Click the Network and Internet Connections icon, and then click on the Network
Connections tab in the appearing window.

3) Right click the icon shown below, select Properties on the prompt window.

-13-
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4)

5)

LANM or High-Speed Internet

ocal Area Connection
Zonnecked, Firewalled
Disable
Status

F.epair

Bridge Connections

reate Sharkouk
elete
Rename

Figure 4-1

In the prompt window shown below, double click on the Internet Protocol (TCP/IP).

-+ | ocal Area Connection Properties

General | Advanced

Connect using:

ES IntellR) PROA000XT Server Adapte

Thiz connection uzes the following items:

[ %= Intel|R] Advanced Netwaork, Services Protocol ~
%= LLDP Protocol

| Internet Protocal [TCRAAP]
L
< >
[ Inztall... Froperties
Drezcription

Tranzmizzion Contral Pratocalf/lnternet Pratocal. The default
wide area nebwork, protocal that provides communication
across diverse interconnected nebwarks.

[ ] Show icon in notification area when connected
Matify me when this connection has limited or no conneckivity

k. ] [ Cancel

Figure 4-2

The following TCP/IP Properties window will display and the IP Address tab is open on this
window by default.
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2. Setting IP address automatically

Select Obtain an IP address automatically, Choose Obtain DNS server automatically, as shown in
the Figure below:

Internet Protocol (TCP/IP) Properties

General | Alternate Configuration

Y'ou can get [P zettings azsigned automatically if pour nebwork, supparts
thiz capability. Othemnwize, you need to azk vour nebwork, administrator for
the appropriate [P zettings.

() Dbtain an IP address automatically
() Uze the fallowing IP address:

{#)i0btain DMS server address autamahicalle

{1 Uze the fallowing DMS server addresses:

[ Ok, H Cancel ]

Figure 4-3

Now click OK to save your settings.

4.1.2 Configure the IP Address Manually
Summary:
B Set up the TCP/IP Protocol for your PC.

B Configure the network parameters. The IP address is 192.168.1.xxx ("xxx" is any number
from 2 to 254), Subnet Mask is 255.255.255.0, and Gateway is 192.168.1.1 (The Router's
default IP address)

1  Select Use the following IP address radio button.

2  If the Router's LAN IP address is 192.168.1.1, enter IP address 192.168.1.x (x is from 2 to 254),
and Subnet mask 255.255.255.0.
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3 Enter the Router’s LAN IP address (the default IP is 192.168.1.1) into the Default gateway field.

4  Select Use the following DNS server addresses radio button. In the Preferred DNS Server
field, you can enter the DNS server IP address which has been provided by your ISP

Internet Protocol (TCP/IP) Properties

General

Y'ou can get [P zettings azsigned automatically if pour nebwork, supparts
thiz capability. Othemnwize, you need to azk vour nebwork, administrator for
the appropriate [P zettings.

() Dbtain an IP address automatically
%) Uze the following IP address:

IP address: 192 0168 . 1 . 200
Subnet mask: 25285 28R, 0
Default gateway: 192 168 . 1 . 1

%) Uze the following DMS server addresses:
Preferred DMS zerver: g .8 .8 .8

Alternate DMS server: a .8 .4 4

[ Ok, H Cancel ]

Figure 4-4

Now click OK to save your settings.

Now, you can run the Ping command in the command prompt to verify the network connection

between your PC and the Router. The following example is in Windows XP OS. Please follow the

steps below:

1.  Click on Start > Run.
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é Internet J My Documents

Internet Explorer

; : 5 My Recent Documents »
f '-l E-mail

= Dutlook Express

_:‘:_} My Pictures

i ] :
ﬁ Comrnand Prarnpt ) My Music
=
S‘! My Computer
‘g MSH

B’ Conkral Panel
® Windows Media Playver

@, Set Program Access and
Defaulks

-‘3 Windows Messenger 1.“_;& Frinters and Faxes

@ Tour Windows <P 9) Help and Suppart

-l | Files and Settings Transfer r) arch

Se
Wizard

&ll Programs D

Figure 4-5

2. In the run box type “emd” and click OK. (Windows Vista users type “cmd” in the Start .Search
box.)At the prompt.

= Tvpe the name of a program, Folder, document, ar
= Internet resource, and Windows will open it Far wau,

Cpen: | crd)| L |

[ Ok J[ Cancel H Browse, ., ]

Figure 4-6

Open a command prompt, and type ping 192.168.1.1, and then press Enter.

. If the result displayed is similar to Figure 4-7, it means the connection between your PC and

the Router has been established well.
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C:\WIRDOWS\systen32icud. exe - I:Iﬂ
[« |

Microsoft Windows XP [VUersion 5.1.26088]
(C> Copyright 1985-2881 Microsoft Corp.

C:-~Documents and Settings“user>ping 192.168.1.1

Pinging 192.168.1.1 with 32 hytes of data:

Reply from 192_168.1.1: hytes=32 time{ims TTL=b4
Reply from 192_168_1.1: bhytezs=32 time<ims TTL=h4
Reply from 192_168.1.1: bytes=32 time<{ims TTL=b4
Reply from 192_168_1.1: bhytezs=32 time<ims TTL=h4

Ping statistics for 192.168.1.1:

Packetz: Sent = 4, Heceived = 4, Lozt = 8 (8x loss),
Approximate round trip times in milli-seconds:

Minimum = Bms,. Maximum = Bms. Average = Bms

C:~Documents and Settings‘user>_

Figure 4-7 Success result of Ping command

» If the result displayed is similar to Figure 4-8, it means the connection between your PC and

the Router has failed.

IRDO¥ S\ systend2icad. exe
Microzsoft Windows XP [ Uersion 5.1.26808]
(C>» Copyright 1985-2001 Microsoft Corp.
C-~Documents and Settings>user>ping 192.168.1.1

Pinging 192.168.1.1 with 32 bhytes of data:

Deztination host unreachable.
host unreachable.
host unreachable.
hozt unreachable.

Ping statistics for 192.168.1.1:
Packets: Sent = 4, Received = B, Lost = 4 (188x loss),

C:“Documents and Settingsuser >

Figure 4-8 Failure result of Ping command

If the address is 0.0.0.0, check your adapter installation, security settings, and the settings on your

router. Some firewall software programs may block a DHCP request on newly installed adapters.
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The 1/2/3/4 LEDs of LAN ports which you link to on the Router and LEDs on
your PC's adapter should be lit.

If the Router's IP address is 192.168.1.1, your PC's IP address must be within
the range of 192.168.1.2 ~ 192.168.1.254.

4.2 Starting Setup in the Web Ul

It is easy to configure and manage the WDRT-730 with the web browser.

Step 1. To access the configuration utility, open a web-browser and enter the default IP address
http://192.168.1.1 in the web address field of the browser.

& httpi//192.168.1.1/

(22 PLANET WDRT-730 X

Figure 4-9 Login the Router

After a moment, a login window will appear. Enter admin for the User Name and Password, both in

lower case letters. Then click the OK button or press the Enter key.

Windows Security - - ﬁ

The server 192.168.1.1 at WDRT-730 requires a username and password.

Warning: This server is requesting that your username and password be
sent in an insecure manner (basic authentication without a secure
connection).

‘admin ‘

|:| Remember my credentials

[ OK l [ Cancel

Figure 4-10 Login Window

Default IP Address: 192.168.1.1
Default User name: admin

Default Password: admin
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If the above screen does not pop up, it may mean that your web-browser has been set to a
proxy. Go to Tools menu>Internet Options>Connections>LAN Settings, in the screen that

appears, cancel the Using Proxy checkbox, and click OK to finish it.

R Ml © nttp://192168.1.1/
N
{2 PLANET WDRT-730 %

O PLHNG | Home | General Setup | Status | Tools

Nelworking & Commenication 300Mbps Dual Band 802.11n Wireless Gigabit Router

Quick Setup
The Quick Setup provides only the necessary configurations to connect your
Wireless Router to your Internet Service Provider (ISP) through an external
cable or a DSL modem.

Quick Setup

General Setup

The Wireless Router supports advanced functions like Virtual Server, Access
Control, Hacker Attack Detection and DMZ. We highly recommend you keep
the default setfings.

General Setup

m

Status

The Wireless Router's status information provides the following information
about your Wireless Router. Hardware/Firmware version, Serial Number, and
its current operating status.

Tools

Wireless Router Tools - Tools include Configuration tools, Firmware upgrade
and Reset.Configuration tools allow you to Backup, Restore, or Restore to
Factory Default setting for your Wireless Router. The Firmware upgrade tool
allows you to upgrade your Wireless Router's firmware. The RESET tool m
allows you to reset your Wireless Router.

Tools

Figure 4-11  WDRT-730 Web Ul Screenshot

Step 2. After successfully login in, you can click the Quick Setup button to quickly configure your

Router.

Time Zone 9

Set the time zone of the Wireless Router. This information is used for log entries and firewall settings.

i(GMT+UU:UU}Greenwich Mean Time: Dublin, Edinburgh, Lisbon, London :|
[192.43.244 18 |

[_1Enable
Tirme From To

MEXT

Figure 4-12 Quick Setup

Select the corresponding Time Zone of your area and configure the other related options if necessary,
then click NEXT button to continue.
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Step 3.

Choose the correct Internet Access method. Here we take the screenshot of Cable Modem

for example. Please refer to the instructions in the next chapter for configuring the other

Broadband types.

B Cable Modem

A connection through a cable modem requires minimal configuration. YWhen you set up an account with your Cable
pravider, the Cable provider and your Wireless Router will autommatically establish a connection, so you probably do not
need to enter anything more.

B Fixed-IP xDSL

Some xDSL Internet Service Providers may assign a Fixed IP Address for your Wireless Router. If you have been provided
with this information, choose this option and enter the assigned IP Address, Subnet Mask, Gateway IP Address and DNS
IP Address for your Wireless Router.

B PPPoE xDSL

If you connect to the Internet using an xDSL Modem and your ISP has provided you with a Password and a Service Name,
then your ISP uses PPPoE to establish a connection. You must choose this option and enter the required information.

B PPTP xDSL

If you connect to the Internet using an xDSL Modem and your ISP has provided you with a Password, Local IP Address,
Remote IP Address and a Connection 1D, then your ISP uses PPTP to establish a connection. You must choose this
option and enter the required information.

B L2TP xDSL

Layer Two Tunneling Protocal is a common connection methed used in xDSL connections.

B Telstra Big Pond

If your Internet sernvice is provided by Telstra Big Pond in Australia, you will need to enter your information below, This
information is provided by Teistra BigPond.

BACK

Figure 4-13 Choose Internet Access Method

Step 4. Please enter the Host Name, MAC Address, and the other option if necessary. Then click OK

button to make the configuration take effect immediately.

3. IP Address Info q
Dynamic IP

Cable Modem

000000000000 Clone MAC

(&) TTL Standard (O TTL+1 O TTL=1 O User Defined

| BACK || oK |

Figure 4-14
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Chapter 5. Configuring the Router

This chapter will show you the key functions of each web page and the how to configure it.

5.1 Login

After successfully login, you will see the 4 buttons on the left of the Web-based utility. They are linked
to 4 parts of different configuration separately. On the right screen, there are the corresponding
explanations and instructions. Except the Quick Setup part introduced in the Chapter 4.2, please refer

to the following sections for the instructions of the other configurations.

Quick Setup
The Quick Setup provides only the necessary configurations to connect
wour Wireless Router to your Internet Service Provider (ISP} through an

external cable or a DSL modem.

General Setup

General Setup The Wireless Router supports advanced functions like Virtual Server,
- Access Control, Hacker Attack Detection and DMZ. We highly

recommend you keep the default settings.

Status

The Wireless Router's status information provides the following information
about your Wireless Router: Hardware/Firmware version, Serial Number,
and its current operating status.

Tools

Wireless Router Tools - Tools include Configuration tools, Firmware
upgrade and Reset. Configuration tools allow you to Backup, Restore, or
Restore to Factory Default setting for your Wireless Router. The Firmware
upgrade tool allows you to upgrade your Wireless Router's firmware. The
RESET tool allows you to reset your Wireless Router.

Figure 5-1

For the following introductions of every function, you will see the message below on the
screen after clicking the APPLY button every time. Just click CONTINUE button to save the
settings changed and back to web management interface; or click APPLY button to restart
the router immediately to make the settings take effect.

Save settings successfully!

Flease press APPLY button to restart the system to make the changes take effect.

CONTINUE ][ APPLY ]
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5.2 General Setup

The General Setup contains most parts of the network configuration.

| Home Status | Tools |
O Natwarking & Communicatian . 300Mbps Dual Band 802.11n Wireless Gigabit Router

B System
B WAN General Setup

]
LAN The Wireless Router supports advanced functions like Virtual Server, Access Control, Hacker Attack Detection and DMZ.
& 2.4GHz Wireless We highly recommend you keep the default settings.

@ 5GHz Wireless
® Qos
B NAT

& Firewall

Figure 5-2

5.21 System

This option includes some basic configuration and the remote management access function of
WDRT-730.

E System
» Time Zane System

» Password Settings
This page includes the basic configuration tools for the Wireless Router's remote management access function.

» Remote Management

» Channel Domain
E WAN
= LAN
E 2.4GHz Wireless
B 5GHz Wireless
E QoS
B NAT

& Firewall

Figure 5-3

5.2.1.1. Time Zone
You can configure the time settings on the following screen.
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Time Zone q

Set the time zone of the Wireless Router. This information is used for log entries and firewall settings.

.(GMT+UU:UU}Greenwich Mean Time: Dublin, Edinburgh, Lisbon, London v
192.43.244.13
[]Enable

Time From To

NEXT

Figure 5-4 Time settings

Object Description

Time Zone Select your local time zone from this pull-down list.

Time Server Address Enter the address for the NTP Server here. The Router will get the
time from the NTP Server preferentially.

Daylight Savings If you want to enable daylight savings setting, please check Enable
box, and set the duration of daylight setting.

Table 5-1

5.2.1.2. Password Settings

You can change the factory default password of the Router on the screen as shown in Figure 5-5

Password Settings 1q

You can change the password required while logging into the wireless router's web-based management system. By default,
the password is admin. So please assign a password to the Administrator as soon as possible, and store it in a safe place.
Passwords can contain 0 to 30 alphanumeric characters, and are case sensitive.

[ APPLY || CANCEL

Figure 5-5 Password

Please input the current password once and the new password twice to confirm.

It is strongly recommended that you should change the factory default password of
the Router. The new password must not exceed 30 characters in length and not
include any spaces.

Click the APPLY button to save the changes.
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5.2.1.3. Remote Management

You can configure the Remote Management function in the screen as shown in Figure 5-6. This

feature allows you to control your Router from a remote location via the Internet.

Remote Management 9

The remote management function allows you to designate a host in the Internet to have management/configuration access
to the Wireless Router from a remote site. Enter the designated host IP Address in the Host IP Address field.

0.0.0.0 8080

[ ApPLY ][ caAncEL |

Figure 5-6 Remote Management

Please check the Enable box to enable Remote Management function.

Object \ Description
Host Address Input the IP address of the remote host where you wish to access the

router from. The default IP address 0.0.0.0 is no limitation for the host.

Port Web browser access normally uses the standard HTTP service port
80. This Router's default remote management web port number is
8080. For greater security, you can change the remote management
web port to a custom one by entering that number in the box provided.
Choose a number between 1 and 65534 but do not use the number of

any common service port.

Table 5-2

To access the Router, you should type your Router's WAN |P address into your browser's
address (in IE) or Location (in Navigator) box, followed by a colon and the custom port
number. For example, if your Router's WAN address is 210.66.155.14, and the port number
used is 8080, please enter http://210.66.155.14:8080 in your browser. Later, you may be
asked for the Router's password. After successfully entering the username and password,
you will be able to access the Router's web-based utility.

Be sure to change the Router's default password to a very secure one.

5.2.1.4. Channel Domain

Please select the corresponding channel domain of 2.4GHz and 5GHz wireless bands for your local

area in this page.
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WDRT-730
Planet
1.06
(ETSI 113(Europe) v |

Europe v |

Save Changes

Figure 5-7 Channel Domain

Please be sure to choose the corresponding Channel Domain and Channel Number
according to the local telecom regulation.

5.2.2 WAN

You can configure WAN connection type manually here just like it in Quick Setup, and set advanced
functions like DDNS (Dynamic DNS) here.

& System
B wanN WAN

» Dynamic IP

» Static IP The Wireless Router can connect to your Internet Service Provider with the following methods.

» PPPoE

» PPTP (& Dynamic IP Obtains an IP Address automatically from your Service Provider.

» L2TP O Static IP Uses a Static IP Address. Your Service Provider gives a Static IP Address to access Internet

» Telstra Big Pond SEMVICes.

» DNS O PPPoE PPP over Ethemnet is a common connection method used in xDSL connections.

» DDNS
B | AN O PPTP Point-to-Point Tunneling Protocol is a common connection method used in xDSL connections.
& 2.4GHz Wireless

O L2TP Layer Two Tunneling Protocol is a common connection method used in xDSL connections.
& 5GHz Wireless
B QoS (O Telstra Big Pond Telstra Big Pond is a Intenet senice is provided in Australia.
B NAT
E Firewall
Figure 5-8

5.2.2.1. Dynamic IP

If your ISP provides the DHCP service, please choose Dynamic IP type, and the Router will

automatically obtain IP parameters from your ISP. You can see the page as follows Figure 5-9:
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Dynamic IP 4

The Host Name is optional, but may be required by some Senvice Providers. The default MAC Address is set to the WAN
physical interface on the Wireless Router. If required by your Service Provider, you can use the 'Clone MAC Address’ button to
copy the MAC Address of the Metwork Interface Card installed in your PC and replace the WAN MAC Address with this MAC

Address.
000000000000
©TTL Standard O TTL+1 OTTL=1 O User Defined
[ APy || canceL |
Figure 5-9 WAN - Dynamic IP
Object \ Description

Host Name Please input the host name of your computer here. This is optional
and only required if the local ISP requires you to do so.

MAC address Please input MAC address of your computer if the local ISP only
permits the computer with certain MAC address to access internet. If
you're using the computer which used to connect to Internet via Cable
Modem, you can simply click Clone Mac address button to fill the
MAC address field with the MAC address of your computer,

TTL Choose the number of TTL if the local ISP requires you to do so.

Table 5-3

5.2.2.2. Static IP

If your local ISP provides a static or fixed IP Address, Subnet Mask, and Gateway setting, choose

Static IP. The Static IP settings page will appear, shown in Figure 5-10.

Static IP 4

If your Service Provider has assigned a Fixed IP address; enter the assigned IP Address, Subnet Mask and the Gateway IP
Address provided.

172411
265.256.0.0
172.1.1.254
(OTTL Standard O TTL+1 OTTL=1 O User Defined

[ APPLY || cANCEL

Figure 5-10 WAN - Static IP
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Object Description

IP Address Enter the IP address in dotted-decimal notation provided by your ISP.

Subnet Mask Enter the subnet Mask in dotted-decimal notation provided by your
ISP, usually is 255.255.255.0

Default Gateway (Optional) Enter the gateway IP address in dotted-decimal notation
provided by your ISP.

TTL Choose the number of TTL if the local ISP requires you to do so.

Table 5-4

5.2.2.3. PPPoE

If your local ISP provides a PPPoE connection, choose PPPoE and fill the necessary parameters

below. (Figure 5-11):

PPPOE ,

Enter the PPPoE User Name and Password assigned by your Service Provider. The Service MName is normally optional, but may
be required by some Semwvice Providers. Enter a Idle Time (in minutes) to define a maximum period of time for which the Internet
connection is maintained during inactivity. If the connection is inactive for longer than the Maximum Idle Time, then the
connection will be dropped. You can enable the Connect on Demand option to automatically re-establish the connection as
soon as you attempt to access the Internet again. If your Internet Service Provider requires the use of PPPoE, enter the
information below.

1492 (5122=MTU<=1492)
Continuous w

{1-1000 Minute)
@TIL Standard O TTL+1 O TIL=1 O User Defined

[ APPLY || CANCEL

Figure 5-11 WAN - PPPoE

Object \ Description
User Name / Password Enter the User Name and Password provided by your ISP. These fields

are case-sensitive.

Service Name (Optional) Please give a name to this Internet service.

MTU Please input the MTU value of your network connection here. If you

don’t know, please keep the default value.

Connect Type You can select Continuous to keep the connection be always on. Or

select Connect on Demand, then you can configure Idle Time Out

-28-



User Manual of WDRT-730

below to stop the connection when the network traffic is not sending or
receiving in a period of idle time. Or you can also select Manual. Then
click Connect or Disconnect buttons to connect or disconnect to the

ISP immediately.

TTL Choose the number of TTL if the local ISP requires you to do so.

Table 5-5

Sometimes the connection cannot be terminated although you specify a time to Idle
Time Out, since some applications are visiting the Internet continually in the
background.

5.2.2.4. PPTP

If your ISP provides PPTP connection, please select PPTP. And enter the following parameters
(Figure 5-12):
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PPTP ,

Point-to-Point Tunneling Protocol is a common connection method used in xDSL connections.

* WAN Interface Settings
(=) Obtain an IP Address Automatically

000000000000 Clone MAC

 Use The Following IP Address

* PPTP Settings

0.0.0.0
(Optional)
1392 (512==MTU=<=1492)
[l Enable (For BEZEQ network in ISRAEL use only)

Continuous L

(1-1000 Minute)

| appy || canceL

Figure 5-12 WAN - PPTP

Select the type of how you obtain IP address from your ISP here. You can choose Obtain an IP
address automatically (i.e. Dynamic IP, please refer to Dynamic IP method above), or Use the
following IP address (i.e. Static IP method)

WAN interface settings must be configured correctly, or the Internet connection will fail even the other
settings of PPTP are correct. Please contact your Internet service provider if you are not sure what you
should fill in these fields.

PPTP Settings:

Object Description

User Name / Password Enter the User Name and Password provided by your ISP. These

fields are case-sensitive.

PPTP Gateway Please input the IP address of PPTP gateway assigned by your ISP

here.
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Connection ID Please input the connection ID here if the local ISP asks you to do so

or you can just leave it blank. (optional)

MTU Please input the MTU value of your network connection here. If you

don’t know, please keep the default value.

BEZEQ-ISRAEL If you are connecting to the BEZEQ network in Israel, please enable

this function.

Connection Type You can select Continuous to keep the connection be always on. Or
select Connect on Demand, then you can configure Idle Time Out
below to stop the connection when the network traffic is not sending
or receiving in a period of idle time. Or you can also select Manual.
Then click Connect or Disconnect buttons to connect or disconnect

to the ISP immediately.

Table 5-6

Sometimes the connection cannot be terminated although you specify a time to Idle
Time Out, since some applications are visiting the Internet continually in the

background.

5.2.2.5. L2TP

If your ISP provides L2TP connection, please select L2TP. And enter the following parameters (Figure

5-13):
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L2TP ,

Layer Two Tunneling Protocol is @ common connection method used in xDSL connections.

* WAN Interface Settings
' Obtain an IP Address Automatically

000000000000 Clane MAC

' Use The Following IP Address

® | 2TP Settings

1392 (512==MTU==1492)
Comtinmons w
(1-1000 Minute)

| appy || cAnCEL

Figure 5-13 WAN - L2TP

Select the type of how you obtain IP address from your ISP here. You can choose Obtain an IP
address automatically (i.e. Dynamic IP, please refer to Dynamic IP method above), or Use the

following IP address (i.e. Static IP method)

WAN interface settings must be configured correctly, or the Internet connection will fail even the other
settings of L2TP are correct. Please contact your Internet service provider if you are not sure what you

should fill in these fields.

L2TP Settings:
Object ‘ Description ‘

User Name / Password Enter the User Name and Password provided by your ISP. These fields
are case-sensitive.

L2TP Gateway Please input the IP address of L2TP gateway assigned by your ISP
here.
MTU Please input the MTU value of your network connection here. If you

don’t know, please keep the default value.
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Connection Type You can select Continuous to keep the connection be always on. Or
select Connect on Demand, then you can configure Idle Time Out
below to stop the connection when the network traffic is not sending or
receiving in a period of idle time. Or you can also select Manual. Then
click Connect or Disconnect buttons to connect or disconnect to the

ISP immediately.

Table 5-7

Sometimes the connection cannot be terminated although you specify a time to Idle
Time Out, since some applications are visiting the Internet continually in the
background.

5.2.2.6. Telstra Big Pond

If your ISP provides Big Pond Cable (or Heart Beat Signal) connection, please select Telstra Big

Pond. And you should enter the following parameters (Figure 5-14):

Telstra Big Pond ,

If your Internet service is provided by Telstra Big Pond in Australia, you will need to enter your information below, This
information is provided by Teistra BigPond.

O Assign login server manually

APPLY || CANCEL |

Figure 5-14

Object Description

User Name / Password Enter the User Name and Password provided by your ISP. These fields

are case-sensitive.

Server IP Address Please input the IP address of the login server here if necessary, or
uncheck the Assign login server manually box to obtain it

automatically.

Table 5-8
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5.2.2.7. DNS

If you have preferred DNS server, or your Internet service provider does not assign the IP address of

DNS server because of some reason, you can input the IP address of DNS server here.

DNS 4

A DNS (Domain Name System) server is like an index of IP Addresses and Web Addresses. If you type a Web address into
your browser, such as www.broadbandrouter.com, a DNS server will find that name in its index and find the matching IP
address. Most ISPs provide a DNS server for speed and convenience. Since your Serice Provider may connect you to the
Internet through dynamic IP settings, it is likely that the DNS server IP Address is also provided dynamically. However, if there is
a DNS server that you would rather use. you need to specify the IP Address of that DNS server. The primary DMS will be used
for domain name access first, in case the primary DNS access failures, the secondary DNS will be used.

APPLY || CANCEL |

Figure 5-15

5.2.2.8. DDNS

The WDRT-730 offers the DDNS (Dynamic Domain Name System) feature, which allows the hosting
of a website, FTP server, or e-mail server with a fixed domain name (named by yourself) and a
dynamic IP address, and then your friends can connect to your server by entering your domain name
no matter what your IP address is. Before using this feature, you need to sign up for DDNS service

providers. The Dynamic DNS client service provider will give you a password or key.

DDNS 4

DDNS (DynamicDMS) allows users to map the static domain name to a dynamic IP address. You must get a account,
password and your static domain name from the DDNS senice providers. Qur products have DDNS support for www.dyndns.org
and www.tzo.com now.

(%) Enable O Disable
DynDNS  |»

| APPLY || CANCEL

Figure 5-16

Description

Dynamic DNS If you want to enable DDNS function, please choose Enable;

otherwise please select Disable.
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Provider Select your DDNS service provider here.
Domain Name Input the domain name you’ve obtained from DDNS service provider.
Account / Email Input account or email of DDNS registration.
Password / Key Input DDNS service password or key.
Table 5-9
5.2.2.9. WISP

If your Internet connection provided by your local ISP is through wireless network, please select this
mode. After you have connected the router to the access point of the ISP wirelessly, please setup the

WAN connection type in WAN page.

WISP

When you enable WISP mode, all wired clients and wireless clients in LAN network are able to surf the Internet through the
access point build up by Wireless ISP. The NAT will be enabled and PCs in LAN network are sharing the same IP Address from
Wireless ISP.

After you enable WISP Mode, please press Site Survey button to connect to the access point. While the wireless connection is
completed, please set up the connection type in WAN page by using PPPOE, DHCP client, PPTP client or static IP.

O Disable Gﬂinable ) Enable (Station Mode Only)

® Basic Settings

1 |w

©2.46 O5G

& Security Settings

APPLY | [ CaNcEL
Figure 5-17
Object Description
Disable / Enable Disable: disable WISP function.
/ Enable (Station Mode
Only) Enable: enable WISP function and the router can also act as an access

point for the wireless clients to associate to it for Internet connection.

If you are informed by your local ISP that the wireless
settings of the access point is changed, please configure the

router in this page for matching the new settings.

Enable (Station Mode Only): enable this function and the router will act
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only as a wireless client to connect to the wireless network of the local

ISP for Internet connection.

SSID Input the name of wireless network here that your wireless ISP provide
to you.
Channel Number This is the radio frequency used to transmit and receive the wireless

signal. Select the channel designated by your wireless ISP.

Wireless Band Check either 2.4GHz or 5GHz wireless band is provided for the

network by your wireless ISP.

Site Survey Click ‘Site Survey’ button, then a “Wireless Site Survey” table will pop
up. It will list all available access points nearby. Select the access point
designated by your wireless ISP in the table and the router will join

wireless network through this access point.

Encryption If the wireless ISP enables wireless security, you have to follow the
same settings in order to access its access point. Select the
corresponding encryption method for this connection (Please refer to

the Chapter 5.2.4.3 Security Settings for the detailed instructions).

Table 5-10

5.2.3 LAN

There are two ways to assign IP addresses to computers: Static IP Address (set the IP address for
every computer manually), and Dynamic IP Address (IP address of computers will be assigned by a
router automatically). It is recommended for most of computers to use dynamic IP address, because it
will save a lot of time on setting IP addresses for every computer, especially when there are a lot of
computers in the network; for servers and network devices which will provide services to other
computers and users that come from Internet, static IP address should be useful, so other computes

are able to locate the server. You can configure the IP parameters of the LAN on the screen as below.

-36-



User Manual of WDRT-730

LAN ,

You can enable the Wireless Router's DHCP server to dynamically allocate |IP Addresses to your LAN client PCs. The
Wireless Router must have an IP Address in the Local Area MNetwork.

* LANIP
192.168.1.1

256255 2650
Disable

Enable

® DHCP Server
Fomever b

192.168.1.100
192.168.1.200

APPLY || CANCEL
# Static DHCP Lease Table
It allows 16 entries only.
[IEnable Static DHCP Leases
[ Add |[  Clear

Figure 5-18 LAN

Object Description

IP Address Enter the IP address of your Router

Factory default: 192.168.1.1.

Subnet Mask An address code that determines the size of the network.

Normally use 255.255.255.0 as the subnet mask.

802.1d Spanning Tree If you need to activate 802.1d Spanning Tree function, select Enable.
Otherwise, please set it to Disable.

DHCP Server If you need to activate DHCP server function of this router to obtain the
IP address for every client device, select Enable.

Table 5-11
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If you change the IP Address of LAN, you must use the new IP Address to login the

Router.

The new LAN IP Address you set should be in the same subnet with the IP Address
pool of the DHCP server.

DHCP Server:
Object Description

Lease Time Please choose a lease time (the duration that every computer can
keep a specific IP address) of every IP address assigned by this router
from dropdown list.

DHCP Client Start IP Please input the start IP address of the IP range.

DHCP Client End IP Please input the end IP address of the IP range.

Domain Name You can input the domain name for your network. (optional).

Table 5-12

Enabling Static DHCP Leases allows you to assign a static IP address to a specific computer forever,
so you don’t have to set the IP address for a computer, and still enjoy the benefit of using DHCP server.

Maximum 16 static IP addresses can be assigned here.

Object Description

MAC Address Input the MAC address of the specific computer or network device

@

(total 12 characters, with character from “0” to “9”, and from “a” to “f",
like “001122aabbcc”).

IP Address Input the IP address you want to assign to this computer or network
device.

Table 5-13
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5.2.4 Wireless (2.4G&5G)

WDRT-730 supports both 2.4GHz and 5GHz wireless bands simultaneously. You can also enable or
disable these 2 wireless interfaces separately. The wireless settings for both wireless bands are almost

the same. The following sections will only highlight the different descriptions between these two bands.

= 2.4GHz Wireless & 2.4GHz Wireless
b Basic Settings B 5GHz Wireless
b Advanced Settings b Basic Settings
b Security Settings b Advanced Settings

» Access Control b Security Settings
» WPS » Access Control

B 5GHz Wireless » WPS

Wireless 4

The Wireless Router can be quickly cenfigured as a wireless access point for roaming clients by setting the access identifier
and channel number. It alse supports data encryption and client filkering.
Before switch the Radio from this page(Software option).please double check "Radio on/off” hardware button has configured.

Wireless Module © & Enable O Disable

APPLY

Figure 5-19

5.2.4.1. Basic Settings

The parameters here are used for the wireless stations to connect to the WDRT-730. This router can
be work in the following 6 wireless modes:
Basic Settings 4

This page allows you to define ESSID, and Channel for the wireless connection. These parameters are used for the wireless
stations to connect to the Access Point.

: Access Point v

Access Point
Station (Infrastructure) k
AP Bridge (Point to Paint)

AP Bridge (Point to Multi-Paint)
AP Bridge (WDS)

Universal Repeater

| aPPy || cancCEL

Figure 5-20
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1. Standard wireless AP

(o
I@;t— ’7 //’/—\ @))) gn:artg-lone

Cable/xDSL (( .
Modem —’
WDRT-730 Laptop

Basic Settings

This page allows you to define ESSID, and Channel for the wireless connection. These parameters are used for the wireless
stations to connect to the Access Point.

lAccess Paint v |

default 246 |

1]

[ Show Active Clients ]

| APy ][ cAncEL
Figure 5-21
Object Description
Band Please select one radio band from:
2.4GHz:
B N (for 802.11n clients only and maximal rate is up to 300Mbps)
B B+G (for 802.11b/g clients only and maximal rate is up to 54Mbps)
B G (for 802.11g clients only and maximal rate is up to 54Mbps)
B B+G+N (for 802.11b/g/n clients only and maximal rate is up to
300Mbps)
5GHz

B A(for 802.11a clients only and maximal rate is up to 54Mbps)
B A+N (for 802.11a/n clients only and maximal rate is up to
300Mbps)

SSID This is the name of the wireless signal. You can type any
alphanumerical characters here, maximum 32 characters. SSID is used
to identify your own wireless router from others when there are other
wireless routers in the same area.

Default SSID is default_2.4G and default_5G.

It is recommended to change the default SSID value to a meaningful
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one for you.

Channel Number Please select a channel from the dropdown list. You can choose any
channel number, and almost all wireless clients can locate the channel
you’re using automatically without any problem. However, it’s still useful
to remember the channel number you use, because some wireless
clients support manual channel number selection. And this may help in
solving s some radio communication problem.

The available channel numbers of 2.4GHz and 5GHz are different.

Associated Clients Click Show Active Clients button to show the status of all active
wireless stations that are connecting to the access point.

Table 5-14

2. SellNNGHER ) Combine the router to the Ethernet devices such as TV, Game player, or

HDD&DVD, to make them be wireless stations.

Internet P N ‘
F 4 A
" [ -
@ \—/ ))) -
N ' Game
Wireless Router WDRT-730 Console
L J

Basic Settings 4

This page allows you to define ESSID, and Channel for the wireless connection. These parameters are used for the wireless
stations to connect to the Access Point.

| Station ({Infrastructure) v }

2.4 GHz (B+G+N) + |
\default_2.4G |

| ApPLY || CANCEL

Figure 5-22
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Object Description

Band Please select the band you want to use:

2.4GHz:

®m N (for 802.11n clients only and maximal rate is up to 300Mbps)

B B+G (for 802.11b/g clients only and maximal rate is up to 54Mbps)

B G (for 802.11g clients only and maximal rate is up to 54Mbps)

B B+G+N (for 802.11b/g/n clients only and maximal rate is up to
300Mbps)

5GHz

B A (for 802.11a clients only and maximal rate is up to 54Mbps)

B A+N (for 802.11a/n clients only and maximal rate is up to
300Mbps)

SSID This is the name of wireless network. You can type the SSID of the
network you would like to connect here.

Site Survey When you use this wireless router as a wireless station for Ethernet
network device to have wireless capability, you have to associate it with
a working access point. Click Site Survey button to list all the available
access points nearby. You can select one access point in the table.

Table 5-15
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3. LGN RN L)) Connect this router with another wireless router to expand the scope
of network.

Internet I
g " Cable/xDSL
Modem WDRT-730
k J

Basic Settings 4

This page allows you to define ESSID, and Channel for the wireless connection. These parameters are used for the wireless
stations to connect to the Access Paint.

[AP Bridge (Point to Poini) V]
2.4 GHz (B+G+N) v |

(1 v
000000000000 |
SETHY SEtings
[ APPLY |[ cancEL
Figure 5-23
Object Description
Band Please select the band you want to use; two wireless routers must use

the same setting.

2.4GHz:

B N (for 802.11n clients only and maximal rate is up to 300Mbps)

B B+G (for 802.11b/g clients only and maximal rate is up to 54Mbps)

B G (for 802.11g clients only and maximal rate is up to 54Mbps)

B B+G+N (for 802.11b/g/n clients only and maximal rate is up to
300Mbps)

5GHz

B A (for 802.11a clients only and maximal rate is up to 54Mbps)
B A+N (for 802.11a/n clients only and maximal rate is up to 300Mbps)

Channel Number Select the channel you want to use; two wireless routers must use the
same setting. The available channel numbers of 2.4GHz and 5GHz are
different.

MAC Address 1 Input the MAC address of another wireless router.
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Security Settings Click Security Settings button to configure wireless encryption for this
connection (Please refer to the Chapter 5.2.4.3 Security Settings for the
detailed instructions).

Table 5-16

4, LUGHETl NG A VIR LeI1313): Connect this router with up to four other wireless routers, to
expand the scope of network.

e

Antanne N AP S Switch Clients

) (((l’—\ =

waRl e ((([“I‘\’;-_. AP g L;;! cn;?j

Basic Settings 4

This page allows you to define ESSID. and Channel for the wireless connection. These parameters are used for the wireless
stations to connect to the Access Point.

EAF‘ Bridge (Point to Multi-Point) :|

| 2.4 GHz (B+G+N) | |

|11 &
1000000000000 |
000000000000 |
1000000000000 |
000000000000 |
Security Settings
[ aPpy ][ CANCEL
Figure 5-24
Object Description
Band Please select the band you want to use; all the wireless routers
connected to each other must use the same setting.
2.4GHz:

B N (for 802.11n clients only and maximal rate is up to 300Mbps)

B B+G (for 802.11b/g clients only and maximal rate is up to 54Mbps)

B G (for 802.11g clients only and maximal rate is up to 54Mbps)

B B+G+N (for 802.11b/g/n clients only and maximal rate is up to
300Mbps)
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5GHz
B A (for 802.11a clients only and maximal rate is up to 54Mbps)

B A+N (for 802.11a/n clients only and maximal rate is up to 300Mbps)

Channel Number Select the channel you want to use; all the wireless routers connected to
each other must use the same setting.

MAC Address 1-4 Input the MAC address of other wireless routers.

Security Settings Click Security Settings button to configure wireless encryption for this
connection (Please refer to the Chapter 5.2.4.3 Security Settings for
the detailed instructions).

Table 5-17

5. LGEEHGEERUVAIIH Connect this router with up to four WDS-capable wireless routers, to expand
the scope of network.

) (( "—"3 e

,ﬁ%? _AP.—R';?{;: Switch Clients

wnn'r-?:-mw /ﬂ? -

Tablet

Basic Settings 4

This page allows you to define ESSID, and Channel for the wireless connection. These parameters are used for the wireless
stations to connect to the Access Point.

| AP Bridge (WDS) v |
2.4 GHz (B+G+N) + |
|default_2.4G |
i)

[ Show Active Clients ]
000000000000 |
000000000000 |

000000000000 |

Serndty Setings

[ apPLy || CANCEL

Figure 5-25
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Object Description

Band

Please select the band you want to use; all the wireless routers connected

to each other must use the same setting.

2.4GHz:

B N (for 802.11n clients only and maximal rate is up to 300Mbps)

B B+G (for 802.11b/g clients only and maximal rate is up to 54Mbps)
B G (for 802.11g clients only and maximal rate is up to 54Mbps)

m  B+G+N (for 802.11b/g/n clients only and maximal rate is up to

300Mbps))

5GHz
B A (for 802.11a clients only and maximal rate is up to 54Mbps)
B A+N (for 802.11a/n clients only and maximal rate is up to 300Mbps)

SSID

Input the SSID of your wireless router, and the setting should be the same
with all other wireless routers for the convenience of roaming.

Channel Number

Select the channel you want to use; all the wireless routers connected to
each other must use the same setting.

Associated Clients

Click Show Active Clients button to see the status of all active wireless
stations that are connecting to the access point.

MAC Address 1-4

Input the MAC address of other wireless routers.

Security Settings

Click Security Settings button to configure wireless encryption for this
connection (Please refer to the Chapter 5.2.4.3 Security Settings for the
detailed instructions).

Table 5-18

6. [INEEEINAEEEIEIH The router can simultaneously act as Station to connect to a Root AP and as

another AP to provide service for all wireless stations within its coverage.

Internet

&

f éy |
Wireless Router / (((( .

Laptop

~ NE
oM ()

WDRT-730
Tablet
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Basic Settings 4

This page allows you to define ESSID, and Channel for the wireless connection. These parameters are used for the wireless
stations to connect to the Access Point.

Universal Repeater v
2.4 GHz (B+G+N) |«
default_2 4G

N |

[ Show Active Clients ]

| APy ][ cancEL
Figure 5-26
Object Description
Band Please select the band you want to use; all the wireless routers

connected to each other must use the same setting.

2.4GHz:

B N (for 802.11n clients only and maximal rate is up to 300Mbps)

B B+G (for 802.11b/g clients only and maximal rate is up to
54Mbps)

B G (for 802.11g clients only and maximal rate is up to 54Mbps)

m  B+G+N (for 802.11b/g/n clients only and maximal rate is up to

300Mbps)

5GHz

B A (for 802.11a clients only and maximal rate is up to 54Mbps)

B A+N (for 802.11a/n clients only and maximal rate is up to
300Mbps)

SSID Input the SSID of your wireless router, and the setting should be the
same with all other wireless routers for the convenience of roaming.

Channel Number Select the channel you want to use; all the wireless routers connected
to each other must use the same setting.

Associated Clients Click Show Active Clients button to see the status of all active
wireless stations that are connecting to the access point.

Root AP SSID In Universal Repeater mode, this device can act as a station to
connect to a Root AP. Please assign the SSID of the Root AP here or
click Site Survey button below to choose a Root AP.

Table 5-19
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5.2.4.2. Advanced Settings

Advanced Settings 4

Set the time zone of the Wireless Router. This information is used for log entries and firewall settings.

2346 (256-2346)
2347 (0-2347)

100 (20-1024 ms)
3 (1-10)

Auto |w

Auto v

() Auto 20/40 MHZ O 20 MHZ

(*) Short Preamble  C Long Preamble
(*)Enable ( Disable

OAuto O Always & None

100 % =

(*)Enable ) Disable

| APPLY || cANCEL
Figure 5-27
Object Description
Fragment Threshold Set the Fragment threshold of wireless radio. Please do not modify

the default value if you are not sure what it is.

(Default value is 2346)

RTS Threshold Set the RTS Threshold of wireless radio. Please do not modify the
default value if you are not sure what it is.

(Default value is 2347)

Beacon Interval Set the Beacon Interval of wireless radio. Please do not modify the
default value if you are not sure what it is.

(Default value is 100)

DTIM Period Set the DTIM Period of wireless radio. Please do not modify the
default value if you are not sure what it is.

(Default value is 3)

Data Rate Set the wireless data transfer rate to a certain value. Since most of
wireless devices will negotiate with each other and pick a proper data
transfer rate automatically, it’s not necessary to change this value
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unless you know what will happen after modification.

N Data Rate Same as above, but only for 802.11n clients

Channel Width Set the Channel Width of wireless radio. Please do not modify the
default value if you are not sure what it is

(Default value is Auto 20/40 MHz)

Preamble Type Set the type of preamble. Please do not modify the default value if
you are not sure what it is

(Default value is Short Preamble)

Broadcast Essid Decide if the wireless router will broadcast its own ESSID or not. You
can hide the ESSID of your wireless router (choose Disable), so only
people those who know the ESSID of your wireless router can get
connected.

CTS Protect Enabling this setting will reduce the chance of radio signal collisions
between 802.11b and 802.11g/n wireless access points.

Tx Power You can adjust the output power of wireless radio. Unless you're using
this wireless router in a really big space, you may not have to set
output power to 100%. This will enhance security (malicious /
unknown users in distance will not be able to reach your wireless
router).

WMM The will enhance the data transfer performance of multimedia contents
when they’re being transferred over wireless network. If you are not
sure if you need it, it's safe to set this option to Enable. However,
default value is Disable.

Table 5-20

5.2.4.3. Security Settings

It’s very important to set wireless security settings properly! If you don’t, hackers and malicious
users can reach your network and valuable data without your consent and this will cause serious

security problem.

Security Settings 4

This page allows you setup the wireless security. Turn on WEP or WPA by using Encryption Keys could prevent any
unauthorized access to your wireless network.

 Disable i

Disable
WEP
WPA, pre-shared key

[] Enable 802.1x Authentication

| appy ][ cANCEL

WPA RADIUS A

Figure 5-28
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1. Disable:

When you select this mode, wireless data encryption is disabled, and every wireless device in
proximity will be able to connect your wireless router if no other security measure is enabled (like MAC
address access control in Chapter 5.2.4.4, or ESSID broadcast disabled).

Only use this option when you really want to allow everyone to use your wireless router, and
you don’t care if anyone reads the data you transfer over network without your consent.
Security Settings 4

This page allows you setup the wireless security. Turn on WEP or WPA by using Encryption Keys could prevent any
unauthorized access to your wireless network.

Disable iv

Enable 802.1x Authentication

1812
APPLY | CANCEL
Figure 5-29
Object Description
Enable 802.1x IEEE 802.1x is an authentication protocol. Every user must use a
Authentication valid account to login to this wireless router before accessing the

wireless LAN. The authentication is processed by a RADIUS server.
This mode only authenticates user by IEEE 802.1x, but it does not
encryption the data during communication. If there is a RADIUS
server in you environment, please enable this function. Check this
box and another sub-menu will appear:

Please input the IP address, Port, and Password of the RADIUS
Server here.
Table 5-21

2. WEP:

Wired Equivalent Privacy
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Security Settings 4

This page allows you setup the wireless security. Turn on WEP or WPA by using Encryption Keys could prevent any
unauthorized access to your wireless network.

WEP v
64-bit | w
Hex (10 Characters) «

Key 1 |»

B
Rk kEEEERE
TRk kTR

Rk EGEEEEE

¥/ Enable 802.1x Authentication

Ly

1312
APPLY || CANCEL
Figure 5-30
Object Description
Key Length There are two types of WEP key length: 64-bit and 128-bit. Using
128-bit is safer than 64-bit but will reduce some data transfer
performance.
Key Format There are two types of key format: ASCIlI and Hex. When you select a

key format, the number limit of characters for key will be displayed.

Default Tx Key You can set up to four sets of WEP key, and you can decide which key
is being used by default here. If you don’t know which one you
should use, select Key 1.

Encryption Key 1-4 Input Encryption Key characters here, the number of the

characters must be the same as the number displayed at ‘Key
Format’ field. You can use any alphanumerical characters (0-9, a-z,
and A-Z) if you select ‘ASCII’ key format. And if you select ‘Hex’ as key
format, you can use characters 0-9, a-f, and A-F. You must enter at
least one encryption key here, and if you entered multiple WEP keys,
they should not be the same with each other.

Table 5-22
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3. WPA pre-shared key:

Wi-Fi Protected Access

Security Settings

This page allows you setup the wireless security. Turn on WEP or WPA by using Encryption Keys could prevent any
unauthorized access to your wireless network.

WPA pre-shared key

OWPATKIP) @ WPA2(AES) O WPA2 Mixed

Passphrase v

Sk

[ apPy ][ cancEL

Figure 5-31

Object Description

WPA Unicast Cipher | Please select a type of WPA cipher suite and make sure your wireless
Suite client support the cipher you selected.

Pre-shared Key Format | Select the type of pre-shared key, you can select Passphrase (8 or
more alphanumerical characters, up to 63), or Hex (64 characters of
0-9, and a-f).

Pre-shared Key Please input the WPA passphrase here. It's not recommended to use a
word that can be easily found in a dictionary due to security reason.

Table 5-23

4. WPA RADIUS:
If you have a RADIUS server, WDRT-730 can work with it and provide safer wireless authentication.
Security Settings 4

This page allows you setup the wireless security. Turn on WEP or WPA by using Encryption Keys could prevent any
unauthorized access to your wireless network.

WPA RADIUS v
OWPATKIP) & WPAZ[AES) O WPA2 Mixed

1312

| APPLY || cANCEL

Figure 5-32
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Object Description

WPA Unicast Cipher Suite | Please select a type of WPA cipher suite and make sure your
wireless client support the cipher you selected.

RADIUS Server IP Please input the IP address of your Radius authentication server
Address here.
RADIUS Server Port Please input the port number of your Radius authentication server

here. Default value is 1812.

RADIUS Server Password | Please input the password of your Radius authentication server
here.

Table 5-24

5.2.4.4. Access Control

This function will help you to prevent unauthorized wireless users from connecting to WDRT-730; only
those wireless devices who have the MAC address you assigned here can gain access to your
wireless router. You can use this function with other security measures described in previous section,

to create a safer wireless environment.

Please Input the MAC address of your wireless devices, dash ( - ) or colon ( : ) are not required. (i.e. If
the MAC address label of your wireless device indicates ‘aa-bb-cc-dd-ee-ff’ or ‘aa:bb:cc:dd:ee:ff’, just
input ‘aabbccddeeff. And you can input any text up to 16 alphanumerical characters here as the
comment of this MAC address, like ‘Meeting Room Computer’ or anything. This is optional and you
can also leave it blank, however, it's recommended to use this field to write a comment for every MAC

addresses as a memory aid.
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Access Control 4

For security reason, the Wireless Router features MAC Address Filtering that only allows authorized MAC Addresses
associating to the Wireless Router.

* MAC Address Filtering Table
It allows 20 entries only.

Enable Access Control

[ APy | cawceL |

Figure 5-33

Description
Enable Access | To enforce MAC address filtering, you have to check the box of Enable
Control Wireless Access Control. When this item is unchecked, wireless router

will not enforce MAC address filtering of wireless clients.

Table 5-25

5.2.4.5. WPS

Wi-Fi Protected Setup (WPS) is the simplest way to build wireless connection between clients and
the wireless router. You don’t have to select encryption mode and input a long encryption passphrase

every time but only have to press a button on wireless client and this wireless router, then the WPS
function will do the rest for you.

WPS (Wi-Fi Protected Setup)
Quick & Easy Wireless Connection
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WPS

This page allows you to change the setting for WPS (Wi-Fi Protected Setup). WPS can help your wireless client autornatically
connect to the Wireless Router.

Enable WPS

& WPS5 Information
Unconfigured

81603367
default_2 4G
Disable

® Device Configure
Registrar «

Start PBC
Start PIN

Figure 5-34

WDRT-730 supports two kinds of WPS methods: Push-Button Configuration (PBC), and PIN code.

The detailed instructions are listed follow:

Object Description

Push-Button Configuration (PBC) | Click Start PBC button to start WPS setup procedure.
WDRT-730 will wait for WPS requests from wireless clients for
2 minutes. The WLAN LED on WDRT-730 will be steady on
for 2 minutes when this wireless router is waiting for incoming
WPS request.

PIN Code Please input the PIN code of the wireless client you wish to
connect, and click Start PIN button. The WLAN LED on
WDRT-730 will be steady on when this wireless router is
waiting for incoming WPS request.

Config Mode There are Registrar and Enrollee modes for the WPS
connection. When Registrar mode is enabled, the wireless
clients will follow the router's wireless settings for WPS
connection. When Enrolle mode is enabled, the router will
follow the wireless settings of wireless client for WPS
connection.

Table 5-26

525 QoS

Quality of Service provides an efficient way for clients on the network to share the bandwidth with a

promised quality of Internet service. Without QoS, all computers and devices on the network will
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compete with each other to get the bandwidth, and some applications which require guaranteed
bandwidth (like video streaming and network telephone) will be affected. With this function, you can
limit the maximum bandwidth or give a guaranteed bandwidth for a specific computer, to avoid such

unpleasing result from happening.

QoS 4

QoS (Quality of Senvice) refers to the capability of a network to provide better service to selected network traffic. The primary
goal of QoS is to provide priority including dedicated bandwidth, controlled jitter and latency (required by some real-time and
interactive traffic), and improved loss characteristics. Also important is making sure that providing priority for one or more flows
does not make other flows fail.

nable QoS
Select- 0 kbits
Select— v 0 kbits

Current QoS Table

Add ] [ Edit Mave Up ] [ Mave Down ]
[ APPLY || CANCEL
Figure 5-35
Object Description
Enable QoS Check this box to enable QoS function; uncheck this box if you

don’t want to enforce QoS bandwidth limitations.

Total Download Bandwidth You can set the limit of total download bandwidth in kbits. To
disable download bandwidth limitation, input ‘0’ here.

Total Upload Bandwidth You can set the limit of total upload bandwidth in kbits. To
disable upload bandwidth limitation, input ‘0’ here.

Table 5-27

Click Add button to add a new QoS rule.
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QoS

This page allows users to add/modify the QoS rule’s settings.

Download |+ Kbps  Guamntee
TCP =
Save ] [ Reset
Figure 5-36
Object ‘ Description
Rule Name Please give a name to this QoS rule (up to 15 alphanumerical characters).
Bandwidth Set the bandwidth limitation of this QoS rule. You have to select the data

direction of this rule (Upload or Download), and the speed of bandwidth
limitation in Kbps, then select the type of QoS: Guarantee (guaranteed
usable bandwidth for this rule) or Maximum (the maximum bandwidth for
the application allowed by this rule).

Local IP Address

Specify the local (source) IP address that will be affected by this rule.
Please input the starting IP address in the left field, and input the end IP
address in the right field to define a range of IP addresses, or just input the
IP address in the left field to define a single IP address.

Local Port Range

Please input the range of local (source) port number that will be affected
by this rule. If you want to apply this rule on port 80 to 90, please
input '80-90’; if you want to apply this rule on a single port, just input the
single port number, like ‘80’

Remote IP Address

Specify the remote (destination) IP address that will be affected by this
rule. Please input the starting IP address in the left field, and input the end
IP address in the right field to define a range of IP addresses, or just input
the IP address in the left field to define a single IP address.

Remote Port

Please input the range of remote (destination) port number that will be

Range affected by this rule. If you want to apply this rule on port 80 to 90, please
input '80-90’; if you want to apply this rule on a single port, just input the
single port number, like ‘80’. If the remote (destination) IP address and /or
port number is universal, just leave it blank.

Traffic Type You can select a specific traffic type for this rule, if you want to make this
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rule as a IP address based rule (apply the limitation on all traffics from / to
the specified IP address / port number), select None.

Protocol Please select the protocol type of this rule. If you don’t know what protocol
your application uses, please try ‘TCP’ first, and switch to ‘UDP’ if this rule
doesn’t seems to work.

Table 5-28

5.2.6 NAT

All computers must be assigned with a public IP address to get connected to the Internet without NAT.
However, Internet Service Providers only provide very few IP addresses to every user. Therefore it is
necessary to use NAT to share a single public IP address to multiple computers on local network, so

everyone can get connected to the Internet.

Please choose Enable or Disable the NAT function.

E System

= waAN NAT 1

B LAN
& 2 AGHz Wirel MNAT (Metwork Address Translation) allows multiple users at your local site to access the Internet through a single Public IP

} = WHirefess Address or multiple Public IP Addresses. MAT provides Firewall protection from hacker attacks and has the flexibility to allow
B 5GHz Wireless you to map Private IP Addresses to Public IP Addresses for key senvices such as the Web or FTP.

B Qos
B NAT

» Port Forwarding APPLY

» Virtual Server

MAT Module - @ Enable O Disable

» Special Applications
» UPnP Settings
» ALG Settings

& Firewall

Figure 5-37

5.2.6.1. Port Forwarding

This function allows you to redirect a single port or consecutive ports of public IP address to the same
port range of the IP address in local network. The port number(s) of Internet IP address and private IP
address (the IP address on local network) must be the same. If the port numbers of Internet IP address

and private IP address are different, please use Virtual Server function, described in next section.
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Port Forwarding 4

Entries in this table allow you to automatically redirect common network services to a specific machine behind the NAT firewall.
These settings are only necessary if you wish to host some sort of server like a web server or mail server on the private local
network behind your Gateway's MNAT firewall.

Enable Port Forwarding

Add | | Reset

s Current Port Forwarding Table

[ apPy | | cANCEL |

Figure 5-38

Object Description

Enable Port Check this box or not to enable or disable the Port Forwarding function.
Forwarding
Private IP Input the IP address of the computer on local network which provides

internet service.

Computer Name

Pull down the menu and all the computers connected to WDRT-730 will
be listed here. You can easily select the computer without checking its IP
address.

Type Select the type of connection. If you're not sure, please select Both.

Port Range Input the starting port number in the left field, and the ending port number
in the right field. If you only want to redirect a single port number, just fill
the port number in the left field.

Comment Please input any text up to 16 alphanumerical characters to describe this

rule of port forwarding.

5.2.6.2. Virtual Server

Table 5-29

This function allows you to redirect a port on the Internet IP address (on WAN port) to a specified port

of an private IP address on the local network, so you can setup an Internet service on the computer on

local network, without exposing it on Internet directly. You can also build many sets of port redirection,

to provide many different Internet services on different local computers via a single Internet IP address.
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Virtual Server

You can configure the Wireless Router as a Virtual Server so that remote users accessing services such as the Web or FTP at
your local site via Public IP Addresses can be automatically redirected to local servers configured with Private IP Addresses. In
other words, depending on the requested senice (TCP/UDP) port number, the Wireless Router redirects the external senice
request to the appropriate internal server (located at one of your LAN's Pirvate IP Address).

Enahle Virtual Server

------ Select-—— v Both +

Add | [ Reset

® Current Virtual Server Table

APPLY || CANCEL |
Figure 5-39
Private IP Input the local IP address of the computer in LAN which provides Internet
service.
Computer Name Pull down the menu, and all the computers connected to the WDRT-730

will be listed here. You can easily select the computer name without
checking its IP address.

Private Port Input the local port number of the IP address in LAN which provides
Internet service.

Type Select the type of connection, TCP or UDP. If you’re not sure, please
select ‘Both’.
Public Port Please select the port number of Internet IP address which will be

redirected to the port number of local IP address defined above.

Comment Please input any text up to 16 alphanumerical characters to describe the
redirecting service.

Table 5-30

5.2.6.3. Special Applications

Some applications require more than one connection simultaneously; these applications won’t work

with simple NAT rules. You can use this function to make these applications work.
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Special Applications 4

Some applications require multiple connections, such as Internet gaming, video conferencing, Internet telephony and others.
These applications cannot work when Metwork Address Translation (NAT) is enabled. If you need to run applications that require
multiple connections, specify the port normally associated with an application in the "Trigger Port” field, select the protocol type
as TCP or UDP, then enter the public ports associated with the trigger port to open them for inbound traffic. Note:The range of
the Trigger Port is 1 to 65535,

Enable Special Applications

0000 | [«d]— Select— v
Popular Applications : | Select Game v Add

Add | [ Reset

® Current Trigger-Port Table

APPLY | [ cCANCEL |
Figure 5-40
IP address Input the local IP address of the computer in LAN which you want to
open some ports.
Computer Name Pull down the menu, and all the computers connected to the WDRT-730

will be listed here. You can easily select the computer name without
checking its IP address.

TCP Port to Open This is the out going (Outbound) range of TCP port numbers for this
particular application.

UDP Port to Open This is the out going (Outbound) range of UDP port numbers for this
particular application.

Comment Please input any text up to 16 alphanumerical characters to describe the
service.

Popular Applications | Select the application from the Popular Applications that require multiple
connections and click ‘Add’ to save the setting to Current Trigger-Port
Table.

Table 5-31

5.2.6.4. UPnP Settings

With this function, network devices will be able to communicate with other devices directly, and learn

about the information about other devices.
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UPNP Settings

UPnP is more than just a simple extension of the Plug and Play peripheral model. It is designed to support zero-
configuration, "invisible” networking, and automatic discovery for a breadth of device categories from a wide range of
vendors. With UPnP, a device can dynamically join a network., obtain an IP address, convey its capabilities, and learn
about the presence and capabilities of other devices-all automatically; truly enabling zero configuration networks. Devices
can subsequently communicate with each other directly; thereby further enabling peer to peer networking.

UPnF Module : %nable (O Disable

[ APPLY |[ CANCEL |

Figure 5-41

Please choose Enable or Disable the UPnP function.

5.2.6.5. ALG Settings

Application Layer Gateway (ALG) is a special function that includes many preset routing rules for
numerous applications which require special support. With these supports, those special applications
will be able to work with NAT structure. There are many applications listed here. Please check the box

of the special support for the applications you need, and then click APPLY button to save the settings.

ALG Settings 4

Below are applications that need router's special support to make them work under the NAT. You can select applications that
yiou are using.

Amanda Support for Amanda backup tool protocol.
Egg Support for eggdrop bot networks.
FTP Support for FTP.
H323 Support for H323/netmeeting.
IRC Allows DCC to work though MAT and connection tracking.
MMS Support for Microsoft Streaming Media Services protocaol.
Quake3 Support for Quake Il Arena connection tracking and nat.
Talk Allows netfilter to track talk connections.
TFTP Support for TFTP.
IPsec Support for IPsec passthrough
" | Starcraft Support for Starcraft/Battle_net game protocol.
I | MSH Support for MSH file tranfer.
APPLY || CANCEL
Figure 5-42
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5.2.7 Firewall

The firewall function is for blocking malicious intruders from accessing your computers on local
network. These functions include inbound attack prevention, and block outbound traffics, like block
URLs which have pre-defined keywords.

Firewall 5

The Wireless Router provides extensive firewall protection by restricting connection parameters, thus limiting the risk of hacker
attack, and defending against a wide array of common attacks. However, for applications that require unrestricted access to the
Internet, you can configure a specific client/server as a Demilitarized Zone (DMZ).

Firewall Module : Gﬂfnable O Disable

APPLY

Figure 5-43

Please choose Enable or Disable the Firewall function.

5.2.7.1. Parent Control

You can set the specific computer and time period for your children to access the Internet.

nahle Parental Control Scheduling Rule

MAC: — Select — v
Weekdays: [1Sun [(IMon (JTue [(JWed [(IThu [JFri []Sat
Time Start:Hour | 11 * | Minute | 00 + Time Stop: Hour | 12 % | Minute | 00 +
[ Add | [ Reset |
112233445566 Sun, Sat 14:00 17:00 O
[ Delete ] [ Delete All ] [ Reset ]
| APPLY | | CANCEL |
Figure 5-44
Object Description
MAC Input the MAC address of the computer you want to control (i.e. your

child’s computer) in the “MAC” field. You can also select a MAC address
of some computer in the “Select” dropdown list, and copy it by clicking
“<<” button.

Weekdays Select which days that you would allow the specified computers to
access the Internet.
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Time Start / Time Stop | Configure the specific time period that you would allow the specified
computers to access the Internet.

Table 5-32

5.2.7.2. Access Control

You can allow or deny some computers with specific MAC address from connecting to the network; or

allow or deny some computers with specific IP address, protocol, or port.

Access Control 4

Access Control allows users to define the traffic type permitted or not permitted in your LAN. You can control which PC
client uses what services in which they can have access to these services. If both of MAC filtering and IP filtering are
enabled simultaneously, the MAC filtering table will be checked first and then IP filtering table.

nable MAC Filtering © Deny O Allow

------ Select—- w

Add | [ Reset

Current MAC Filtering Table

[1Enable IP Filtering & Deny O Allow

Add PC

| AppLy || cancEL

Figure 5-45

Enable MAC Address Filtering:
Please select ‘Deny all’ or ‘Allow’ to decide the behavior of MAC filtering table.

Object Description

Client PC MAC Please input the MAC address of the computer or network device you

Address want to limit to here. (i.e. If the MAC address label of your wireless
device indicates ‘aa-bb-cc-dd-ee-ff'’ or ‘aa:bb:cc:dd:ee:ff’, just input
‘aabbccddeeff’

Computer Name Pull down the menu and all the computers connected to the router will be

listed here. You can easily select the computer name without checking
the MAC address of it.

Comment You can input any text here as the comment of this MAC address, like
Meeting Room Computer. You can input up to 16 alphanumerical
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_ characters here. This is optional and you can leave it blank.

Table 5-33

Enable IP Filtering:

Please select ‘Deny all’ or ‘Allow’ to decide the behavior of MAC filtering table.

Access Control Add PC

This page allows users to define senice limitation of client PC, including IP address and service type.

Client PC Description :

|

Client PC IP Address :

® Client Service :

Service Name Detail Description Select

User Define Service
Protocol : |[EAd-. |

Port Range :

i

| Add | [ Reset

Figure 5-46
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Object Description

Client PC Description | Please input any texts up to 16 alphanumerical characters to describe
this IP address.

Client PC IP Address Please input the starting IP address in the left field, and input the end IP
address in the right field to define a range of IP addresses, or just input
the IP address in the left field to define a single IP address.

Client Service Please check the services you want to allow or deny this IP address to
access, and you can check multiple services.

Protocol If the service you need is not listed above, you can create a new service
on your own. Please select TCP or UDP. If you’re not sure, please select
‘Both’.

Port Range Please input the port range of new service here. If you want to specify

port 80 to 90, please input '80-90’; if you want to apply this rule on a
single port, just input the port number, like ‘80°.

Table 5-34

5.2.7.3. URL Blocking

If you want to prevent the computers in local network from accessing certain websites, you can use

this function to stop the computers in local network from accessing the websites you defined here.

URL Blocking 4

You can block access to certain Web sites from a particular PC by entering either a full URL address or just a keywaord of the
Web site.

Enable URL Blocking

http://
Add | [ Reset
Current URL Blocking Table
APPLY | CANCEL |
Figure 5-47

Description

URL/Keyword Input the URL (the host name or IP address of the website, like

http://www.blocked-site.com) you want to block here, or the keywords

which is contained in URL.
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Table 5-35

5.2.7.4. DoS

Denial of Service (DoS) is a common packet attack, by transmitting a great amount of data or request
to your Internet IP address and server. The Internet connection will become very slow, and server may
stop responding because it is not capable to handle too much traffics. This router has a built-in DoS

attack prevention mechanism; when you activate it, the router will stop the DoS attack for you.

DoS 1

The Wireless Router's firewall can block common hacker attacks, including DoS, Discard Ping from WAN and Port Scan.

DoS Module
[]
[]
[]
[]
Advanced Settings
APPLY || CANCEL |
Figure 5-48
Object Description
Ping of Death Ping of Death is a special packet, and it will cause certain computer to
stop responding. Check this box and the router will filter this kind of
packet out.

Discard Ping from | Ping is a common and useful tool to know the connection status of a
WAN specified remote network device, but some malicious intruder will try to
fill your network bandwidth with a lot of PING request data packet, to
make your internet connection become very slow, even unusable. Check
this box and the router will ignore all inbound PING request, but when
you activate this function, you will not be able to ping your own router
from internet, too.

Port Scan Some malicious intruder will try to use a ‘port scanner’ to know how
many ports of your Internet IP address are open, and they can collect a
lot of valuable information by doing so. Check this box and the router will
block all traffics which are trying to scan your Internet IP address.

Sync Flood This is another kind of attack, which uses a lot of fake connection request
to consume the memory of your server, and try to make your server
become unusable. Check this box and the router will filter this kind of
traffic out.

Table 5-36
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Advanced Settings:

DoS Module

| Packet(s) per Burst

[]
MNMAFP FIN f URG / PSH
Xmas tree
Another Xmas tree

L] Mull scan
SYM /RST
SYN S FIN
SYM {only unreachable port)

| Packet(s) per Burst

| APPLY || CANCEL

Figure 5-49

Object Description

Ping of Death Set the threshold of when this DoS prevention mechanism will be

activated. Please check the box of Ping of Death, and input the
frequency of threshold (how many packets per second, minute, or hour),
you can also input the ‘Burst’ value, which means when this number of
‘Ping of Death’ packet is received in very short time, this DoS prevention
mechanism will be activated.

Discard Ping from | Check the box to activate this DoS prevention mechanism.
WAN

Port Scan Many kind of port scan methods are listed here, please check one or
more DoS attack methods you want to prevent.

Sync Flood Like Ping of Death, you can set the threshold of when this DoS
prevention mechanism will be activated.

Table 5-37

5.2.7.5. DMz

Demilitarized Zone (DMZ) refers to a special area in your local network. This area resides in local
network, and all computers in this area uses private |IP address, too. But these private |IP addresses
are mapped to a certain Internet IP address, so other people on Internet can fully access those

computers in DMZ.
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DMZ ,

If you have a local client PC that cannot run an Internet application properly from behind the NAT firewall, then you can open the
client up to unrestricted two-way Intermnet access by defining a Virtual DMZ Host.

nable DMZ
(& Dynamic IP | Session 1
—————— Select—- v
O Static IP
[ Add ][ Reset

¢ Current DMZ Table

[ APPLY || CANCEL |
Figure 5-50
Object Description
Public IP If you select ‘Dynamic IP’, you have to select an Internet connection

session from dropdown menu; if you select ‘Static IP’, please input a
specific public IP address that you want to map to.

Client PC IP Address Please input the private IP address that the Internet IP address will be
mapped to.

Computer Name Pull down the menu and all the computers connected to the router will be
listed here. You can easily to select the computer name without checking
the IP address of the computer.

Table 5-38

5.3 Status

You can use this function to realize the instantaneous information of the router. The Information

displayed here may vary on different configuration.
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| Home | General Setup |St : ools

(9 PLANET

Networking & Communication

:300Mbps Dual Band 802.11n Wireless Gigabit Router
E Status
¥ Internet Connection Status L]
» Device Status

b System Log The Wireless Router's status infarmation provides the following information about your Wireless Router- Hardware/Firmware

X version, Serial Number, and its current operating status.
b Security Log

b Active DHCP Client

System
» Statistics WDRT-730
Oday:1h-45m-37s
Rev. A
3530
Current Time 1.06

5/16/2012 8:10:03

Figure 5-51

5.3.1 Internet Connection

You can use this function to know the status of current Internet connection.

Internet Connection q
View the current internet connection status and related information.

Dynamic IP connected
10.1.1.86

255 255 255 0
10.1.1.254
00:30:4F:46:6A:5F
10112

10.1.1.3

Figure 5-52

5.3.2 Device Status

You can use this function to know the information of your router.
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Device Status 4

2.4GHz Wireless :

Channel Number :

e D0:30-4F46-Ba5e

5GHz Wireless : | & e

Channel Humber :

MAC Address :

IP Address :

Subnet Mask :
DHCP Server :
MAC Address :

Figure 5-53

5.3.3 System Log

All important system events will be logged here. You can use this function to check the event log of

your router.
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System Log
View the system operation information. You can see the system start up time, connection process and etc., here.

May 14 02:46:01 (none) syvslog.info syzlogd started: BusyBox vl.15.2

Save l [ Clear l [ Refresh

Figure 5-54

5.3.4 Security Log

All information about network and system security is kept here, and you can use this function to check

the security event log of your router.
Security Log 4
View any attempts that have been made to illegally gain access to your network.

[2012-05-14 02:46:30]: =tart Dynamic IP

[2012-05-14 02:46:33]: [SHTP]: connect to TimneSerwver 192.43.244.18 ...
[2012-05-16 08:50:20]: [SNTP]: connect succezs!

[2012-0D5-16 08:50:20]: [SNTP]: =et time to 2012-05-16 03:50:20

[2012-0D5-16 08:50:20]: [FIREWALL]: WaN IP iz 10.1.1.86 zetting firewall...
[2012-05-16 08:50:20]: [FIREWALL]: W&N2 IP iz setting firewall...

Save l [ Clear ] [ Refresh

Figure 5-55

5.3.5 Active DHCP Client

If you're using the DHCP server function of this router, you can use this function to check all active

DHCP leases issued by this router.
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Active DHCP Client 4 |

This table shows the assigned IP address, MAC address and time expired for each DHCP leased client.

IP Address MAC Address Time Expired (Second)

Figure 5-56

5.3.6 Statistics

You can use this function to check the packet statistics of wireless, LAN, and WAN interface of this

router.
Statistics 4 |
This page shows the packet counters for transmission and reception regarding to networks.

2.4GHz Wireless LAN

Packets Received

Packets Sent
H5GHz Wireless LAN

Packets Received

Packets Sent
Ethernet LAN

Packets Received

Packets Sent
Ethernet WAN

Packets Received

[ Refresh ]

Figure 5-57

5.4 Tools

The functions described here will provide you system tools for the all the settings backup/restore,

firmware upgrade and resetting the router to default settings.
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| Home | General Setup | Status
O Natworking & Communication —— 300Mbps Dual Band 802.11n Wireless Gigabit Router
Tools
» Configuration Tools Tools

b Firmware Upgrade

b Radtait The Tools Settings section includes the basic configuration tools, such as Save, Restore Configuration Settings, and Upgrade

System Firmware.

Current Time
5/16/2012 8:10:03

Figure 5-58

5.4.1 Configuration Tools
You can backup all the configurations of this router to a file, and restore it someday if necessary.

Configuration Tools 1

Use the "Backup" tool to save the Wireless Router's current configurations to a file named "config.bin". You can then use the
"Restore” tool to restore the saved configuration to the Wireless Router. Alternatively, you can use the "Restore to Factory Default”

tool to force the Wireless Router to perform System Reset and restore the original factory settings.

Browse... Upload

Figure 5-59

5.4.2 Firmware Upgrade

You can use this firmware upgrade function to add new functions to your router, even fix the bugs of
this router.

Firmware Upgrade 1

This tool allows you to upgrade the Wireless Router's system firmware. Enter the path and name of the upgrade file and then click
the APPLY button below. You will be prompted to confirm the upgrade.

Browse...

[ APPLY |[ CANCEL

Figure 5-60
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Never interrupt the upgrade procedure by closing the web browser or physically disconnect
your computer from the router. If the firmware you uploaded is corrupt, the firmware

upgrade will fail, and you may have to return this router to the dealer of purchase to ask for

help.

5.4.3 Restart

If you think the network performance is bad, or you found the behavior of the router is strange, you can

perform a router restart.

Firmware Upgrade 1

This tool allows you to upgrade the Wireless Router's system firmware. Enter the path and name of the upgrade file and then click
the APPLY button below. You will be prompted to confirm the upgrade.

Browse...

[ APPLY |[ CANCEL

Figure 5-61
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Chapter 6. Quick Connection to a Wireless Network

6.1 Windows XP (Wireless Zero Configuration)

Step 1: Right-Click on the wireless network icon displayed in the system tray

Wireless Network Connection
Mot connected. Right-click here for more options.
en B 7 LR R e 1% MEZE 12100

Figure 6-1

Step 2: Select [View Available Wireless Networks]

Step 3: Highlight and select the wireless network (SSID) to connect
(1) Select SSID [PLANET]
(2) Click the [Connect] button

1" Wireless Network Connection

wetwork Tasks | Choose a wireless network
& Refrech netmork st Click an e in the list balow bo connect bo & wireless network in range or bo get mors
information.
2 Sat up & wireless network DSL-G641K
™ For ahome or small cffice {{ﬁ)}

. Related Tasks

A Learn about wireless s network (WPAZ)

networking

webwark, chick Comnect. You raght need bo enter

o Change the ordar of
preferred networks

g Change advanced
sattings

(‘ﬁﬂ
't Security-enabled wireless network.

{ur} Sroc
‘I Security-enabled wireless network (WPAZ)
{{?]} EceAP

andll]
|lm

Connact

X

Figure 6-2
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Step 4: Enter the encryption key of the Wireless Router
(1) The Wireless Network Connection box will appear
(2) Enter the encryption key that configured in section 5.6.2
(3) Click the [Connect] button

Wireless Network Connection

The network 'PLANET' requires a nebwork key (also called a WEP key or WP key),
& network key helps present unknown intruders From connecting ko this network,

Twpe the key, and then click Connect.

Mebwork key: ||||||||||||| |
Confirm netwark kew: |......"..."""| |
[ Zonneck l [ Zancel ]
Figure 6-3
Step 5: Check if “Connected” is displayed
151 Wireless Metwork Connection E|
[ ~ Choose a wireless network
& Refresh network list Chick: an item in the list below bo connect to a wireless network in range or to get more
information. ;
< Set up a wireless network (@) PLANET Connected {‘?’A.
Far & home or small office i i
| ¥ Sacurity-enabled wirsless netwark (WPAZ) Illll
Related Tasks {(i}} g
Laarn abolk wiralscs Unsecured wireless network IIU[l[i
networking (1)) "Po——
sy Change the order of i
it R Tl Lisaciirnd ikekais rsthork il
T T
(4 Change advanced (c i}}
setbings
' Security-ensbled wireless netwark il
Hi ) r——
' Security-enabled wireless netwark alll
ﬂ?ﬂ
‘i Security-enabled wireless network n[l[lﬂ =

Figure 6-4

Some laptops are equipped with an “Wireless ON/OFF” switch for the internal

wireless LAN, make sure the hardware wireless switch is switch to “ON” position.
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6.2 Windows 7 (WLAN AutoConfig)

WLAN AutoConfig service is built-in in Windows 7 that can be used to detect and connect to wireless
network. This built-in wireless network connection tool is similar to wireless zero configuration tool in
Windows XP.

Step 1: Right-Click on the network icon displayed in the system tray

Mot connected - Connections are available

3:57 PM
5/17/2012

Figure 6-5

Step 2: Highlight and select the wireless network (SSID) to connect
(1) Select SSID [defauld_2.4G]
(2) Click the [Connect] button

Mot connected

dﬂq Connections are available

Wireless Metwork Connection -

default 2.4G !!555

Connect automatically

default 5G ﬂﬁj
link =

Evais24 N _U

WiFi-Ludy a1l

juntion_wap Al

-

Open Network and Sharing Center

Figure 6-6

If you will be connecting to this Wireless Router in the future, checking [Connect

automatically].
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Step 4: Enter the encryption key of the Wireless Router
(1) The Connect to a Network box will appear
(2) Enter the encryption key that configured in section 5.6.2
(3) Click the [OK] button

Type the network security key

Security key:

[ Hide characters

You can also connect by pushing the
butten on the router,

Figure 6-7

¥ Connect to a Network

Connecting to default 24G . ..

Figure 6-8
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Step 5: Check if “Connected” is displayed

Currently connected to:

-t

ﬁ"*‘-—-‘“ default_2.4G
Internet access

Wireless Network Connection P

default_2.4G Connected g1l

default 5G 1'!555 |
Evais24 Al
link 1l
WiFi-Ludy =111
hinet :;JM

cht1188 !”_U

Open Netwaork and Sharing Center

Figure 6-9
6.3 Mac OS X 10.x

Step 1: Right-Click on the network icon displayed in the system tray

The AirPort Network Connection menu will appear

Do = 4 = @ (B Q

Figure 6-10

Step 2: Highlight and select the wireless network (SSID) to connect
(1) Select and SSID [PLANET]
(2) Double-click on the selected SSID
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FOPe
AirPort: Looking for Networks...
Turn AirPort Off

hinet

Join Other Network...
Create Network...
Open Network Preferences. ..

Figure 6-11

Step 4: Enter the encryption key of the Wireless Router
(4) Enter the encryption key that configured in section 5.6.2
(1) Click the [OK] button

«, The network “PLANET" requires a WPA password.
.
-

Password:

cossssnovens ]

__| Show password
@ Remamber this network

{ Cancel } E —ﬂlli‘:f—-a

Figure 6-12

If you will connect this Wireless Router in the future, check [Remember this

network].

Step 5: Check if the AirPort is connect to the selected wireless network.
If “Yes”, then there will be a “check” symbol in the front of the SSID.

-81-



User Manual of WDRT-730

AirPort: On
Turn AirPort Off

Join Other Network...
Create Network...
Open Network Preferences...

Figure 6-13

6.4 iPhone / iPod Touch / iPad

Step 1: Tap the [Settings] icon displayed in the home screen

M

Settings

Figure 6-14

Step 2: Check Wi-Fi setting and select the available wireless network
(1) Tap [General] \ [Network]
(2) Tap [Wi-Fi]

If this is the first time to connect to the Wireless Router, it should shows “Not Connected”.
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10:35 AM @ 100°

Settings General

Airplane Mode OFF

— >

a Wi-Fi Not Connected | hadte |
Usage >

@ Notifications On 9

u Carrier Sounds >

¥y cellular Data

K oaness & Wotpaper

Bluetooth off >
Picture Frame | uetoo |
Location Services on 3
H General
Mail, Contacts, Calendars ST e— X
br_,'}ﬂ Safari
Figure 6-15

10:35 AM

Settings @ Network

B —

Airplane Mode OFF

— VPN Not C ted >
ﬁ Wi-Fi Not Connected ot bonnecte

@ Notifications il Wi-Fi Not Connected >

G Carrier
¥y cellular Data

H Brightness & Wallpaper

Picture Frame
General

Mail, Contacts, Calendars

b:,?ﬁ Safari

Figure 6-16
Step 3: Tap the target wireless network (SSID) in “Choose a Network...”

(1) Turn on Wi-Fi by tapping “Wi-Fi”
(2) Select SSID [PLANET]
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Settings

Wi-Fi Networks

kd Airplane Mode [oFF
. Mot Connected

On

f Brightness & Wallpaper

@ Picture Frame

—
/7. General

A% Mail, Contacts, Calendars

Wi-Fi

Choose a Network...
PLAMET

Other...

Ask to Join Networks

Known nebaorks will be poined automatically. If no
knonwin networks are avallable, you will be asked

iT©

bolore joining & new nebwork,

Figure 6-17

Step 4: Enter the encryption key of the Wireless Router

(1) The password input screen will be displayed

(2) Enter the encryption key that configured in section 5.6.2

(3) Tap the [Join] button

Enler the paaswoed tor PLANET WRAT-R1F

Figure 6-18
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Step 5: Check if the iDevice is connect to the selected wireless network.
If “Yes”, then there will be a “check” symbol in the front of the SSID.

Settings

i

Wi-Fi Networks

Airplane Mode OFF

b Wi-Fi

Notifications On

L Carrier

k. celular Data

PLANET _WHNRT-817

u Brightness & Wallpaper

ﬁ Picture Frame

I__4 Mail, Contacts, Calendars

Wi-Fi
Choose a Network...
+ PLANET BT B

Other... >

Kndawt natworks will ba joiniad ul,|'.|_1rn;r1|r.;|||y ! ricy
knpwam nobworks ang avadablo, you will bo agkod
bafare joining & new nedwork

Ask to Join Networks

Figure 6-19
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Appendix A: Troubleshooting

If you found the router is working improperly or stop responding to you, please read this
troubleshooting first before contacting the dealer for help,. Some problems can be solved by yourself

within very short time.

Scenario Solution

The router is not responding | a. Please check the connection of the power cord and the
to me when | want to access Ethernet cable of this router. All cords and cables should

it by web browser. be correctly and firmly inserted to the router.

b. If all LEDs on this router are off, please check the status
of power adapter, and make sure it is correctly powered.

c. You must use the same IP address section which router
uses.

d. Are you using MAC or IP address filter? Try to connect
the router by another computer and see if it works; if not,
please reset the router to the factory default settings
(pressing ‘reset’ button for over 10 seconds).

e. Set your computer to obtain an IP address automatically
(DHCP), and see if your computer can get an IP
address.

f. If you did a firmware upgrade and this happens, contact
your dealer of purchase for help.

g. If all the solutions above don’t work, contact the dealer
for help.

| can’t get connected to the | a. Go to ‘Status’ -> ‘Internet Connection” menu, and check
Internet. Internet connection status.
Please be patient, sometime Internet is just that slow.
If you connect a computer to Internet directly before, try
to do that again, and check if you can get connected to
Internet with your computer directly attached to the
device provided by your Internet service provider.

d. Check PPPoE /L2TP / PPTP user ID and password
again.

e. Call your Internet service provide and check if there’s
something wrong with their service.

f. If you just can’t connect to one or more website, but you
can still use other internet services, please check
URL/Keyword filter.

g. Try toreset the router and try again later.

h. Reset the device provided by your Internet service
provider too.

i. Tryto use IP address instead of hostname. If you can

use IP address to communicate with a remote server,
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but can’t use hostname, please check DNS setting.

| can’t locate my router by my

wireless device.

a0 o op

‘Broadcast ESSID’ set to off?

All two antennas are properly secured.

Are you too far from your router? Try to get closer.
Please remember that you have to input ESSID on your
wireless client manually, if ESSID broadcast is disabled.

File download is very slow or

breaks frequently.

Are you using QoS function? Try to disable it and try
again.

Internet is slow sometimes, being patient.

Try to reset the router and see if it's better after that.

Try to know what computers do on your local network. If
someone’s transferring big files, other people will think
Internet is really slow.

If this never happens before, call you Internet service
provider to know if there is something wrong with their
network.

I can’t log into the web
management interface; The

password is wrong.

Make sure you’re connecting to the correct IP address of
the router!

Password is case-sensitive. Make sure the ‘Caps Lock’
light is not illuminated.

If you really forget the password, do a hard reset.

The router becomes hot

This is not a malfunction, if you can keep your hand on
the router’s case.

If you smell something wrong or see the smoke coming
out from router or A/C power adapter, please disconnect
the router and A/C power adapter from utility power
(make sure it's safe before you're doing this!), and call
your dealer of purchase for help.

-87-




User Manual of WDRT-730

Appendix B: Configuring the PC in Windows 7

In this section, we’'ll introduce how to configure the TCP/IP correctly in Windows 7. First make sure
your Network Adapter is working, refer to the adapter’s manual if needed.

1) On the Windows taskbar, click the Start button, and then click Control Panel.

2) Click the Network and Sharing Center icon, and then click the Change adapter settings
on the left side of the screen.

ii'.' » Control Panel ¥ All Control Panel Items » Network and Sharing Center

v | +¢ [ Search Control Panel pe]
Control Panel Home . : . a 5
View your basic network information and set up connections
Manage wireless networks :«._! = q See full map
Change adapter settings
ENM-PC Network 3 Internet
Change advanced sharil (This computer)
settings .
View your active networks Connect or disconnect
i%: Network 3 Access type: Internet
Public network Connections: <7 Local Area Connection

Change your networking settings
‘"\i- Set up a new connection or network

Set up a wireless, broadband, dial-up, ad hoc, or VPN connection; or set up a router or access point.

SWgd  Connect to a network
=

Connect or reconnect to a wireless, wired, dial-up, or VPN network connection.

Q% Choose homegroup and sharing options

Access files and printers located on other network computers, or change sharing settings.

:] Troubleshoot problems

Diagnose and repair network problems, or get troubleshooting infarmation.

Seealso
HomeGroup
Internet Options

Windows Firewall

Figure B-1

3) Right click the icon of the network adapter shown in the figure below, and select Properties
on the prompt window.
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/K p Control Panel » Network and Internet » Network Connections »

Organize v Disable this network device Diagnose this connection Rename this connection
L‘. | Local Area Connection EE Wireless Network Connection
= Network 3 F— Mot connected
= Broadcom NetLink (TM) Gigabit E.. | 3§ Intel(R) Wireless WiFi Link 4965AG...
% Disable
Status
Diagnose

& Bridge Connections
Create Shortcut
Delete

"'lpi Rename

' Properties |

By

Figure B-1

4) In the prompt page shown below, double click on the Internet Protocol Version 4
(TCP/IPv4).
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;J, Local Area Connection Properties M

Metworking | Sharing

Connectusing:

Ii'." Broadcom MetLink (TM) Gigabit Ethernet

This connection uses the following items:

7% Client for Microsoft Networks

%A\J’G network filter driver

%QOS Packet Scheduler

%File and Printer Sharing for Microsoft Networks

«& Internet Protocol Version 6 (TCP/IPvE)

B vt Protocol Version 4 (TCP/Pv)

< Link-Layer Topology Discovery Mapper IfO Driver
< Link-Layer Topology Discovery Responder

l Install... I Uninstall Properties
Description

Transmission Control Protocolfinternet Protocol. The default wide
area network protocol that provides communication across
diverse interconnected networks.

OK ] ’ Cancel

Figure B-3

5) The following TCP/IP Properties window will display and the IP Address tab is open on this
window by default.

Now you have two ways to configure the TCP/IP protocol below:
> Setting IP address automatically

Select Obtain an IP address automatically, Choose Obtain DNS server address automatically, as
shown in the Figure below:
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>

Internet Protocol Version 4 (TCP/IPv4) Properties M

General | Alternate Configuration |

You can get IP settings assigned automatically if your network
supports this capability. Otherwise, you need to ask your network
administrator for the appropriate IP settings.

(@) Obtain an IP address automatically

(7)) Use the following TP address:

(@ 0btain DNS server address automatically:

(7 Use the following DNS server addresses

Validate settings upon exit

el

Figure B-4

Setting IP address manually

Select Use the following IP address radio button.

If the Router's LAN IP address is 192.168.1.1, type in IP address 192.168.1.x (x is from 2 to 254),
and Subnet mask 255.255.255.0.

Type the Router’s LAN IP address (the default IP is 192.168.1.1) into the Default gateway field.

Select Use the following DNS server addresses radio button. In the Preferred DNS Server

field you can type the DNS server IP address which has been provided by your ISP
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—

Internet Protocol Version 4 (TCP/IPv4) Properties

L5

General

You can get IP settings assigned automatically if your network
supports this capability. Otherwise, you need to ask your network
administrator for the appropriate IP settings.

IF address:
Subnet mask:

Default gateway:

Preferred DNS server:

Alternate DNS server:

(") Obtain an IP address automatically

(@) Use the following TP address:

Obtain DNS server address automatically

(@) Use the following DNS server addresses

[]validate settings upon exit

192 .168. 1 .123

255 .255 .255. 0

192 .168. 1 . 1

192 .168. 1 . 1

[ oK

| o |

Now click OK to keep your settings.

Figure B-5
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Appendix C:

Specifications

Product

Interface

Hardware Specification

WDRT-730
300Mbps Dual Band 802.11n Wireless Gigabit Router

WAN Port: | 1x 10/100/1000Mbps Auto MDI/MDI-X RJ45 port

LAN Port: 4 x 10/100/1000Mbps Auto MDI/MDI-X RJ45 ports

Antenna

Gain: 2 x 3dBi fixed antenna

Orientation: | Omni-directional

Radio Button

Radio On/Off button at rear panel

Reset / WPS Button

Reset / WPS button at rear panel
Press for more than 10 seconds to reset the device to factory default.
Press for less than 5 seconds once to activate 2.4GHz wireless WPS function.

Press for less than 5 seconds twice to activate 5GHz wireless WPS function.

LED Indicators

PWR, WLAN (2.4G & 5G) x 2
LAN (Link & 1000Mbps ) x 8
WAN (Link & 1000Mbps) x 2

Standard

Material Plastic

Dimension (W x D x H) |170 x 110 x 32 mm (W x D x H)
Weight 2509

Power Requirement |12V DC, 1A

Wireless interface Specification

Compliance with IEEE 802.11a/b/g/n

Frequency Band

2.4GHz & 5GHz

Transmission Distance

Indoor up to 100m

outdoor up to 300m (it is limited to the environment)

RF Power

(Intentional Radiator)

Wireless Modes

Wireless Management Features

2.4GHz~>11b: 17+1.5dBm

11g: 14%1.5 dBm
11n: 14+1.5 dBm

5GHz>11a: 12+1.5 dBm

11n: 12£1.5 dBm

AP
] Client
[ ] WDS PtP / WDS PtMP
u WDS+AP
| Universal Repeater
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Encryption Security

WEP (64/128-bit)

WPA-PSK (TKIP) / WPA2-PSK (AES)
WPA (TKIP) / WPA2 (AES)

802.1x authentication

Wireless Security

Provide wireless LAN ACL (Access Control List) filtering

Wireless MAC address filtering

Support WPS (WIFI Protected Setup )

Wireless Advanced

Internet  Connection
Type

Support 802.11e WMM (Wi-Fi Multimedia)

Router Features

Provide Wireless Packets Statistics

Shares data and Internet access for users, supporting following internet
access:

Dynamic IP

Static IP

B PPPoE

PPTP

L2TP

Telstra Big Pond
WISP

Firewall

NAT firewall

NAT with ALG (Application Layer Gateway)

Built-in NAT server which supports Port Forwarding, Virtual Server, and DMZ

Built-in firewall with |IP address filtering, Domain Name filtering, and MAC
address filtering

Supports DoS protection

LAN

Built-in DHCP server supporting static IP address distributing

Support UPnP, Dynamic DNS

Support Packets Statistics

IP & MAC Binding

IP / Port / Protocol-based Bandwidth Control

Session Number: Max 10240

System Management

Web-based (HTTP) management interface

Remote management

SNTP time synchronize

Quick Setup

System Log and Security Log

OS Compatibility

Windows 7

Windows Vista

Windows XP

Mac OS X 10.4 and higher
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Appendix D: Glossary

> 802.11n - 802.11n builds upon previous 802.11 standards by adding MIMO
(multiple-input multiple-output). MIMO uses multiple transmitter and receiver antennas to
allow for increased data throughput via spatial multiplexing and increased range by
exploiting the spatial diversity, perhaps through coding schemes like Alamouti coding.
The Enhanced Wireless Consortium (EWC) [3] was formed to help accelerate the IEEE
802.11n development process and promote a technology specification for
interoperability of next-generation wireless local area networking (WLAN) products.

> 802.11b - The 802.11b standard specifies a wireless networking at 11 Mbps using
direct-sequence spread-spectrum (DSSS) technology and operating in the unlicensed
radio spectrum at 2.4GHz, and WEP encryption for security. 802.11b networks are also
referred to as Wi-Fi networks.

> 802.11g - specification for wireless networking at 54 Mbps using direct-sequence
spread-spectrum (DSSS) technology, using OFDM modulation and operating in the
unlicensed radio spectrum at 2.4GHz, and backward compatibility with IEEE 802.11b
devices, and WEP encryption for security.

> DDNS (Dynamic Domain Name System) - The capability of assigning a fixed host and

domain name to a dynamic Internet IP Address.

> DHCP (Dynamic Host Configuration Protocol) - A protocol that automatically configure the

TCP/IP parameters for the all the PC(s) that are connected to a DHCP server.

> DMZ (Demilitarized Zone) - A Demilitarized Zone allows one local host to be exposed to the

Internet for a special-purpose service such as Internet gaming or videoconferencing.

> DNS (Domain Name System) - An Internet Service that translates the names of websites into

IP addresses.
> Domain Name - A descriptive name for an address or group of addresses on the Internet.

> DSL (Digital Subscriber Line) - A technology that allows data to be sent or received over

existing traditional phone lines.
> ISP (Internet Service Provider) - A company that provides access to the Internet.

> MTU (Maximum Transmission Unit) - The size in bytes of the largest packet that can be

transmitted.

>  NAT (Network Address Translation) - NAT technology translates IP addresses of a local area

network to a different IP address for the Internet.

> PPPoE (Point to Point Protocol over Ethernet) - PPPoE is a protocol for connecting remote

hosts to the Internet over an always-on connection by simulating a dial-up connection.
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SSID - A Service Set Identification is a thirty-two character (maximum) alphanumeric key
identifying a wireless local area network. For the wireless devices in a network to
communicate with each other, all devices must be configured with the same SSID. This is
typically the configuration parameter for a wireless PC card. It corresponds to the ESSID in

the wireless Access Point and to the wireless network name.

WEP (Wired Equivalent Privacy) - A data privacy mechanism based on a 64-bit or 128-bit or
152-bit shared key algorithm, as described in the IEEE 802.11 standard.

Wi-Fi - A trade name for the 802.11b wireless networking standard, given by the Wireless
Ethernet Compatibility Alliance (WECA, see http://www.wi-fi.net), an industry standards

group promoting interoperability among 802.11b devices.

WLAN (Wireless Local Area Network) - A group of computers and associated devices
communicate with each other wirelessly, which network serving users are limited in a local

area.
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Networking & Communication

EC Declaration of Conformity

For the following equipment:

*Type of Product 300Mbps Dual Band 802.11n Wireless Gigabit Router
*Model Number : WDRT-730

* Produced by:

Manufacturer’s Name :  Planet Technology Corp.

Manufacturer’s Address:  10F., N0.96, Minquan Rd., Xindian Dist.,
New Taipei City 231, Taiwan (R.O.C.)

is herewith confirmed to comply with the requirements set out in the Council Directive on the
Approximation of the Laws of the Member States relating to 1999/5/EC R&TTE. For the
evaluation regarding the R&TTE the following standards were applied:

EN 300 328 V1.7.1 (2006-10)
EN 301 893 V1.5.1 (2008-12)

EN 301 489-1 V1.8.1 (2008-04)

EN 301 489-17 V2.1.1 (2009-05)

EN 62311 (2008)

EN 60950-1 (2006+A11:2009+A1:2010+A12:2011)

Responsible for marking this declaration if the:

Manufacturer O Authorized representative established within the EU

Authorized representative established within the EU (if applicable):

Company Name: Planet Technology Corp.

Company Address:  10F., No.96, Minquan Rd., Xindian Dist., New Taipei City 231, Taiwan (R.0.C.)
Person responsible for making this declaration

Name, Surname Kent Kang

Position / Title : Product Manager

Taiwan o™ July, 2012 %mff( M

Place Date Legal Signature

PLANET TECHNOLOGY CORPORATION

e-mail: sales@planet.com.tw  http://www.planet.com.tw
10F.,, No.96, Minquan Rd., Xindian Dist., New Taipei City, Taiwan, R.O.C. Tel:886-2-2219-9518 Fax:886-2-2219-9528
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EC Declaration of Conformity

English Hereby, PLANET Technology Corporation, Lietuviskai Siuo PLANET Technology Corporation,, skelbia,
declares that this 300Mbps Dual Band 802.11n kad 300Mbps Dual Band 802.11n Wireless
Wireless Gigabit Router is in compliance with the Gigabit Router tenkina visus svarbiausius
essential requirements and other relevant provisions 1999/5/EC direktyvos reikalavimus ir kitas svarbias
of Directive 1999/5/EC. nuostatas.

Cesky Spole¢nost PLANET Technology Corporation, Magyar A gyarté PLANET Technology Corporation,
timto prohlasuje, ze tato 300Mbps Dual Band kijelenti, hogy eza 300Mbps Dual Band 802.11n
802.11n Wireless Gigabit Router splfiuje zakladni Wireless Gigabit Router megfelel az 1999/5/EK
pozadavky a dal$i pfislu$na ustanoveni smérnice iranyelv alapkévetelményeinek és a kapcsolédd
1999/5/EC. rendelkezéseknek.

Dansk PLANET Technology Corporation, erklaerer Malti Hawnhekk, PLANET Technology Corporation,
herved, at folgende udstyr 300Mbps Dual Band jiddikjara lidan 300Mbps Dual Band 802.11n
802.11n Wireless Gigabit Router overholder de Wireless Gigabit Router jikkonforma mal-htigijiet
vaesentlige krav og gvrige relevante krav i direktiv essenzjali u ma provvedimenti ofirajn relevanti li
1999/5/EF hemm fid-Dirrettiva 1999/5/EC

Deutsch Hiermit erklart PLANET Technology Corporation, Nederlands | Hierbij verklaart , PLANET Technology orporation,
dass sich dieses Gerdat 300Mbps Dual Band dat 300Mbps Dual Band 802.11n Wireless
802.11n Wireless Gigabit Router in Gigabit Router in overeenstemming is met de
Ubereinstimmung mit den grundlegenden essentiéle eisen en de andere relevante bepalingen
Anforderungen und den anderen relevanten van richtlijn 1999/5/EG
Vorschriften der Richtlinie 1999/5/EG befindet".

(BMWi)

Eesti keeles | Kaesolevaga kinnitab PLANET Technology Polski Niniejszym firma PLANET Technology
Corporation, et see 300Mbps Dual Band 802.11n Corporation, oswiadcza, ze 300Mbps Dual Band
Wireless Gigabit Router vastab Euroopa Néukogu 802.11n Wireless Gigabit Router spetnia wszystkie
direktiivi 1999/5/EC pdhinduetele ja muudele istotne wymogi i klauzule zawarte w dokumencie
olulistele tingimustele. ,Directive 1999/5/EC”.

EAAnvika ME THN lNAPOYZA , PLANET Technology Portugués PLANET Technology Corporation, declara que
Corporation, AHAQNE| OTI AYTO 300Mbps Dual este 300Mbps Dual Band 802.11n Wireless
Band 802.11n Wireless Gigabit Router Gigabit Router esta conforme com os requisitos
SYMMOP®QNETAI PO TIX OYZIQAEIX essenciais e outras disposi¢des da Directiva
AlAITHZEIZ KAI TIZ AOIMNEZ 1999/5/CE.

SXETIKES AIATAZEI> THX OAHIMAZX 1999/5/EK

Espafiol Por medio de la presente, PLANET Technology Slovensky Vyrobca PLANET Technology Corporation, tymto
Corporation, declara que 300Mbps Dual Band deklaruje, Ze tato 300Mbps Dual Band 802.11n
802.11n Wireless Gigabit Router cumple con los Wireless Gigabit Router je v sulade so zakladnymi
requisitos esenciales y cualesquiera otras poziadavkami a dalSimi relevantnymi predpismi
disposiciones aplicables o exigibles de smernice 1999/5/EC.
la Directiva 1999/5/CE

Francais Par la présente, PLANET Technology Corporation, | Slovensko PLANET Technology Corporation, s tem potrjuje,
déclare que les appareils du 300Mbps Dual Band dajeta 300Mbps Dual Band 802.11n Wireless
802.11n Wireless Gigabit Router sont conformes Gigabit Router skladen/a z osnovnimi zahtevami
aux exigences essentielles et aux autres dispositions in ustreznimi dologili Direktive 1999/5/EC.
pertinentes de la directive 1999/5/CE

Italiano Con la presente , PLANET Technology Suomi PLANET Technology Corporation, vakuuttaa taten
Corporation, dichiara che questo 300Mbps Dual ettd 300Mbps Dual Band 802.11n Wireless
Band 802.11n Wireless Gigabit Router € conforme Gigabit Router tyyppinen laite on direktiivin
ai requisiti essenziali ed alle altre disposizioni 1999/5/EY oleellisten vaatimusten ja sitd koskevien
pertinenti stabilite dalla direttiva. 1999/5/CE. direktiivin muiden ehtojen mukainen.

Latviski Ar So PLANET Technology Corporation, apliecina, | Svenska Harmed intygar, PLANET Technology Corporation,

ka 8T 300Mbps Dual Band 802.11n Wireless
Gigabit Router atbilst Direktivas 1999/5/EK

pamatprasibam un citiem atbilstoSiem noteikumiem.

att denna 300Mbps Dual Band 802.11n Wireless
Gigabit Router star i 6verensstdmmelse med de
vasentliga egenskapskrav och 6vriga relevanta

bestammelser som framgar av direktiv 1999/5/EG.
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