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Federal Communication Commission Interference Statement

This equipment has been tested and found to comply with the limits for a Class B digital

FC device, pursuant to Part 15 of FCC Rules. These limits are designed to provide
reasonable protection against harmful interference in a residential installation. This

equipment generates, uses, and can radiate radio frequency energy and, if not installed and used in
accordance with the instructions, may cause harmful interference to radio communications. However,
there is no guarantee that interference will not occur in a particular installation. If this equipment does
cause harmful interference to radio or television reception, which can be determined by turning the
equipment off and on, the user is encouraged to try to correct the interference by one or more of the

following measures:

1. Reorient or relocate the receiving antenna.
2. Increase the separation between the equipment and receiver.
3. Plug the equipment into an outlet on a circuit different from that to which the receiver is connected.

4. Consult the dealer or an experienced radio technician for help.

FCC Caution:

To assure continued compliance, (for example, use only shielded interface cables when connecting to
computer or peripheral devices) any changes or modifications not expressly approved by the party responsible
for compliance could void the user’s authority to operate the equipment.
This device complies with Part 15 of the FCC Rules. Operation is subject to the following two conditions:

(1) This device may not cause harmful interference

(2) This device must accept any interference received, including interference that may cause undesired
operation.

Any changes or modifications not expressly approved by the party responsible for compliance could
void the user’s authority to operate the equipment.



Federal Communication Commission (FCC) Radiation Exposure Statement

This equipment complies with FCC radiation exposure set forth for an uncontrolled environment. In order to
avoid the possibility of exceeding the FCC radio frequency exposure limits, human proximity to the antenna
shall not be less than 20 cm (8 inches) during normal operation.

R&TTE Compliance Statement

This equipment complies with all the requirements of DIRECTIVE 1999/5/CE OF THE EUROPEAN
PARLIAMENT AND THE COUNCIL OF 9 March 1999 on radio equipment and telecommunication terminal
Equipment and the mutual recognition of their conformity (R&TTE).

The R&TTE Directive repeals and replaces in the directive 98/13/EEC (Telecommunications Terminal
Equipment and Satellite Earth Station Equipment) As of April 8, 2000.

Safety

This equipment is designed with the utmost care for the safety of those who install and use it. However, special
attention must be paid to the dangers of electric shock and static electricity when working with electrical
equipment. All guidelines of this and of the computer manufacture must therefore be allowed at all times to

ensure the safe use of the equipment.

National Restrictions

This device is intended for home and office use in all EU countries (and other countries following the

EU directive 1999/5/EC) without any limitation except for the countries mentioned below:

Country Restriction Reason/remark
General authorization required for outdoor use and
Bulgaria None
public service
Outdoor use limited to 10 Military Radiolocation use. Refarming of the 2.4 GHz
France mW e.i.r.p. within the band band has been ongoing in recent years to allow current
2454-2483.5 MHz relaxed regulation. Full implementation planned 2012
If used outside of own premises, general authorization is
Italy None
required
General authorization required for network and service
Luxembourg None
supply(not for spectrum)
This subsection does not apply for the geographical area
Norway Implemented
within a radius of 20 km from the centre of Ny-Alesund
Russian Federation  None Only for indoor applications




WEEE regulation

To avoid the potential effects on the environment and human health as a result of the
presence of hazardous substances in electrical and electronic equipment, end users of
electrical and electronic equipment should understand the meaning of the crossed-out
B \\hceled bin symbol. Do not dispose of WEEE as unsorted municipal waste; WEEE should

be collected separately.
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Chapter 1.Product Introduction

1.1 Package Contents
Thank you for choosing PLANET WNRT-633. Before installing the router, please verify the contents

inside the package box.

WNRT-633 Wireless Router Quick Installation Guide CD-ROM
== (User Manual included)
T 4 s | X
Power Adapter Ethernet Cable 5dBi Antenna x 2
12V/1A DC output '
RJ-45 / CAT5E 1 meter UTP

100~240V AC input

If there is any item missing or damaged, please contact the seller

immediately.
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1.2 Product Description

Multiple Wireless Network Technologies for Greater Access

Offering an instant network and flexibility for users to handle
network expansion and speed, the PLANET WNRT-633
Wireless Gigabit Router is the total solution for the Home,
Hotspot and the SOHO users. It offers 300Mbps wireless
speed, multiple operation modes Gigabit LAN and WAN
features to increase client mobility and speed within a
network. By instaling the WNRT-633 as the central
connection point of network, the connected computers and
mobile devices are able to share the high speed broadband
Internet connection and networked server. With the four
built-in 10/100/1000Base-T LAN ports, it is easy to integrate

the wireless devices with existing wired network.

High Speed 802.11n Wireless

The WNRT-633 features latest IEEE 802.11n radio with 2T2R MIMO antenna technology to provide

improved wireless speed and coverage with up to 300Mbps upload and download data rate. The

incredible wireless speed makes it ideal for handling multiple HD movies stream, high resolution

on-line game, stereo music, VolP and data streams at the same time stably and smoothly. It is also

backward compliant with 802.11g and 802.11b standards; thus, it is no need to change the existing

network for convenient maintenance. Just connect to the WNRT-633 and users can immediately enjoy

the high-speed wireless sharing.

802.11n

802.11g

802.11b

300Mbps

*Theory Value

Wireless Coverage Plus !

The WNRT-633 is equipped with 5dBi High-Gain antennas to provide strong signal and excellent

performance even in the long range or bad environment. With detachable RP-SMA connector design

in the WNRT-633, it allows users to manually exchange higher gain antenna for farther wireless

coverage range.
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Easy Setup for Multiple Wireless Modes

The WNRT-633 supports multiple wireless modes including Gateway, Bridge, Repeater and WISP
(Wireless Internet Service Provider), for different network applications. Furthermore, with the built-in
Wizard Setup function, users can configure the WNRT-633 easily and quickly through a couple of

simple steps. It is so easy to apply the WNRT-633 to the existing wired network. The WNRT-633

definitely provides a total network solution for the home and the SOHO users.

— ((“""’ e
I@et ‘ /_\\ 01)))) Smartq“‘me Internet (ﬁ L(L. Swmch cuen\s 1
m-Anl &8 M e @

Modem WNRT-633 Laptop WNRT-633 ((f ﬁ? %I

Internet
- ~] = .,i
Internet = .'I 1 @ ]) (( . Switch  Clients
o ¢ _-;.—." *‘ : !

rﬂﬁ{;ﬁm U:;_R_._r__/sss “u” ol Switch Clients \\?\\ WNRT-633 /j /frﬁ/

Tablet

=
[
L i

WISP Ap WNRT-633

Wide Range of Wireless Security Support

To secure the wireless communication, the WNRT-633 supports most up-to-date encryptions including
WPA/WPA2-PSK with TKIP/AES. Made to fulfill enterprise and various applications demand, the
WNRT-633 enhances security and management features such as multiple SSID. It can create up to 5
virtual standalone APs with 5 different SSIDs according to individual security levels and encryption

scheme of various wireless devices.

One-touch Secure Wireless Connection

In order to simplify security settings for home and SOHO network, the WNRT-633 supports Wi-Fi
Protected Setup (WPS) with configuration in PBC and PIN type. Just push the WPS button or key in
the PIN code, the secure connection between the WNRT-633 and the wireless clients can be built

immediately, which offers users a convenient and fast method to construct a secure wireless network.

WPS (Wi-Fi Protected Setup)
Quick & Easy Wireless Connection

STEP.3

P — '))) E;: (((
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Powerful Firewall and Complete Access Control Functions

The WNRT-633 supports NAT functions and allows multiple users to access Internet via only one
single legal IP. It provides Port Forwarding and DMZ for LAN PC to act as an application server.
Furthermore, the advanced firewall by the WNRT-633 can protect your Intranet clients from
unauthorized accesses and various DoS attacks from the Internet. In aspect of the firewall, the
WNRT-633 provides IP/MAC/URL filtering, and prevents possible hackers attack.

1.3 Product Features
PIEEE Compliant Wireless LAN & Wired LAN

B Compliant with IEEE 802.11n wireless technology capable up to 300Mbps data rate
B Backward compatible with 802.11b/g standard

B Equipped with all Gigabit RJ-45 ports (10/100/1000Mbps) of 1 WAN and 4 LAN ports
®m  Auto MDI/MDI-X supported

YallFixed-network Broadband Route

B Supported Internet types: Dynamic IP/ Static IP/ PPPoE/ L2TP/ PPTP
B Supports Static & Dynamic (RIP1 and 2) Routing

B Supports IP / MAC-Based Bandwidth Control

B Supports 802.1d STP & IGMP Proxy

palSecure Network Connection

One-touch Wi-Fi Protected Setup (WPS)

Advanced security: 64-/128-bit WEP, WPA/WPA2 and WPA-PSK/WPA2-PSK (TKIP/AES
encryption) and 802.1x Authentication

Built-in NAT firewall features with Port/ IP/ MAC/ URL Filtering, and DoS protection

B Supports Multiple-SSID to allow users to access different networks through a single AP

B Supports multiple sessions IPSec, L2TP, PPTP, and IPv6 VPN pass-through
B Supports Port Forwarding, DMZ, UPnP and Dynamic DNS for various networking
applications
B Supports DHCP Server
)glIE asy Installation & Management
B User Friendly Web-Based Ul and setup Wizard for easy configuration
B Remote Management allows configuration from a remote site

B System status monitoring includes DHCP Client List and System Log
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1.4 Product Specifications

WNRT-633
300Mbps 802.11n Wireless Gigabit Router

Hardware Specifications

Product

WAN 1 x 10/100/1000Mbps Auto MDI/MDI-X RJ45 port
Interface LAN 4 x 10/100/1000Mbps Auto MDI/MDI-X RJ45 ports
Wireless 2 x detachable RP-SMA Connectors
Antenna Gain: 2 x 5dBi antennas
Orientation: | Omni-directional
Reset / WPS button at rear panel
WPS / Reset Button [ ] Press for about 7 seconds to reset the device to factory default.
[ ] Press for 1 second to activate WPS function.
LED Indicators PWR, WPS, WLAN, WAN/LAN with green light
Material Plastic
Dimensions 154 x 106 x 27 mm (without antenna)
(W x D x H) 154 x 136 x 27 mm (with antenna)
Weight 212g
AC Input: 100~240V AC (50/60Hz)
Power Adapter

DC Output: 12V, 1A

Wireless Interface Specifications

Standard Compliance with IEEE 802.11b/g/n

Frequency Band 2.4~2.4835GHz

Extend Frequency DSSS

Modulation Type DBPSK, DQPSK, QPSK, CCK and OFDM (BPSK/QPSK/16-QAM/ 64-QAM)

802.11n(40MHz):270/243/216/162/108/81/54/27Mbps
135/121.5/108/81/54/40.5/27/13.5Mbps (Dynamic)
Data Transmission| 802.11n(20MHz):130/117/104/78/52/39/26/13Mbps
Rates 65/58.5/52/39/26/19.5/13/6.5Mbps (Dynamic)
802.119:54/48/36/24/18/12/9/6Mbps (Dynamic)
802.11b:11/5.5/2/1Mbps (Dynamic)

Transmission Indoor up to 100m

Distance outdoor up to 300m (it is limited to the environment)
America/ FCC: 2.412~2.462GHz (11 Channels)

Channel Europe/ ETSI: 2.412~2.472GHz (13 Channels)
Japan/ TELEC: 2.412~2.484GHz (14 Channels)

Max. RF Power 20 dBm max. (EIRP)

270M: -68dBm@10% PER
130M: -68dBm@10% PER
54M: -68dBm@10% PER
11M: -85dBm@8% PER

Receive Sensitivity

B Gateway(default)
Operation Mode M Bridge
B wsp
B AP M Repeater (WDS+AP)
Wireless Mode B Universal Repeater
B wDS

(AP+Client)
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WEP (64/128-bit) encryption security
WPA-Enterprise / WPA2-Enterprise (TKIP/AES)
WPA-Personal / WPA2-Personal (TKIP/AES)
802.1x Authentication

Encryption Security

Provides wireless LAN ACL (Access Control List) filtering

Wireless MAC address filtering

Supports WPS (Wi-Fi Protected Setup)

Enables/Disables SSID Broadcast

WMM(Wi-Fi Multimedia): 802.11e Wireless QoS

Wireless Advanced IAPP(Inter Access Point Protocol): 802.11f Wireless Roaming

Wireless Security

Provides Wireless Statistics
Shares data and Internet access for users, supporting the following internet
accesses:
B PPPoE
- M Dynamic IP
B Static IP

B PPTP

H L2TP
NAT firewall with SPI (Stateful Packet Inspection)
Built-in NAT server supporting Port Forwarding, and DMZ

Internet Connection

Firewall Built-in firewall with IP address/ MAC address/ Port/ URL filtering
Supports ICMP-FLOOD, UDP-FLOOD, TCP-SYN-FLOOD filter, DoS
protection

Routing Protocol Static / Dynamic (RIP1 and 2) Routing

VPN Pass-through PPTP, L2TP, IPSec, IPv6

Built-in DHCP server supporting static IP address distributing
Supports UPnP, Dynamic DNS

LAN Supports IGMP Proxy

Supports 802.1d STP (Spanning Tree)

IP / MAC-based Bandwidth Control

Web-based (HTTP) management interface

SNTP time synchronize

System Management
Easy firmware upgrade

System Log supports Remote Log
Standards Conformance

IEEE 802.11n (2T2R, up to 300Mbps)
IEEE 802.11g

IEEE 802.11b

IEEE Standards IEEE 802.11i

IEEE 802.3 10Base-T

IEEE 802.3u 100Base-TX

IEEE 802.3x Flow Control

Other Protocols and
CSMA/CA, CSMA/CD, TCP/IP, DHCP, ICMP, NAT, PPPoE, SNTP
Standards

Environment

Operating: 0 ~ 40 degrees C
Temperature
Storage: -40 ~ 70 degrees C

Operating: 10 ~ 90% (Non-Condensing)

Humidit
4 Storage: 5 ~ 90% (Non-Condensing)

-6-
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Chapter 2. Hardware Installation

Please follow the instructions below to connect WNRT-633 to the existing network devices and your

computers.

2.1 Hardware Description

B Dimensions: 154 x 136 x 27mm (W x D x H)

B Weight: 212g

2.1.1 The Front Panel

The front panel provides a simple interface monitoring of the router. Figure 2-1 shows the front panel of
WNRT-633.

Front Panel

) PLANET

Figure 2-1 WNRT-633 Front Panel
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2.1.2 LED Indications

The LEDs on the top panel indicate the instant status of system power, wireless data activity, WPS,

and port links, and help monitor and troubleshoot when needed. Figure 2-2 and Table 2-1 show the

LED indications of the WNRT-633.

Wireless WAN
= — | I |  IS— —
Power WPS LANI ~LAN4

LED

STATUS

Figure 2-2 WNRT-633 LED Panel

FUNCTION

(Left to Right)

On Device power on
(') PWR Flash The system is working properly
Off Device power off
The system is performing WPS authentication on a client
Y WPS | Fiash Y P ?
device.
..-.’3 WLAN On The 2.4G WiFi is activated
Flash Device is transmitting data wirelessly over 2.4GHz
On Link is established
D LAN
— 1~4 Flash Packets are transmitting or receiving
Off LAN port is not connected
On Link is established
@ WAN Flash Packets are transmitting or receiving
Off WAN port is not connected

Table 2-1 The LED indication




User’s Manual of WNRT-633

2.1.3 The Rear Panel

The rear panel provides the physical connectors connected to the power adapter and any other

network device. Figure 2-3 shows the rear panel of WNRT-633.

Rear Panel

g 8

——» 5dBi Antenna «+————

[SaCaS]
— - . WPS/Reset ——
L WAN LAN 1 LAN 2 LAN 3 LAN 4 12V DC J

| IS— [ ]

Gigabit WAN Port 4 x Gigabit LAN Ports Power WPS/Reset

Figure 2-3 Rear Panel of WNRT-633

Interface Description

Antenna x 2 Fixed 5dBi Omni Dipole Antennas
B Press the Reset button gently for 1 second and then release it.
The system starts to WPS connection.
WPS/Reset
B Press the Reset button gently for 7 seconds and then release it.
The system restores to the factory default settings.
WAN Connect to the Cable/xDSL Modem, or the Ethernet
LAN1-4 Connect to the user’s PC or network devices
Power Connect to the power adapter provided in the package

Table 2-2 The Interface indication
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Chapter 3.Connecting to the Router

3.1 System Requirements
m  Broadband Internet Access Service (Cable/xDSL/Ethernet connection)

| One Cable/xDSL Modem that has an RJ-45 connector (not necessary if the Router is
connected directly to the Ethernet.)

[ PCs with a working Ethernet Adapter and an Ethernet cable with RJ-45 connectors

] PC of subscribers running Windows 98/ME, NT4.0, 2000/XP, Windows Vista / Win 7, MAC
OS 9 or later, Linux, UNIX or other platform compatible with TCP/IP protocols

n The above PC installed with WEB Browser

1. The Router in the following instructions is named as PLANET WNRT-633.
2. Itis recommended to use Internet Explore 7.0 or above to access the Router.

3.2 Installing the Router

Before installing the Router, make sure your PC is connected to the Internet through the broadband
service successfully at this moment. If there is any problem, please contact your local ISP. After that,
please install the Router according to the following steps. Don't forget to pull out the power plug and

keep your hands dry.

Step 1. Power off your PC, Cable/xDSL Modem, and the Wireless Router.

Step 2. Locate an optimum location for the Wireless Router. The best place is usually at the center of
your wireless network.

Step 3. Adjust the direction of the antenna. Normally, upright is a good direction.

[Sacac]
: - . WPS/Reset
WAN LAN 1 LAN 2 LAN 3 LAN 4 12V DC
i —— | S— —7J i ——

Figure 3-1 Adjust the direction of the antenna
-10-
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Step 4. Connect the PC or Switch/Hub in your LAN to the LAN Ports (Yellow ports) of the Router with
Ethernet cable as shown in Figure 3-2.

Internet

Splitter

ADSL

© Ethernet Cable I

WNRT-633
[Saca
TN [ Power
o WAN AN T LAN 2 AN3 AN 4 12V ) Adapter
(o

Power

Ethernet Cable

Figure 3-2 Hardware Installation of the WNRT-633 Wireless Router

Step 5. Connect the power adapter to the power socket on the Wireless Router, and the other end
into an electrical outlet. Then power on the Wireless Router.

-11-
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WAN

LAN 2

LAN 1 LAN 3

———7

Figure 3-3 Power on the Wireless Router

Step 6. Power on your PC and Cable/xDSL Modem.

-12-
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Chapter 4.Installation Guide

This chapter will show you how to configure the basic functions of your Wireless Router using Quick

Setup within minutes.

A computer with wired Ethernet connection to the Wireless Router is required for the

first-time configuration.

4.1 Manual Network Setup - TCP/IP Configuration

The default IP address of the WNRT-633 is 192.168.1.1, and the default Subnet Mask is
255.255.255.0. These values can be changed as you desire in the web Ul of the WNRT-633. In this
section, we use all the default values for description.

Whether the WNRT-633 is configured via wired or wireless connection, the PC needs to be assigned
an IP address first. Before you connect the local PC to the WNRT-633 via wired or wireless connection,
please configure the IP address for your PC in the following two ways first.

B Obtain an IP address automatically
B Configure the IP address manually

In the following sections, we’ll introduce how to install and configure the TCP/IP correctly in Windows
7. And the procedures in other operating systems are similar. First, make sure your Ethernet Adapter is
working, and refer to the Ethernet adapter’s manual if needed.

4.1.1 Obtain an IP Address Automatically
Summary:
1. Set up the TCP/IP Protocol in "Obtain an IP address automatically" mode on your PC.

2. Then the WNRT-633 built-in DHCP server will assign IP address to the PC automatically.

If you are sure the DHCP server of WNRT-633 is enabled (the default setting of Router Mode), you can
set up the TCP/IP Protocol in "Obtain an IP address automatically” mode on your PC. And then the
WNRT-633 built-in DHCP server will assign an IP address to the PC automatically.

1. Install TCP/IP component

1) On the Windows taskbar, click the Start button, point to Control Panel, and then click it.

2) Under the Network and Internet icon, click on the View network status and tasks. And then

-13-
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click Change adapter settings.

[B=N o (==
Qu %= » Contrel Panel » Metwork and Intemnet » Metwork and Sharing Center - | "¢| Search Con... P |
®
Control Panel Home . . . . . B
View your basic network information and set up connections
Change adapter settings f | £ i See full map
[Change adap | 1A % (")
Change advanced sharin -
i : ENM-2-PC Internet
(This computer)
View your active networks Connect to a network
You are currently not connected to any networks.
Change your networking settings
‘{h;- Set up a new connection or network
Set up a wireless, broadband, dial-up, ad hoc, or VPN connection; or set up a router or access point,
£y Connect to a network
Connect or reconnect to a wireless, wired, dial-up, or VPN netwerk connection.
Choose homegroup and sharing options
Access files and printers located on other network computers, or change sharing settings.
@ Troubleshoot problems
Seealso Diagnese and repair network preblems, or get troubleshooting informatien.
HomeGroup
Internet Options
Windows Firewall

Figure 4-1-1 Change adapter settings

3) Right-click on the Wireless Network Connection, and select Properties in the appearing
window.

=% Eol =5

@U" E' « Metwork and Internet » MNetwork Connections » - |¢¢| Search Net.. 0 |
Organize - Connect To Disable this network device = ﬁ: * O '@'
l:. Local Area Connection [ VPN Connection
o Metwork cable unplugged - ':'-h. Disconnected
K @™ Realtek PCle FE Family Controller @2 WAN Miniport (PPTP)

L_'. Wireless Metwork Connection
== o Mot connected

% il sther @) Disable

Connect f Disconnect
Status

Diagnose
@' Bridge Connections

Create Shortcut
Delete

[ 51}
® Rename

'&' Properties
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Figure 4-1-2 Network Connection Properties

4) In the prompt window shown below, double click on the Internet Protocol Version 4
(TCP/IPv4).

4 Wireless Metwork Connection Pro

Metwaorking

Connect using:
¥ Intel{R) Wireless WiFi Link 4365AGN

This connection uses the following tems:

0% Client for Microsoft Netwarks
81 (105 Packet Scheduler

o8 File and Printer Sharing for Micrasoft Networks f
. Reliable Multicast Protocal

i |mtemet Protocal Version & (TCP/IPvE)
) emet Protocol Version 4 (TCP/IPvd) |
<. link-Layer Topology Discoveny Mapper 140 Driver
i link-Layer Topology Discoveny Responder

[ Install ... ] Uninstall [ Properties

Description

Transmission Control ProtocolfIntemet Protocal. The default
wide area network protocol that provides communication
across diverse interconnected networks.

oK || Cancel

Figure 4-1-3 TCP/IP Setting

5) Choose Obtain an IP address automatically, and Obtain DNS server address automatically
as shown in the figure below. Then click OK to save your settings.
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Internet Protocel Version 4 (TCP/IPv4) Properties

General | Alternate Configuration |

You can get IP settings assigned automatically if your network supports
this capability. Otherwise, you need to ask your network administrator
for the appropriate IF settings.

i@ Obtain an IP address automatically
i) Use the following IP address:

i@ Dbtain DNS server address automatically:

) Use the following DMS server addresses:

Validate settings upon exit

[ oK ][ Cancel ]

Figure 4-1-4 Obtain an IP address automatically

4.1.2 Configure the IP address manually
Summary:

B Set up the TCP/IP Protocol for your PC.

B Configure the network parameters. The IP address is 192.168.1.xxx ("xxx" is any number
from 2 to 254), Subnet Mask is 255.255.255.0, and Gateway is 192.168.1.1 (The Router's
default IP address)

If you are sure the DHCP server of WNRT-633 is disabled (the default setting of AP Mode and Client
Mode), you can configure the IP address manually. The IP address of your PC should be
192.168.1.xxx (the same subnet of the IP address of WNRT-633, and "xxx" is any number from 2 to
254), Subnet Mask is 255.255.255.0, and the Gateway is 192.168.1.1 (The default IP address of
WNRT-633)

1) Continue the settings from the last figure, select Use the following IP address radio button.

2) If the LAN IP address of the WNRT-633 is 192.168.1.1, enter IP address 192.168.1.x (x is from 2
to 254), and Subnet mask 255.255.255.0.

3) Enter the LAN IP address of the WNRT-633 (the default IP is 192.168.1.1) into the Default
gateway field.
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4) Select Use the following DNS server addresses radio button. In the Preferred DNS Server field,
you can enter the DNS server IP address provided by your local ISP. Then click OK to save your
settings.

Internet Protocol Version 4 (TCP/IPv4) Properties I 7 ﬂh
General

You can get IP settings assigned automatically if your network supports
this capability. Otherwise, you need to ask your network administrator
for the appropriate IP settings.

() Obtain an IP address automatically

@ Use the following IP address:

IP address: 192 168 . 1 . 200
Subnet mask: 255 .255.255. 0
Default gateway: 192 .168. 1 . 1

Obtain DNS server address automatically
@ Use the following DNS server addresses:

Preferred DMS server: g8 .8 .8 .8

Alternate DMS server: 8 .8 . 4 .4

[T validate settings upon exit

’ 0K H Cancel ]

Figure 4-1-5

Now, you can run the Ping command in the command prompt to verify the network connection

between your PC and the Router. The following example is in Windows 7 OS. Please follow the steps
below:

1. Click on Start
2.  Type “emd” in the Search box.
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Programs (1)

BX cmd
Files (1)

| History

' See more results

| Shut down | ¥ |

=

Figure 4-1-6

3.  Open a command prompt, and type ping 192.168.1.1, and then press Enter.

+  If the result displayed is similar to Figure 4-1-7, it means the connection between your PC

and the Router has been established well.

Microsoft Windows [Uersion 6.1.76811]

C:sUserssKent>cd ..
C:slUsersrping 192.168.1.1

Pinging 122.168.1.1 with 32 hytes of data:

Reply from 192.168.1_.1: bytes=32 time<ims TTL=64
Heply from 192_.168.1.1: hytes=32 time<{ims TTL=64
Reply from 122.168.1.1: hytes=32 time<ims TTL=64
Reply from 192._.168.1.1: bytes=32 time<ims TTL=64

Ping statistics for 192.168.1.1:
Packetsz: Sent = 4, Received = 4, Lost = B (Bx
Approximate round trip times in milli—seconds:
Minimum = Bms, Maximum = Bms, Average = Ums

C:sUsers>

ER Administrator: CA\Windows\system32\cmd.exe nﬂi&

Copyright (c> 2889 Microsoft Corporation. All rights reserved.

loss),

Figure 4-1-7 Success result of Ping command

» If the result displayed is similar to Figure 4-1-8, it means the connection between your PC

and the Router has failed.
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Reply from
Reply from
Reply from
Reply from

C:wUszers~Kent>cd..
C:xUsersrping 192.168.1.1
Pinging 192 _168.1.1 with 32 hytes of data:

192.168.1.288: Destination host
192.168.1.280: Destination host
192 .168.1.288: Destination host
192.168.1.288: Destination host

Ping statistics for 192.168.1.1:

Packetz: Sent = 4, Received = 4, Lost =

C:xlsers >

E® Administrator: CA\Windows\system32\cmd.exe |l e e S

Microsoft Windows [Uersion 6.1.76611
Copyright (c» 288? Microsoft Corporation.

All rights reserved.

unreachable .
unreachable.
unreachable.
unreachable.

@ <B@x loss)>,

Figure 4-1-8 Failure result of Ping command

If the address is 0.0.0.0, check your adapter installation, security settings, and the settings on your

router. Some firewall software programs may block a DHCP request on newly installed adapters.

PC's adapter should be lit.

The 1/2/3/4 LEDs of LAN ports which you link to on the Router and LEDs on your

If the Router's IP address is 192.168.1.1, your PC's IP address must be within the
range of 192.168.1.2 ~ 192.168.1.254.
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4.2 Starting Setup in Web Ul

It is easy to configure and manage the WNRT-633 via web browser.

Step 1. To access the configuration utility, open a web-browser and enter the default IP address
http://192.168.1.1 in the web address field of the browser.

& http://192.168.1.1/

C Waiting for 192.168.1.1

Figure 4-2-1 Login the Router

After a moment, a login window will appear. Enter the User Name and Password. Then click the OK
button or press the Enter key.

The server 192168.1.1 at PLANET WMRT-632 Router requires a username
and password.

Warning: This server is requesting that your usernarme and password be

zent in an insecure manner (basic authentication without a secure
connection).

[ L.JEEF name

| Password

[] Remember my credentials

| | cancel

Figure 4-2-2 Login Window

Default IP Address: 192.168.1.1
Default User name: admin

Default Password: admin

If the above screen does not pop up, it may mean that your web-browser has been set

to a proxy. Go to your web browser’s Tools menu>Internet

Options>Connections>LAN Settings, in the screen that appears, cancel the Using
Proxy checkbox, and click OK to finish it.

Note
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After you enter the username and password, the main screen appears as in Figure 4-2-3

LTI T b Cammuacaiion

Status Statistics Liog

e Gtatee

& shows the current status and soma basic sattings of the devics.

Wirard

Chpeerabion Moda

WAN Satup
LAN Selup
Wireless Seiup
Sarvices Satup
Securily Setup
Router Salup
Go% Sctup

System

Status

Logout

Uptima
Firmwara Varslon
Build Tima

'u‘:'ju L (o
Moda

Band

551D

Channal Number
Encryption
BSSID

Aszodiated Cliants

Attain IP Protoood

[P &ddress
Subnet Mask
Default Gateway
DHCP Servar
MAC Addrass

A L0
Attain IP Protocol
IF Addres=s
Subnat Mask
Default Gateway
MaC Addrass

Oday:0h:5m:1s
w1.324,06NG

HMon Apr 20 15:-25:44 C5T 2013

ap

2.4 GHz [B+G+N)
WHRT-633

11

WRAZ
Oe0-30:4F-81:98:c1
0

Fised IP

192, 168.1.1
255.255.255.0
192, 168.1.1
Enablad
00:30;4F:81:98:c1

Getting [P from DHCP server...

@.0.0.0
0.0, 0.0
00000
00:30:4F:81:98:c9

Figure 4-2-3 WNRT-633 Web Ul Screenshot

On this page, you can view information about the current running status of WNRT-633, including WAN
interface, LAN interface, wireless interface settings and status, and firmware version information.

The next chapter will introduce the functions of the web UI.
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Chapter 5. Configuration in Web Ul

After successfully logging into the web Ul of the WNRT-633, you will see the main menus on the left

side of the web-based utility. There are some different options appearing as the operation mode

changes. For example, the figure below is the menu of Router Mode in the web UI.

() PLANET

Metworking & Communicalion

Wizard
Operation Mode
WAN Setup

LAN Setup
Wireless Setup

Services Setup

Security Setup

Router Setup
QoS Setup

System

Status

Logout

During operation, if you are not clear about a certain feature, there are the corresponding explanations
and instructions on the right side of the web page; you can simply read all related helpful info.

The details of the functions in each operation mode are listed in the following sections.

5.1 Wizard

The Setup Wizard will guide the user to configure the WNRT-633 easily and quickly. There are
different procedures in different operation modes. According to the operation mode you switch to,

please follow the instructions below to configure the WNRT-633 via Setup Wizard.
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| voce |

The setup wizard will guide you to configure access point for first time.
Please follow the setup wizard step by step.

Welcome to Setup Wizard.

The Wizard will guide you the through following steps. Begin by clicking
on Mext.

Setup Operation Mode
Choose your Time Zone
Setup LAN Interface
Setup WAN Time Zone
Wireless LAN Setting
Wireless Security Setting

o T ¥ N A S Y N

Figure 5-1-1 The Setup Wizard steps screenshot

Step 1: Setup Operation Mode

The router supports three operation modes, Gateway, Bridge and Wireless ISP.

(o]

Q) )) Smart Phone

Internet

Cable/xDSL
Modem

WNRT-633

\ J

Bridge / AP Mode
@ Internet ((((HD D

((( ,/_\\\ ))) Smart Phone
W_LML, \ ) (((tfw .

xDSL Modem Broadband Router N —"4
\. WNRT-633 Laptop
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WISP Mode

WISP AP WNRT-633 g
Game
L Console )

Each mode is suitable for different uses. Please choose the correct mode.

Dperation Mode

You can setup different modes to LAN and WLAN interface for NAT and

bridging function.

@ Gateway: In this mode, the device is supposed to connect to
internet via ADSL/Cable Modem. The NAT is enabled and
PCs in four LAN ports share the same IP to ISP through
WAMN port. The connection type can be setup in WAN
page by using PPPOE, DHCP client, PPTP client, L2TP
client or static IP.

) Bridge: In this mode, all ethernet ports and wireless interface
are bridged together and NAT function is disabled. All
the WAN related function and firewall are not supported.

) Wireless 15p: In this mode, all ethernet ports are bridged together and
the wireless client will connect to ISP access point. The
MAT is enabled and PCs in ethernet ports share the
same IP to ISP through wireless LAN. You must set the
wireless to client mode first and connect to the ISP AP
in Site-Survey page. The connection type can be setup
in WAN page by using PPPOE, DHCP client, PPTP client,
L2TP client or static IP.

[ Canrel ”:::::Ea;:k ” Next:#—]

Figure 5-1-2 Setup Wizard — Operation Mode screenshot

Step 2: Time Zone Setting
The Time Configuration option allows you to configure, update, and maintain the correct time on the
internal system clock. Daylight Saving can also be configured to automatically adjust the time when

needed.
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¥ou can maintain the system time by synchronizing with a public time
server over the Internet.

Enable NTP client update
Automatically Adjust Daylight Saving

Time Zone Select :

MNTP server :

Cancel H::::Eack H Nea{t:a}]

Figure 5-1-3 Setup Wizard — Time Zone Setting screenshot

The page includes the following fields:

Object Description

Enable NTP client update Check this box to connect NTP Server and synchronize internet
time.

Automatically Adjust Check this box, system will adjust the daylight saving

Daylight Saving automatically.

Time Zone Select Select the Time Zone from the drop-down menu.

NTP Server Select the NTP Server from the drop-down menu.

Step 3: LAN Interface Setting

Set up the IP Address and Subnet Mask for the LAN interface.

This page is used to configure the parameters for local area network
which connects to the LAN port of your Access Point. Here you may
change the setting for IP addresss, subnet mask, DHCP, etc..

IP Address: 192.168.1.1

Subnet Mask: 2552552550

Canrel H::::Ba;:k H Mest>

Figure 5-1-4 Setup Wizard — LAN Interface Setup screenshot
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The page includes the following fields:

Object Description

IP Address Enter the IP address of your Router.
Factory default: 192.168.1.1
Subnet Mask An address code that determines the size of the network.
Normally use 255.255.255.0 as the subnet mask.

Step 4 WAN Interface Setting
The Wireless Router supports five access modes in the WAN side. Please choose the correct mode

according to your ISP Service.
Mode 1 - DHCP Client

This page is used to configure the parameters for Internet network which
connects to the WAN port of your Access Point. Here you may change
the access method to static IP, DHCP, PPPoE, PPTP or L2TP by click the
item value of WAN Access type.

WAN Access Type:

Canrel H::::Eack H Nextes

Figure 5-1-5 Setup Wizard — WAN Interface Setup screenshot

Select DHCP Client to obtain IP Address information automatically from your ISP.

Mode 2 Static IP

Select Static IP Address if all the Internet port’s IP information is provided to you by your ISP. You will
need to enter the IP address, subnet mask, gateway address, and DNS address provided to you by
your ISP. Each IP address entered in the fields must be in the appropriate IP form, which are four

octets separated by a dot (x.x.x.x). The Router will not accept the IP address if it is not in this format.
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This page is used to configure the parameters for Internet network which
connects to the WAN port of your Access Point. Here you may change
the access method to static IP, DHCP, PPFPoE, PPTP or L2TP by click the
item value of WAN Access type.

WAN Access Type: wiatc [P -

IP Address: 1721.11
Subnet Mask: 2552552550
Default Gateway: 172.1.1254
DNS :

Cancel H{{Eaﬂk || Nea{t:»}l

Figure 5-1-6 WAN Interface Setup — Static IP setup screenshot

The page includes the following fields:

Object Description

IP Address Enter the IP address assigned by your ISP.
Subnet Mask Enter the Subnet Mask assigned by your ISP.
Default Gateway Enter the Gateway assigned by your ISP.
DNS The DNS server information will be supplied by your ISP
(Internet Service Provider).

Mode 3 PPPoE

Choose PPPoE (Point to Point Protocol over Ethernet) if your ISP uses a PPPoE connection. Your
ISP will provide you with a username and password. This option is typically used for DSL services.

This page is used to configure the parameters for Internet network which
connects to the WAN port of your Access Point. Here you may change
the access method to static IP, DHCP, PPPoE, PPTP or L2TP by click the
item value of WAN Access type.

WAN Access Type: FFFoE -
User Mame: [SF_FFPoE Usemarme
Password: TTIIIYL]

I Zancel ”-::{Eiack H Nm{t::}-J

Figure 5-1-7 WAN Interface Setup — PPPoE setup screenshot
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The page includes the following fields:

Object Description

User Name Enter your PPPoE user name.

Password Enter your PPPoE password.

Mode 4 PPTP

Choose PPTP (Point-to-Point-Tunneling Protocol) if your ISP uses a PPTP connection. Your ISP
will provide you with IP information and PPTP Server IP Address; of course, it also includes a
username and password. This mode is typically used for DSL services.

This page is used to configure the parameters for Internet network which
connects to the WAN port of your Access Point. Here you may change
the access method to static IP, DHCP, PPPoE, PPTP or LZTP by click the
item value of WAN Access type.

WAN Access Type:  FFTP -

@ Dynamic IP (DHCP)
Static IP
IP Address:

Subnet Mask:
Default Gateway:

Server IP Address: 172.1.1.1

User Name: FFTF Usemame

Password: TTII1)

Canrel ”-::::'Ba;:k H NE}{t::—::—J

Figure 5-1-8 WAN Interface Setup — PPTP setup screenshot

The page includes the following fields:

Object Description

IP Address Enter the IP address.
Subnet Mask Enter the subnet Mask.
Server IP Address Enter the PPTP Server IP address provided by your ISP.
User Name Enter your PPTP username.
Password Enter your PPTP password.
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Mode 5 L2TP

Choose L2TP (Layer 2 Tunneling Protocol) if your ISP uses a L2TP connection. Your ISP will provide

you with a username and password.

This page is used to configure the parameters for Internet network which
connects to the WAN port of your Access Point. Here you may change
the access method to static IP, DHCP, PPPoE, PPTP or L2TP by click the
item value of WAN Access type.

WAN Access Type: LITP -

@ Dynamic IP {DHCP)
Static IP
IP Address:

Subnet Mask:
Default Gateway:
Server IP Address: 1741.1.1

User Name: LITF Usemame

Password: seseee

Canrel ”::::Eack H Ne:{t:b:b]

Figure 5-1-9 WAN Interface Setup — L2TP setup screenshot

The page includes the following fields:

Object Description

IP Address Enter the IP address.
Subnet Mask Enter the subnet Mask.
Server IP Address Enter the L2TP Server IP address provided by your ISP.
User Name Enter your L2TP username.
Password Enter your L2TP password.

-29-



User’'s Manual of WNRT-633

Step 5: WLAN Settings

This page is used to configure the parameters for wireless LAM clients
which may connect to your Access Point.

Band: 24 GHz (B+G+M)

Mode: AP -
Metwork Type:

S5I1D: WHMET-£33
Channel Width: 40MHz -
ControlSideband:  Upper ~
Channel Number: 11 =

Enable Mac Clone (Single Ethernet Client)
Add to Wireless Profile

l Canrel H::::Eack H Mesrtz

Figure 5-1-10 Wireless Basic Settings screenshot

The page includes the following fields:

Object Description

Band Supports 802.11B, 802.11G, 802.11N and mixed. Please choose
its band according to your clients.

Mode Supports AP, Client, WDS and AP+WDS mode.
Network Type This type is only valid in client mode.
SSID Service Set Identifier, it identifies your wireless network.
Channel Width Select 40MHz if you use 802.11n or 802.11n mixed mode,
otherwise 20MHz, it is default value.
Control Sideband: It is only valid when you choose channel width 40MHz.
Channel Number Indicates the channel setting for the router.
Enable Mac Clone Enables or disables MAC clone option.

You can use the "Mac Clone" button to copy the MAC address of
the Ethernet Card installed by your ISP and replace the WAN
MAC address with this MAC address.
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Step 6: Wireless Security Setup

Secure your wireless network by turning on the WPA or WEP security feature on the router. For this
section you can set WEP and WPA-PSK security mode.

B Encryption: WEP

The following picture shows how to set the WEP security.

This page allows you setup the wireless security. Turn on WEP or WPA by
using Encryption Keys could prevent any unauthorized access to your
wireless network.

Encryption: RIS e
Key Length: &4kt ~
Key Format:  Hex (10chamctes) -

KE}" Settir‘lg: Aok ook

Figure 5-1-11 Wireless Security Setup — WEP setting screenshot

The page includes the following fields:

Object Description

Key length WEP supports 64-bit or 128-bit security key.
Key Format User can enter key in ASCII or Hex format.
Key Setting Enter the key, its format is limited by the Key format, ASCII or Hex.

B Encryption: WPA-PSK

The following picture shows how to set WPA-PSK security. You can select WPA (TKIP), WPA2 (AES)
and Mixed mode.

This page allows you setup the wireless security. Turn on WEP or WPA by
using Encryption Keys could prevent any unauthorized access to your
wireless network.

Encryption:
Pre-Shared Key Format:  Passphrase -
Pre-Shared Key:

Cancel I|{{_B3.Ck HFnﬂshﬁdI

Figure 5-1-12 Wireless Security Setup — WPA setting screenshot
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The page includes the following fields:

Object Description

Pre-Shared Key Format Specify the format of the key, pass phrase or hex.

Pre-Shared Key Enter the key here, its format is limited by the key format.

Click the Reboot button to make your wireless configuration to take effect and finish the Setup
Wizard.

() PLANET

b Lot g 300Mbps 802.11n Wireless Gigabit Router

Wizard

: Change setting successfully!
Operation Mode

WAN Setup Do not turn off or reboot the Device during this time.

LAN Setup Please wait 18 seconds ...

Wireless Setup

Figure 5-1-13

After the rebooting, please check whether you can access the Internet or not in the “Status” page.
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5.2 Operation Mode

This page shows the current operation mode, and users can set different modes to LAN and WLAN
interface for NAT and bridging function on the WNRT-633.

You can setup different modes to LAN and WLAN interface for NAT and

bridging function.
@ Gateway:

) Bridge:

) Wireless ISP:

In this mode, the device is supposed to connect to
internet via ADSL/Cable Modem. The NAT is enabled and
PCs in four LAN ports share the same IP to ISP through
WanM port. The connection type can be setup in WAN
page by using PPPOE, DHCP client, PPTF client, L2TF
client or static IP.

In this mode, all ethernet ports and wireless interface
are bridged together and NAT function is disabled. All
the WAN related function and firewall are not supported.

In this mode, all ethernet ports are bridged together and
the wireless client will connect to ISP access point. The
MAT is enabled and PCs in ethernet ports share the
same IP to ISP through wireless LAN. You must set the
wireless to client mode first and connect to the ISP AF
in Site-Survey page. The connection type can be setup
in WAM page by using PPPOE, DHCP client, PPTF client,
L2TF client or static IP.

[ Canrel ”::::Ba;:k ” Nea{t:sze-]

Figure 5-2-1 Operation Mode

The page includes the following fields:

Object
Gateway

Description
In this mode, the device enables multiusers to share Internet via
ADSL/Cable Modem. The wireless port shares the same IP to ISP
through Ethernet WAN port. The Wireless port acts the same as a LAN
port while at AP Router mode.

(1o
~ (=
Inte-met \ Q) ))) Smart Phone
I(\Zflalgile/xDSL - (((( o Q
m S
oce WNRT-633 Laptop
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Bridge In this mode, the device can be used to combine multiple local
networks together to the same one via wireless connections, especially
for a home or office where separated networks can't be connected
easily together with a cable.

@) Internet ((((tm D

(((( 19 )))) Smart Phone

5 WAN LAN '\ (o D
«‘-?*{’ . ((( p -
xDSL Modem Broadband Router : > S/
\ WNRT-633 Laptop
Wireless ISP In this mode, the device enables multiusers to share Internet from

WISP. The LAN port devices share the same IP from WISP through
Wireless port. While connecting to WISP, the Wireless port works as
a WAN port at AP Client Router mode. The Ethernet port acts as a
LAN port.

1))) ((( ( N
I@ir:t ) WAN( | \—/\\’ | !
WISP AP WNRT-633 _Gamer'

\ Console J

5.3 WAN Setup

You can configure WAN connection type manually here just like it in Setup Wizard, and set advanced
functions like DDNS (Dynamic DNS) here.

5.3.1 WAN Interface

This page is used to configure the parameters for Internet network which connects to the WAN port of
your Wireless Router. Here you may change the access method to static IP, DHCP, PPPoE, PPTP or
L2TP by clicking the item value of the WAN Access type.

Choose menu “WAN Setup > WAN Setup”, and you can configure the parameters for the Internet
network. After the configuration, please click the “Apply” button to save the settings.
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This page is used to configure the parameters for Internet network which Apply
connects to the WAN port of vour Access Point. Here yvou may change the

access method to static IP, DHCP, PPPoE, PPTP or L2TP by click the item value

of WAN Access type.

WAN Access Type: DHCP Clientj§s

Host Mame:

MTU Size: 1492 {1400-1492 bytes)

(® Attain DNS Automatically
O Set DNS Manually

DNS 1:
DNS 2:

DNS 3:

Clone MAC Address: 000000000000

Figure 5-3-1 WAN Interface Setup screenshot

The page includes the following fields:

Object Description
WAN Access Type | Please select the corresponding WAN Access Type for the Internet, and fill

the correct parameters from your local ISP in the fields which appear
below.

DHCP Client | Select DHCP Client to obtain IP Address information
automatically from your ISP.

Static IP Select Static IP Address if all the Internet port's IP
information is provided to you by your ISP (Internet Service
Provider). You will need to enter the IP address, subnet
mask, gateway address, and DNS address provided to you
by your ISP.

Each IP address entered in the fields must be in the
appropriate IP form, which are four octets separated by a dot
(x.x.x.x). The Router will not accept the IP address if it is not
in this format.

IP Address
Enter the IP address assigned by your ISP.

Subnet Mask
Enter the Subnet Mask assigned by your ISP.

Default Gateway
Enter the Gateway assigned by your ISP.
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DNS
The DNS server information will be supplied by your ISP.

PPPOE

Choose PPPoE (Point to Point Protocol over Ethernet) if
your ISP uses a PPPoE connection. Your ISP will provide
you with a username and password. This option is typically
used for DSL services.

User Name
Enter your PPPoE user name.

Password
Enter your PPPoE password.

PPTP

Choose PPTP (Point-to-Point-Tunneling Protocol) if your ISP
uses a PPTP connection. Your ISP will provide you with IP
information and PPTP Server IP Address; of course, it also
includes a username and password. This mode is typically
used for DSL services.

IP Address
Enter the IP address..

Subnet Mask
Enter the Subnet Mask.

Server IP Address
Enter the PPTP Server IP address provided by your ISP.

User Name
Enter your PPTP user name.

Password
Enter your PPTP password.

L2TP

Choose L2TP (Layer 2 Tunneling Protocol) if your ISP uses
a L2TP connection. Your ISP will provide you with a
username and password.

IP Address
Enter the IP address..

Subnet Mask
Enter the Subnet Mask.

Server IP Address
Enter the L2TP Server IP address provided by your ISP.

User Name
Enter your L2TP user name.

Password
Enter your L2TP password.

Host Name

This option specifies the Host Name of the Wireless Router.
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MTU Size The normal MTU (Maximum Transmission Unit) value for most Ethernet
networks is 1492 Bytes. It is not recommended that you change the default
MTU Size unless required by your ISP.

Attain DNS Select “Attain DNS Automatically”, the DNS servers will be assigned
Automatically dynamically from your ISP.

Set DNS Manually | If your ISP gives you one or two DNS addresses, select Set DNS
Manually and enter the primary and secondary addresses into the correct
fields.

Clone MAC You can input a MAC address here for using clone function.
Address

If you get Address not found error when you access a Web site, it is likely that
your DNS servers are set up improperly. You should contact your ISP to get
DNS server addresses.

WAN IP, whether obtained automatically or specified manually, should NOT be
on the same IP net segment as the LAN IP; otherwise, the router will not work
properly. In case of emergency, press the hardware "Reset" button.
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5.3.2 DDNS

The Wireless Router offers the DDNS (Dynamic Domain Name System) feature, which allows the
hosting of a website, FTP server, or e-mail server with a fixed domain name (named by yourself) and a
dynamic IP address, and then your friends can connect to your server by entering your domain name
no matter what your IP address is. Before using this feature, you need to sign up for DDNS service

providers such as PLANET DDNS or www.dyndns.org. The Dynamic DNS client service provider will

give you a password or key.

Choose menu “WAN Setup - DDNS Setup” to configure the settings about Dynamic DNS. After the

configuration, please click the “Apply” button to save the settings.

WAMN Setup DDMNS Setup

Dynamic DOMNS is a service, that provides you with a valid, unchanging, internet Apply

domain name (an URL) to go with that {possibly everchanging) IP-address.

Enable DDMS
Reset

Service Provider : | PLANET DOMNS »
Domain Mame
User Mame/Email:

Password/Key:

Mote:
For Planet DDOMNS,you can create your DDNS account here
For TZ2O, you can have a 30 days free trial here or manage your TZ0

account in control panel
For DynDMS, you can create your DynDNS account here

Figure 5-3-2 DDNS Setup screenshot

The page includes the following fields:

Object Description

Enable DDNS Check the box to enable the Dynamic DNS function.
Service Provider Select the DDNS service provider from the drop-down menu, such as
PLANET DDNS, DynDNS or TZO.
Domain Name Enter the domain name you have registered from the DDNS service
provider.
User Name/Email Enter the user name or email you have registered from the DDNS
service provider.
Password/Key Enter the password you have registered from the DDNS service provider.
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5.3.3 Planet DDNS

First of all, please go to http://www.planetddns.com to register a Planet DDNS account, and refer to

the FAQ (http://www.planetddns.com/index.php/faq) for how to register a free account.

(9 PLANET

{3} PLANETDDNS

PLANET We te FAQ Support

Forgotten Password / Create A New Account

- s
81
E.;J
L o

Figure 5-3-3 Planet DDNS Website

When you finish your DDNS account, please return to WAN Setup -> WAN Setup to set up your WAN
type which can be connected to external network.

This page is used to configure the parameters for Internet network which
connects to the WAN port of vour Access Point. Here vou may change the

access method to static IP, DHCP, PPPaE, PPTP or L2TP by click the item value

of WAN Access type.

Reset
WAN Access Type: | DHCF Client |+

Static P
Host Name: i
ost Mame :‘_::PPPOE |
MTU Size: IFFTF 1400-1492 bytes)
|L2TP

® Attain DNS Automatically

Figure 5-3-4 WAN Settings

To select dynamic DNS Service Provider www.planetddns.com, the page will appear as shown in
Figure 5-3-5.
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WAN Setup DDNS Setup

Dyvnamic DNS is a service, that provides you with a valid, unchanging, internet
domain name (an URL) to go with that (possibly everchanging) IP-address.

Enable DDNS

Service Pravider : ;_PLM\]ETDDNS' =
Domain Name : usermame

User Mame/Email: ;_USETDBIDE@pl&lEtmm.W
Password/Key: ::u......

Mote:
For Planet DDNS,you can create your DDNS account here
For TZ0O, you can have a 30 days free trial here or manage your TZO

account in control panel
For DynDMS, you can create your DynDNS account here

Figure 5-3-5 PlanetDDNS Settings

Step 1. Enable DDNS, and then select “PLANET DDNS”.

To set up for DDNS, follow these instructions:
Step 1. Type the Domain Name you received from dynamic DNS service provider.
Step 2. Type the User Name for your DDNS account.

Step 3. Type the Password for your DDNS account.

Step 2. Go to “Security Setup-> Security”’ page to allow remote access from WAN port.

URL Filter MAC Filter IP Filter DoS
Enable Ping Access on WAN

Enable Web Server Access on WAN

. Reset
Enable IPsec pass through on VPN connection

Enable PPTP pass through on VPN connection
Enable LZTP pass through on VPN connection

O E E EE E

Enable IPv& pass through on WPM connection

Figure 5-3-6 Enable Web Access on WAN

Step 3. Apply the settings, and ensure you have connected the WAN port to the internet by Ethernet

cable.
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Step 4. In a remote computer, enter the Domain Name to the internet browser’s address bar.

f.'.:' WHERT-633 - Windows Internet Explorer

@ & - |gl hitp:fosemame . planetd dns. com V|

Figure 5-3-7 Login PLANET DDNS

Lastly you can go to My Devices page of Planet DDNS website to check if the “Last Connection IP” is

displayed. This indicates your DDNS service is working properly.

FI06E156,70 ¥4 [

Figure 5-3-8 My Devices

-41-



User’'s Manual of WNRT-633

5.3.4 Planet EasyDDNS

PLANET Easy DDNS is a way help to get your Domain Name with just one click. You can just login to

the Web Management Interface of your devices, check the DDNS menu and just enable it.

Once you enabled the Easy DDNS, your PLANET Network Device will use the format PLxxxxxx where
xxxxxx is the last 6 characters of your MAC address that can be found on the Web page or bottom
label of the device. (For example: 00-30-4F-77-88-17, it will be converted into
PL778817.planetddns.com)

To use Planet EasyDDNS service, please refer to the procedure listed as following.

Step 1. Select “Enable Easy DDNS” to use the Planet Easy DDNS service.

WAN Setup DDNS Setup
Dvnamic DNS is a service, that provides vou with a valid, unchanging, internet

domain name (an URL) to go with that (possibly everchanging) IP-address.

Enable DDNS

Service Provider : |Basy DDMNE w

Domain Name :
User Name/Email:
Password/Key:

Mote:
For Planet DOMS,you can create your DDNS account here
For TZO, you can have a 30 days free trial here or manage your TZO

account in control panel
For DynDMS, you can create your DynDNS account here

Figure 5-1-9 Planet EasyDDNS Settings

Domain Name : Display the specified domain name for this device. (format: plxxxxxx.planetddns.com,

xxxxxx is the last six-digit of the WAN Port MAC address)

Step 2. Go to “Security Setup-> Security’ page to allow remote access from WAN port.
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URL Filter MAC Filter IP Filter Dos

Security

Enable Ping Access on WAN Apply
Enable Web Server Access on WAN

. Reset
Enable IPsec pass through on VPN connection

Enable PPTP pass through on VPN connection
Enable LZTP pass through on VPN connection

O & E A

Enable IPv& pass through on WPM connection

Figure 5-3-10 Enable Web Access on WAN

Step 3. Apply the settings, and ensure you have connected the WAN port to the internet by Ethernet
cable.

Step 4. In a remote computer, enter the Domain Name displayed in the Figure 5-3-9 to the internet

browser’s address bar.

{~ WHRT-633 - Windows Internet Explorex
5; > | i) hitp:/pl196c planetidns com’ v
Figure 5-3-11 Login Easy DDNS

-43-



User’'s Manual of WNRT-633

5.4 LAN Setup

There are two ways to assign IP addresses to computers:
B Static IP Address (set the IP address for every computer manually)

B Dynamic IP Address (IP address of computers will be assigned by a router automatically)

It is recommended for most of computers to use dynamic IP address, because it will save a lot of time
on setting IP addresses for every computer, especially when there are a lot of computers in the
network; for servers and network devices which will provide services to other computers and users that
come from Internet, static IP address should be useful, so other computers are able to locate the

server. You can configure the IP parameters of the LAN on the screen as below.

5.4.1 LAN Interface Setup

Choose menu “LAN Setup = LAN Interface”, and you can configure the parameters for LAN (Local
Area Network). After the configuration, please click the “Apply” button to save the settings.

LAN Setup Static DHCP DHCP Client UPnP

This page is used to configure the parameters for local area network which Apply
connects to the LAMN port of your &ccess Point, Here you may change the

setting for IP addresss, subnet mask, DHCP, etc..

1P address: 192.168.1.1 reset
Subnet Mask: 255.255.255.0

Default Gateway: 192.168.1.1

DHCP: Serer W

DHCP Client Range:  192.168.1.100 | = |192.168.1.200

DHCP Lease Time: 480 {1~ 10080 minutes)

Domain Mame: WWMRT-B33

SR Disabled ¥

Clone MaC Address: 0O00000a0aa0
Enable IGMP Proxy

Figure 5-4-1 LAN Interface Setup screenshot

The page includes the following fields:

Object Description

IP Address The LAN IP address of the WNRT-633, and default is 192.168.1.1. You
can change it according to your request.

Subnet Mask Default is 255.255.255.0. You can change it according to your request.

Default Gateway Default is 192.168.1.1. You can change it according to your request.
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DHCP You can select one of Disable, Client, and Server. Default is Server,
that the WNRT-633 can assign IP addresses to the computers
automatically.

DHCP Client Range For the Server mode, you must enter the DHCP client IP address
range in the field. And you can click the “Show Client” button to show
the Active DHCP Client Table.

Static DHCP Click the “Set Static DHCP” button, and you can reserve some |P
addresses for those network devices with the specified MAC
addresses anytime when they request IP addresses.

Domain Name Default is Router.

802.1d Spanning Tree | You can enable or disable the spanning tree function.
Clone MAC Address You can input a MAC address here for using clone function.

If you change the device’s LAN IP address, you must enter the new one in your
browser to get back to the web-based configuration utility. And LAN PCs’ gateway
must be set to this new IP for successful Internet connection.

5.4.2 Static DHCP

This page allows you reserve IP addresses, and assign the same IP address to the network device
with the specified MAC address any time it requests an IP address. This is almost the same as when a

device has a static IP address except that the device must still request an IP address from the DHCP
server.

LAMN Setup Static DHCP DHCP Client uUPnp

This page allows you reserve IP addresses, and assign the same IP address

Apply

to the network device with the specified MAC address any time it requests an
IP address, This is almost the same as when a device has a static IP address
except that the device must still request an IP address from the DHCP server.
Enable Static DHCP
IP Address: 192.168.1.102
MaC Address: | EISEESEEGERE
Camment: Tom's Laptop

IP Address MAC Address Comment Select

192.168.1.101 00-30-4f-11-22-33 Jack's PC F

Delete Selected ] [ Delete All ] [ Reset ]

Figure 5-4-2 Static DHCP Setup screenshot

-45-



User’'s Manual of WNRT-633

The page includes the following fields:

Object Description
IP Address

Enter the IP address which needs to be bound.

MAC Address Enter the MAC address of the computer you want to assign the above IP

address.

Comment You can add some comment for this item.

Click “Apply” to add the entry in the list.

5.4.3 DHCP Client

This table shows the assigned IP address, MAC address and time expired for each DHCP leased
client.

LAMN Setup Static DHCP DHCP Client UPnP

This table shows the assigned IP address, MAC address and time expired for
gach DHCP leased client.
IP Address MaAC Address Time Expired{s)

Close
192.168.1.100 74:2f68:ch:c: ac 28575

192.168.1.101 E8:55:ca:faied: 31 28789

Figure 5-4-3 DHCP Client screenshot

The page includes the following fields:

Object Description
IP Address

The IP address that the Router has allocated to the DHCP client.
The MAC address of the DHCP client

MAC Address
Time Expired(s)

Remaining time for a corresponding IP address lease.
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5.4.4 UPnP

The UPnP feature allows the devices, such as Internet computers, to access the local host resources
or devices as needed. UPnP devices can be automatically discovered by the UPnP service application
on the LAN.

LAMN Setup Static DHCP DHCP Client m

Enable UPNP Apply

Local IP Protocol Port Status

Figure 5-4-4 UPnP Setting screenshot

The page includes the following fields:

Object Description

UPnP Check on to enable UPnP function.
Local IP The IP address of an internal host that receives/sends responses.
Protocol Indicates whether to perform TCP or UDP port forwarding

Port Port on host side.

The pages also list the forwarding port added by UPnP Service.
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5.5 Wireless

The Wireless menu contains submenus of the settings about wireless network. Please refer to the

following sections for the details.

(9 PLANET

Mrie o) & G et at 300Mbps 802.11n Wireless Gigabit Router

Security

Wizard

Access Control WDSs Site Survey WPS Schedule
This page is used to configure the parameters for wireless LAN clients which Apniy
WAN Setup may connect to your Access Point. Here you may change wireless encryption

settings as well as wireless network parameters.
LAN Setup SR

[0 pisable Wireless LAN Interface

Operation Mode

Wireless Setup Country: |UNITED STATES v|

Services Setup Band: 24GHz (B+G+N)

Figure 5-5-1

5.5.1 Basic Settings

Choose menu “Wireless Setup - Basic”, and you can configure the basic settings for the wireless
network on this page. After the configuration, please click the “Apply” button to save the settings.

First of all, the Wireless Router supports multiple wireless modes for different network applications,
which includes:

AP
Client
WDS
AP+WDS

It is so easy to combine the WNRT-633 with the existing wired network. The WNRT-633 definitely

provides a total network solution for the home and the SOHO users.

_IAP

Standard wireless Access Point

Internet

SV WAN

Cable/xDSL
Modem

WNRT-633
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m Advanced Security Access Control wWDs Site Survey

This page is used to configure the parameters for wireless LAN clients which Apply
may connect to your Access Point. Here yvou may change wireless encryption

settings as well as wireless network parameters.
esa

] Disable Wireless LAN Interface

Country: UMITED STATES b
Band: 2.4 GHz (B+G+N) +

Mode: AP w Multiple AP
Metwork

Type:

SSID: WNRT-633

Channel

width: 0Mrtz 8

Control

Sideband:

Channel

Mumber: L

Broadcast

iy Enabled =

WM

Data Rate: Auto w

TX restrict: |0 Mbps (0:no restrict)
RX restrict: |0 Mbps (0:no restrict)

Associated [

Clients: Show Active Clients ]

Enable Mac Clone (Single Ethernet Client)

[l Enable Universal Repeater Mode (Acting as AP
and client simultaneouly’)

SSID of Extended

Interface:

Figure 5-5-2 Wireless Basic Settings-AP mode screenshot

The page includes the following fields:

Object Description

Disable Wireless LAN | Check the box to disable the wireless function.
Interface

Country Select your region from the pull-down list.
This field specifies the region where the wireless function of the Router
can be used. It may be illegal to use the wireless function of the Router
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in a region other than one of those specified in this field. If your country
or region is not listed, please contact your local government agency for

assistance.

Band Select the desired mode. Default is “2.4GHz (B+G+N)”. It is strongly
recommended that you set the Band to “2.4GHz (B+G+N)", and all of
802.11b, 802.11g, and 802.11n wireless stations can connect to the
WNRT-633.

B 2.4 GHz (B): 802.11b mode, rate is up to 11Mbps

B 2.4 GHz (G): 802.11g mode, rate is up to 54Mbps

B 2.4 GHz (N): 802.11n mode, rate is up to 300Mbps(2T2R)

B 2.4 GHz (B+G): 802.11b/g mode, rate is up to 11Mbps or 54Mbps

B 2.4 GHz (G+N): 802.11g/n mode, rate is up to 54Mbps or 300Mbps

B 2.4 GHz (B+G+N): 802.11b/g/n mode, rate is up to 11Mbps,
54Mbps, or 300Mbps

Mode There are four kinds of wireless mode selections:

mE AP

®m  Client

®  WDS

m  AP+WDS
If you select WDS or AP+WDS, please click “WDS Settings” submenu
for the related configuration. Furthermore, click the “Multiple AP”
button to enable multiple SSID function.

SSID The ID of the wireless network. User can access the wireless network

through it only. However, if you switch to Client Mode, this field
becomes the SSID of the AP you want to connect with.

Default: WNRT-633

Channel Width

You can select 20MHz or 40MHz.

Control Sideband

You can select Upper or Lower.

Channel Number

You can select the operating frequency of wireless network.

Broadcast SSID

If you enable “Broadcast SSID”, every wireless station located within
the coverage of the WNRT-633 can discover its signal easily. If you are
building a public wireless network, enabling this feature is
recommended. In private network, disabling “Broadcast SSID” can
provide better wireless network security.

Default is “Enabled”.

Data Rate

Set the wireless data transfer rate to a certain value. Since most of
wireless devices will negotiate with each other and pick a proper data
transfer rate automatically, it’s not necessary to change this value
unless you know what will happen after modification.

Default is “Auto”.
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Associated Clients

Click the ‘Show Active Clients button to show the status table of

active wireless clients.

Enable Universal
Repeater Mode

(Acting as AP and client

simultaneously)

Universal Repeater is a technology used to extend wireless coverage.
To enable Universal Repeater Mode, check the box and enter the
SSID you want to broadcast in the field below. Then please click
“Security” submenu for the related settings of the AP you want to
connect with.

| IEClient (Infrastructure

Combine the Wireless Router to the Ethernet devices such as TV, Game player, or HDD&DVD, to

make them be wireless stations.

Internet

Wireless Router

Game
WNRT-633 Console

Mode:

MHetwork
Type:

S5I:

Channel
Width:

Control
Sideband:

Channel
Hurmber:

Broadcast
S5I0;

Wy Tl ]
Data Rate:
T restrict:

R restrict:

Associated
Clients:

Client b

|Infrastruu::ture V|

PLAMET Add to Profile

Enabled »

Auto v

diEUEE

Mbps {0:no restrict)

Il

Mbps {0:no restrict)

-51-



User’'s Manual of WNRT-633

[0 Enable Mac Clone (Single Ethernet Client)

Enable Universal Repeater Mode {Acting as AP and
client simultaneouly’)
S5ID of Extended Interface:

WWHRT-E33 RFTO

[] Enable Wireless Profile
Wireless Profile List:

SSID Encrypt Select
PLAMNET WPAZ/AES ¥

[ Delete Selected ] [ Deletehll ]

Figure 5-5-3 Wireless Basic Settings-Client mode screenshot

The page includes the following fields:

Object Description

Disable Wireless LAN | Check the box to disable the wireless function.

Interface

Country Select your region from the pull-down list.

Band Select the desired mode. Default is “2.4GHz (B+G+N)". It is strongly
recommended that you set the Band to “2.4GHz (B+G+N)”, and all of
802.11b, 802.11g, and 802.11n wireless stations can connect to the
WNRT-633.

B 2.4 GHz (B): 802.11b mode, rate is up to 11Mbps

B 2.4 GHz (G): 802.11g mode, rate is up to 54Mbps

B 2.4 GHz (N): 802.11n mode, rate is up to 300Mbps(2T2R)

B 2.4 GHz (B+G): 802.11b/g mode, rate is up to 11Mbps or 54Mbps

B 2.4 GHz (G+N): 802.11g/n mode, rate is up to 54Mbps or 300Mbps

B 2.4 GHz (B+G+N): 802.11b/g/n mode, rate is up to 11Mbps,
54Mbps, or 300Mbps

Mode There are four kinds of wireless mode selections:

H AP

m  Client

m WDS

m  AP+WDS
If you select WDS or AP+WDS, please click “WDS Settings” submenu
for the related configuration. Furthermore, click the “Multiple AP”
button to enable multiple SSID function.

Network Type In Infrastructure, the wireless LAN serves as a wireless station. And
the user can use the PC equipped with the WNRT-633 to access the
wireless network via other access points. In Ad hoc, the wireless LAN

-52-



User’'s Manual of WNRT-633

will use the Ad-hoc mode to operate.
Default is “Infrastructure”.

Note: only while the wireless mode is set to “Client”, then the Network
Type can be configured.

SSID The ID of the wireless network. User can access the wireless network
through it only. However, if you switch to Client Mode, this field
becomes the SSID of the AP you want to connect with.

Default: WNRT-633

Broadcast SSID If you enable “Broadcast SSID”, every wireless station located within
the coverage of the WNRT-633 can discover its signal easily. If you are
building a public wireless network, enabling this feature is
recommended. In private network, disabling “Broadcast SSID” can
provide better wireless network security.

Default is “Enabled”.

Data Rate Set the wireless data transfer rate to a certain value. Since most of
wireless devices will negotiate with each other and pick a proper data
transfer rate automatically, it’s not necessary to change this value
unless you know what will happen after modification.

Default is “Auto”.

Enable Mac Clone Enable Mac Clone.
(Single Ethernet Client)

Connect this Wireless Router with up to 8 WDS-capable wireless routers to expand the scope of

network.

Internet
AP
“_~.L_ ,:,f' M’

Switch  Clients

CablE.—’xDSL Access Pomt
Modem WNRT-533
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]

Internet Clianits

-

Clients

<y

L1
e 4

J

J

Mode: WDS W Multiple AP
Netw::rk |Infrastructure |

Type:

SSID: IPLANET Add to Profile
Channel

width: A0MHz i

Control

Sideband:

Channel

HMumber: (.

Broadcast

SSID: Enabled

WM

Data Rate:

T# restrict: ICI Mbps (0:no restrict)

R¥ restrict: ICI Mbps (0:no restrict)
M.SDE'atEd showe Active Clients

Clients:

Enable Mac Clone (Single Ethernet Client)

Enable Universal Repeater Mode (Acting as AP and
client simultaneouly)
SSID of Extended Interface:

WNRT-E33 RPTO

| Add to Profile

Figure 5-5-4 Wireless Basic Settings-WDS mode screenshot

The page includes the following fields:

Description

Disable Wireless LAN | Check the box to disable the wireless function.
Interface
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Country

Select your region from the pull-down list.

This field specifies the region where the wireless function of the Router
can be used. It may be illegal to use the wireless function of the Router
in a region other than one of those specified in this field. If your country
or region is not listed, please contact your local government agency for
assistance.

Band

Select the desired mode. Default is “2.4GHz (B+G+N)”. It is strongly
recommended that you set the Band to “2.4GHz (B+G+N)", and all of
802.11b, 802.11g, and 802.11n wireless stations can connect to the
WNRT-633.

2.4 GHz (B): 802.11b mode, rate is up to 11Mbps

2.4 GHz (G): 802.11g mode, rate is up to 54Mbps

2.4 GHz (N): 802.11n mode, rate is up to 300Mbps(2T2R)

2.4 GHz (B+G): 802.11b/g mode, rate is up to 11Mbps or 54Mbps
2.4 GHz (G+N): 802.11g/n mode, rate is up to 54Mbps or 300Mbps
2.4 GHz (B+G+N): 802.11b/g/n mode, rate is up to 11Mbps,
54Mbps, or 300Mbps

Mode

There are four kinds of wireless mode selections:

mE AP

®m  Client

® WDS

m  AP+WDS

If you select WDS or AP+WDS, please click “WDS Settings” submenu
for the related configuration. Furthermore, click the “Multiple AP”
button to enable multiple SSID function.

Channel Width

You can select 20MHz or 40MHz.

Control Sideband

You can select Upper or Lower.

Channel Number

You can select the operating frequency of wireless network.

Data Rate

Set the wireless data transfer rate to a certain value. Since most of
wireless devices will negotiate with each other and pick a proper data
transfer rate automatically, it’s not necessary to change this value
unless you know what will happen after modification.

Default is “Auto”.
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_ AP+ WDS

Connect this Wireless Router with up to 8 WDS-capable wireless routers, and as another AP to

provide service for all wireless stations within its coverage.

WDS + Repeater Mode

ternet ﬁ
mene (ESN () )

\ _ Switch Clients
WNRT-633 // //ﬁr

Mode: AP+HNDS w Multiple AP

NEth'rk |Infrastructure |

Type:

SSID: WINRT-533 | Add to Profile
Channel

width: 40Mriz 8

Control

Sideband:

Channel

HMumber: (.

Broadcast

. Enabled =

WA Enabled

Data Rate:

T restrict: ICI Mbps (0 no restrict)
Rx restrict: ICI Mbps (0 no restrict)
associsted [Shnw Active Clients ]

Clients:

Enable Mac Clone (Single Ethernet Client)

[  Enable Universal Repeater Mode (Acting as 4P and
client simultaneouly)
SSID of Extended Interface:

WNRT-633 RPTO

| Add to Profile

Figure 5-5-5 Wireless Basic Settings-AP+WDS mode screenshot
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The page includes the following fields:

Object Description

Disable Wireless LAN | Check the box to disable the wireless function.

Interface

Country Select your region from the pull-down list.

This field specifies the region where the wireless function of the Router
can be used. It may be illegal to use the wireless function of the Router
in a region other than one of those specified in this field. If your country
or region is not listed, please contact your local government agency for
assistance.

Band Select the desired mode. Default is “2.4GHz (B+G+N)". It is strongly
recommended that you set the Band to “2.4GHz (B+G+N)”, and all of
802.11b, 802.11g, and 802.11n wireless stations can connect to the
WNRT-633.

B 2.4 GHz (B): 802.11b mode, rate is up to 11Mbps

B 2.4 GHz (G): 802.11g mode, rate is up to 54Mbps

B 2.4 GHz (N): 802.11n mode, rate is up to 300Mbps(2T2R)

B 2.4 GHz (B+G): 802.11b/g mode, rate is up to 11Mbps or 54Mbps

B 2.4 GHz (G+N): 802.11g/n mode, rate is up to 54Mbps or 300Mbps

B 2.4 GHz (B+G+N): 802.11b/g/n mode, rate is up to 11Mbps,
54Mbps, or 300Mbps

Mode There are four kinds of wireless mode selections:

mE AP

m  Client

m WDS

m  AP+WDS
If you select WDS or AP+WDS, please click “WDS Settings” submenu
for the related configuration. Furthermore, click the “Multiple AP”
button to enable multiple SSID function.

SSID The ID of the wireless network. User can access the wireless network
through it only. However, if you switch to Client Mode, this field
becomes the SSID of the AP you want to connect with.

Default: WNRT-633

Channel Width You can select 20MHz or 40MHz.

Control Sideband You can select Upper or Lower.

Channel Number You can select the operating frequency of wireless network.

Broadcast SSID If you enable “Broadcast SSID”, every wireless station located within
the coverage of the WNRT-633 can discover its signal easily. If you are
building a public wireless network, enabling this feature is
recommended. In private network, disabling “Broadcast SSID” can
provide better wireless network security.
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Default is “Enabled”.

Data Rate Set the wireless data transfer rate to a certain value. Since most of
wireless devices will negotiate with each other and pick a proper data
transfer rate automatically, it’s not necessary to change this value

unless you know what will happen after modification.

Default is “Auto”.

Associated Clients Click the ‘/Show Active Clients button to show the status table of

active wireless clients.

Enable Universal
Repeater Mode

Universal Repeater is a technology used to extend wireless coverage.
To enable Universal Repeater Mode, check the box and enter the

. . SSID you want to broadcast in the field below. Then please click
(Acting as AP and client

) “Security” submenu for the related settings of the AP you want to
simultaneously)

connect with.

5.5.2 Advanced

Choose menu “Wireless Setup-> Advanced Settings”, and you can configure the advanced settings
for the wireless network on this page. After the configuration, please click the “Apply” button to save
the settings.

These settings are only for more technically advanced users who have a
sufficient knowledge about wireless LAN. These settings should not be
changed unless you know what effect the changes will have on your Access

Access Control wWDSs Site Survey

Apply

Point.

Fragment Threshold: 2346 (256-2346)
RTS Threshold: 2347 {0_234?}
Beacon Interval: 100

(20-1024 ms)

Preamble Type: *Long Preamble () Short Preamble

IAPP: (®'Enabled  Disabled
Protection: (CEnabled ® Disabled
Aggregation: ® Enabled ( Disabled
Short GI: ® Enabled ( Disabled
WLAN Partition: O Enabled (& Disabled
STBC: (O Enabled &) Disabled
20/40MHz Coexist: CEnabled (@ Disabled
RF Output Power: ®100% O70% Os0% O35% O15%

Figure 5-5-6 Wireless Advanced Settings
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The page includes the following fields:

Object Description

Fragment Threshold You can specify the maximum size of packet during the fragmentation
of data to be transmitted. If you set this value too low, it will result in
bad performance.

Default is “2346".

RTS Threshold When the packet size is smaller than the RTS threshold, the access
point will not use the RTS/CTS mechanism to send this packet.
Default is “2347”.

Beacon Interval The interval of time that this access point broadcast a beacon. Beacon

is used to synchronize the wireless network. Default is “100”.

Preamble Type Preamble type defines the length of CRC block in the frames during
the wireless communication. “Short Preamble” is suitable for high
traffic wireless network. “Long Preamble” can provide more reliable
communication.

Default is “Long Preamble”.

IAPP IAPP (Inter-Access Point Protocol) enabled is recommendation that
describes an optional extension to IEEE 802.11 that provides wireless
access-point communications among multivendor systems.

Default is “Enabled”.

Protection It is recommended to enable the protection mechanism. This

mechanism can decrease the rate of data collision between 802.11b
and 802.11g wireless stations. When the protection mode is enabled,
the throughput of the AP will be a little lower due to many of frame
traffic should be transmitted.

Default is “Disabled”.

Aggregation It is a function where the values of multiple rows are grouped together.
Default is “Enabled”
Short GI It is used to set the time that the receiver waits for RF reflections to

settle out before sampling data.
Default is “Enabled”

WLAN Partition This feature also called “WLAN isolation” or “Block Relay”. If this is
enabled, wireless clients cannot exchange data through the
WNRT-633.
Default is “Disabled”.

STBC Activate Space Time Blocking Code (STBC) which does not need

channel statement information (CSlI).

Default Setting: "Disabled"

20/40MHz Coexist Configure 20/40MHz coexisting scheme.

If you set up as "Enabled", "20MHZz" and "40MHZz" will coexist.
Default Setting: "Disabled"

RF Output Power Users can adjust the wireless output power here.

Default is “100%”.
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5.5.3 Security

Choose menu “Wireless - Security”, and you can configure the settings of wireless security for the
wireless network on this page. After the configuration, please click the “Apply” button to save the

settings.

Basic Advanced Access Control wWDs Site Survey

This page allows vou setup the wireless security. Turn on WEP or WPA by Apply

using Encryption Keys could prevent any unauthorized access to your

wireless network.
R t
Salect 5gip: | RootAP-WNRT-633 »

Encryption: WPAZ w

Authentication Mode: O Enterprise (RADIUS) @ Personal (Pre-Shared
Key)

WPA2 Cipher Suite: TKIP [¥]AES

Pre-
P h

Shared Key Format: i i 3

Pre-Shared Key: sssnsnsns

(ol G [Fee]

Figure 5-5-7 Wireless Security Setup screenshot

The page includes the following fields:

Object Description

Select SSID Select the SSID you want to configure the wireless security function,
which includes the root one and the client one.

Encryption
No security setup for wireless connection.

It is based on the IEEE 802.11 standard. And the default setting of
authentication is Automatic, which can select Open System or

Shared Key authentication type automatically based on the wireless
station's capability and request. Furthermore, you can select Key
Length and enter 10 & 26 Hexadecimal digits (any combination of
0-9, a-f, A-F, zero key is not promoted) or 5 & 13 ASCII characters in
the Encryption Key field.
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WPA is a medium level encryption and is supported by most wireless
devices and operating systems.

WPAZ2 is a high level encryption and is supported by most wireless
devices and operating systems.

WPA /| WPA2 /| WPA-Mixed:

WPA Mixed Mode allows the use of both WPA and WPA2 at the same
time.

Authentication Mode Enterprise (RADIUS

When you select the authentication mode based on Enterprise (Radius
Server), please enter the IP Address, Port, and Password of the
Radius Server.

Personal (Pre-Shared Ke

When you select the other authentication mode based on Personal
(Pre-Shared Key), please enter at least 8 ASCIl characters
(Passphrase) or 64 Hexadecimal characters. All of the Cipher Suites
support TKIP and AES.

802.1x Authentication Enable 802.1x authentication function, then please enter the IP
Address, Port, and Password of the Radius Server.

5.5.4 Access Control

Choose menu “Wireless > Access Control”, you can choose to allow or deny the computer of
specified MAC address to connect with the WNRT-633 on this page. After the configuration, please
click the “Apply” button to save the settings.

Basic Advanced Security Access Control wWDs Site Survey

If you choose 'Allowed Listed’, only those clients whose wireless MAC Apply
addresses are in the access control list will be able to connect to your Access
Point. When 'Deny Listed' is selected, these wireless clients on the list will
not be able to connect the Access Point.
Wireless Access Control Mode: Disable b
Disable
MAC Address: “
Allow Listed
Comment: Deny Listed
MAC Address Comment Select

Figure 5-5-8 Wireless Access Control Setup screenshot
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The page includes the following fields:

Object Description

Wireless Access You can choose to set the Allowed-List, Denied-List, or disable this
Control Mode function.
MAC Address Enter the MAC address you want to allow or deny to connect to the
WNRT-633 in the field.
Comment You can make some comment on each MAC address on the list.

Current Access Control | You can select some MAC address, and click the “Delete Selected”
List button to delete it.
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5.5.5 WDS Settings

Wireless Distribution System (WDS) uses wireless media to communicate with other APs, like the
Ethernet does. To do this, you must set these APs in the same channel and set MAC address of

other APs which you want to communicate with in the table and then enable the WDS.

Internet

WDS Bridge-PtP Mode
@ =

~—
)
Cable/xDSL 7

Modem WNRT-633

o’

Switch Clients
Access Point

WDS Bridge-PtMP Mode

Internet

Switch Clients

WNRT-633 (( Sw,tchl cnentj
WDS + Repeater Mode
~ -
Internet =g
)))) (((( ;;;f Clients
/)
7

Before configuring the WDS Setting page, you have to select the wireless mode to “WDS” on the
Wireless -> Basic web page.
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Advanced Security Access Control WDS Site Survey

Wireless Basic Settings

This page is used to configure the parameters for wireless LAN clients which Apply
may connect to your Access Point, Here you may change wireless encryption
settings as well as wireless network parameters.

s
[l Disable Wirelass LAN Interface
Country: |TAIWAN V|
Band: (2.4 GHz (BHG+N) v |
rMode: WWhS h Multiple AP
Metwork AF

Clignt

Type:
SSID: APHWDE | Add to Profile

Figure 5-5-9 WDS Settings

Choose menu “Wireless > WDS Settings”, and you can configure WDS to connect the WNRT-633
with another AP on this page. After the configuration, please click the “Apply” button to save the
settings.

Basic Advanced Security Access Control wWDS Site Survey

WS Settings

Wireless Distribution System uses wireless media to communicate with Apply

other &Ps, like the Ethernet does. To do this, you must set these 4Ps in

the same channel and set MAC address of other APs which you want to
communicate with in the table and then enable the WDS,

Enable WDS
MaAC Address: || |

Data Rate:

Comment: | |

Feset

[Set Security ] [Shnw Statistics]

Current WDS AP List:

FMAC Address Tx Rate (Mbps) Comment Select
00:30:4f:81:08:c1 Auto ]
00:30:4f:11:22:33 ALto Whs-3 F
00:30:4f:22:33: 44 ALuto WhS-4 ]
00:30:4f:33:44: 55 Auto Whs-2 F

[Delete Selected ] [Delete Al ] [ Reset]

Figure 5-5-10 WDS Settings
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The page includes the following fields:

Object Description

Enable WDS Check the box to enable the WDS function. Please select WDS or
AP+WDS in the Mode of Wireless Basic Settings before you enable
WDS on this page.

MAC Address You can enter the MAC address of the AP you want to connect with.
Data Rate Default is “Auto”.
Comment You can make some comment for each MAC address on the list.

Set Security Click the “Set Security” button, then configure the wireless security

parameters of the AP you want to connect via WDS.
Show Statics Click the “Show Statics” button to show the WDS AP.

Current WDS AP List You can select some MAC address of the AP, and click the “Delete
Selected” button to delete it.

1.  WDS feature can only be implemented between 2 wireless devices that both
support the WDS feature. Plus, SSID, channel, security settings and security
key must be the same on both such devices.

To encrypt your wireless network, see sections 5.5.3. Do remember to reboot the

device after you save your wireless security settings; otherwise, the WDS feature

may not function.

5.5.6 Site Survey

Choose menu “Wireless > Site Survey” to scan the available local AP. If any Access Point is found,
you could choose any one to connect with manually when the Client Mode is enabled.

Basic Advanced Security Access Control WDS Site Survey

This page provides tool to scan the wireless network, If any Access Point ar
IBSS is found, you could choose to connect it manually when client mode is
enabled.

S5ID BSSID Channel || Type || Encrypt || Signal
| | | | | |
WHNRT-633 || 00:30:4f:91:1c: 4b (E&;lm} AP Wg‘;s' 72
g WA
i (era+ry | P PSK o4
| i * | [11e+cy| ap || wep || 38 |
| e | | tep+Gy | AP [wra-psk| 320 |
| . I la+cy | ap || wer || o |

Figure 5-5-11 Wireless Site Survey
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5.5.7 WPS

WPS (Wi-Fi Protected Setup) is designed to ease setup of security Wi-Fi networks and subsequently
network management. This Wireless Router supports WPS features for AP mode, AP+WDS mode,
Infrastructure-Client mode, and the wireless root interface of Universal Repeater mode.

WPS (Wi-Fi Protected Setup)
Quick & Easy Wireless Connection

STEP.2

STEP.1

/::"‘hh""‘-h._

Simply enter a PIN code or press the software PBC button or hardware WPS button (if any) and a
secure wireless connection is established.

B PBC: If you find the WPS LED blinking for 2 minutes after you press the hardware WPS
button on the device, it means that PBC encryption method is successfully enabled.
And an authentication will be performed between vyour router and the
WPS/PBC-enabled wireless client device during this time; if it succeeds, the wireless
client device connects to your device, and the WPS LED turns off. Repeat steps
mentioned above if you want to connect more wireless client devices to the device.

B PIN : To use this option, you must know the PIN code from the wireless client and enter it in
corresponding field on your device while using the same PIN code on client side for
such connection.

Choose menu “Wireless > WPS”, and you can configure the setting for WPS. After the configuration,
please click the “Apply” button to save the settings.

Basic Advanced Security Access Control WDS Site Survey WPS
This page allows you to change the setting for WPS {(\Wi-Fi Protected Setup), apply
Using this feature could let your wireless client automically syncronize its

setting and connect to the Access Point in a minute without any hassle,

[l pisable wes

WRS Status: Configured UniConfigured
[ Feset to UnCaonfigured ]

suto-lock-down
state: unlocked
Self-PIN Number: 46728470

Push Button

Configuration: SN EE

STOP WSC Stop WSC

Clignt PIM Mumber; Start PIM

Current Key Info:

|Authenticatinn ||En|:r\,fptinn ||Key |
lWPaz PSK |aES |ozzz190518 |

Figure 5-5-12 WPS (Wi-Fi Protected Setup)
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The page includes the following fields:

Object Description

Disable WPS You can check the box to disable the WPS function.
WPS Status Here you can check if the connection via WPS is established or not.
Self-PIN Number It is the PIN number of the WNRT-633 here.
Push Button Click the “Start PBC”, and then activate WPS as well in the client
Configuration device within 2 minutes.
Client PIN Number In addition to the PBC method, you can also use the PIN method to
activate the WPS. Just enter the PIN number of the client device in the
field, and click the “Start PIN” button.

The WPS encryption can be implemented only between your Router and another

WPS-capable device.
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5.5.8 Schedule

Wireless Schedules will enable or disable your wireless access at a set time based on your predefined

schedule. This feature is often used for restricting access to all users (such as children, employees,

guests) during specific times of the day for parental control or security reasons.

Choose menu “Wireless > Schedule”, and you can configure the schedule rule of enabling wireless

function. After the configuration, please click the “Apply” button to save the settings.

Basic Advanced

Security

Access Control

WDS

Site Survey

This page allows you setup the wireless schedule rule, Please do not forget

to configure system time before enahble this feature,

[l Enable Wireless Schedule

Enable Day

Sun

Sun

Sun

Sun

Sun

Sun

Sun

Sun

Sun

Sun

From

{hour)

{hour

{hour)

{hour?

{hour)

{hour?

{hour)

{hour?

{hour)

{hour)

{min’

{rnin’

{rmin’

{rnin’

{min’

{rnin’

{rmin’

{rnin’

{min’

{min}

To

{hour)

{hour’

{hour)

{hour’

{hour)

{hour’

{hour)

{hour’

{hour)

{hour’)

Figure 5-5-13 Wireless Schedule

{min’

{rnin’

{min’

{rnin’

{min’

{rnin’

{min’

{rnin’

{min’

{min}

Feset

Apply

will not function correctly.

When setting the Wireless Schedule, it is important to ensure that your System
Clock settings have been configured. If they have not, your Wireless Schedule
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5.6 Service Setup

5.6.1 Port Forwarding

Choose menu “Service Setup - Port Forwarding”, and you can configure to re-direct a particular
range of service port numbers from the Internet network to a particular LAN IP address. It helps users
to host some servers behind the firewall. After the configuration, please click the “Apply” button to save
the settings.

Port Forwarding DMZ

Entries in this table allow you to automatically redirect commaon netwark Apply
services to a specific machine behind the NAT firewall, These settings are only
necessary if you wish to host some sort of server like a web server or mail

server on the private local network behind your Gateway's NAT firewall, Reset

Enable Port Forwarding

IP Address:

Protocol: Bath 1+

Port Range: -

Comrment:

Local IP Address Protocol Port Range Camment Select
192.168.1.101 TCR+UDP 2888 Test ]
192.,168.1,102 LDP 2020 Web server F

Delete Selected ] [ Delete All ] [ Feset ]

Figure 5-6-1 Port Forwarding

The page includes the following fields:

Object Description

Enable Port Forwarding | Enable Port Forwarding function

IP Address Add LAN IP address of specified host or server on the private local
network
Protocol Select the port number protocol type (TCP, UDP or both). If you are

unsure, then leave it to the default both protocol

Port Range Add ports you want to control. For TCP and UDP Services, enter the
beginning of the range of port numbers used by the service. If the
service uses a single port number, enter it in both the start and finish
fields.

Comment The description of this setting
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Check the “Select” box of which rule you want to delete, and then click the “Delete Selected” button to

delete it.

5.6.2 DMZ

This page allows you to set a De-militarized Zone (DMZ) to separate internal network and Internet.

Choose menu “Service Setup > DMZ’, and you can configure the private IP address of DMZ. The
DMZ feature allows one local host to be exposed to the Internet for a special-purpose service such as
Internet gaming or video conferencing. After the configuration, please click the “Apply” button to save
the settings.

Port Forwarding DMZ
& Demilitarized Zone is used to provide Internet services without Apply

sacrificing unauthorized access to its local private netwark. Typically, the
DMZ host contains devices accessible to Internet traffic, such as Web

(HTTP ) servers, FTP servers, SMTP {e-mail) servers and DNS servers, Reset

Enable DMZ
ODMZ Host IP Address: (RS

Figure 5-6-2 DMZ

The page includes the following fields:

Object Description

Enable DMZ Check the box to enable DMZ function. If the DMZ Host Function is
enabled, it means that you set up DMZ host at a particular computer to
be exposed to the Internet so that some applications/software,

especially Internet / online game can have two way connections.

DMZ Host IP Address Enter the IP address of a particular host in your LAN which will receive
all the packets originally going to the WAN port / Public IP address

above.
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5.7 Security Setup

The Security Setup contains submenus of the settings about firewall and access filtering. Please refer

to the following sections for the details.

Security URL Filter MAC Filter IP Filter DoS ]
Wizard 4
Operation Mode
nable Ping Access on
L] Enable Ping & WM
WAN Setup
[l Enable Wweb Server Access an Wal
LAMN Setup Enable IPsec pass through an ¥PM connection
Wireless Setup Enable FPTP pass through on YPM connection
X Enable LETP pass through on ¥PH connection
Services Setup )
O Enable 1Pve pass through on YPM connection

Security Setup

Figure 5-7-1

5.7.1 Security

The Wireless router provides extensive firewall protection by restricting connection parameters to limit

the risk of intrusion and defending against a wide array of common hacker attacks.

URL Filter MAC Filter IP Filter DoS

Enable Ping Access on WaAN
Enable Web Server Access on WARN

Enable IPsec pass through on YPH connection
Enable PPTP pass through on YPM connection

Enable L2TP pass through on YPH connection

OFHEEOO

Enable IPvA pass through on ¥PH connection

Figure 5-7-2

The page includes the following fields:

Object Description

Enable IGMP Proxy Check the box to enable the IGMP Proxy function.
Enable Ping Access on WAN | Check the box to enable Ping access from the Internet Network.
Enable Web Server Access Check the box to enable the web server access of the
on WAN WNRT-633 from the Internet network.
Enable IPsec pass through Check the box to enable IPsec pass through function on VPN
on VPN connection connection.
Enable PPTP pass through Check the box to enable PPTP pass through function on VPN
on VPN connection connection.
Enable L2TP pass through on | Check the box to enable L2TP pass through function on VPN
VPN connection connection.
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Enable IPv6 pass through on | Check the box to enable IPv6 pass through function on VPN
VPN connection connection.

5.7.2 URL Filtering

URL filter is used to deny LAN users from accessing the internet. Block those URLs which contain

keywords listed below.

Choose menu “Security Setup - URL Filtering”, and you can configure which URL addresses to be
blocked. After the configuration, please click the “Apply” button to save the settings.

LIEL filter is used to deny LAMN users from accessing the internet. Block Apply
those URLs which contain keywords listed below,

Enable URL Filtering

@ deny url addressiblack list)
O allow url addressiwhite list)
LRL Address:

URL Address Select
sey O]
violence ]
Delete Selected ] [ Delete All ] [ Feset ]

Figure 5-7-3 URL Filtering

The page includes the following fields:

Object Description

Enable URL Filtering: Check this box to enable URL Filter function.
IP Address: The IP Address that you want to filter.
URL Address: The URL Address that you want to filter.

Check the “Select” box of which rule you want to delete, and then click the “Delete Selected” button to

delete it.

If you wish to block www.facebook.com, simply type in "facebook" and the

Wireless Router will block all websites with the text "facebook” in the URL.
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5.7.3 MAC Filtering

Entries in this table are used to restrict certain types of data packets from your local network to Internet
through the Wireless Router. Use of such filters can be helpful in securing or restricting your local

network.

Choose menu “Security Setup> MAC Filter”’, and you can configure which computer of the specified
MAC address to be restricted. After the configuration, please click the “Apply” button to save the
settings.

Security URL Filter MAC Filter IP Filter DoS
Entries in this table are used to restrict certain types of data packets Apply

fram your local netwaork to Internet through the Gateway. Use of such

filters can be helpful in securing or restricting your local network, Y

Enable MAC Filtering
MAC Address:

Comment:
MaAC Address Comment Select
00:30:4f: 3a:bh:co Jack's MB F
Delete Selected ] [ Delete All ] [ Feset ]

Figure 5-7-4 MAC Filtering

The page includes the following fields:

Object Description

Enable MAC Filtering Enable MAC filtering
MAC Address Add MAC address you want to control
Comment The description of this setting

Check the “Select” box of which rule you want to delete, and then click the “Delete Selected] button

to delete it.

5.7.4 IP Filtering

IP Filtering is used to block internet or network access to specific IP addresses on your local network.
The restricted user may still be able to login to the network but will not be able to access the internet.
To begin blocking access to an IP address, enable IP Filtering and enter the IP address of the user you

wish to block.
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Choose menu “Security Setup - IP Filter”, and you can configure which IP address and protocol to
be restricted. After the configuration, please click the “Apply” button to save the settings.

Security URL Filter MAC Filter IP Filter DoS

Entries in this tahle are used to restrict certain types of data packets from apply

your local network to Internet through the Gateway, Use of such filters can

be helpful in securing or restricting your local netwarl,
Reset

Enable IP Filtering
Loal IP Address:

Protocol:
Commmemnt: Jack's iPhone
Local IP Address Protocol Comment Select
192.168.1.200 TCP+LUDP Jack's PC Fl
Delete Selected ] [ Delete All ] [ Reset ]

Figure 5-7-5 IP Filtering

The page includes the following fields:

Object Description

Enable IP Filtering Check this box to enable IP Filter function
Local IP Address Add LAN IP address you want to control
Protocol Select the port number protocol type (TCP, UDP or both).

If you are unsure, then leave it to the default both protocol

Comment The description of this setting

Check the “Select” box of which rule you want to delete, and then click the “Delete Selected!” button

to delete it.

5.7.5 Denial of Service (DoS)

The Wireless Router can prevent specific DoS attacks from entering your network. A
"Denial-of-Service" (DoS) attack is characterized by an explicit attempt by hackers to prevent

legitimate users of a service from using that service.
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Choose menu “Security Setup = DoS” to configure the settings of DoS attack prevention. After the

configuration, please click the “Apply” button to save the settings.

Security URL Filter MAC Filter IP Filter m

A "denial-of-service" (DoS) attack is characterized by an explicit attempt by
hackers to prevent legitimate users of a service from using that service, Apply

Enable DoS Prevention

O] whale System Flood: SwH 0 Packets/Second
] whaole System Flood: FIN 0 Packets/Second
] whaole System Flood: UDP 0 Packets/Second
] whaole System Flood: ICMP 1l Packets/Second
[] Per-Source IP Flood: SYN 0 Packets/Second
] per-Source IF Flood: FIN 0 Packets/Second
] Per-Source IP Flood: UDP 0 Packets/Second
] Per-Source IP Flood: ICMP 0 Packets/Second
] TcpAUDP PortScan Low | Sensitivity

[ 1cmP Smurf

[] 1P Land

[ 1P Spoof

Ol e TearDrop

[ pingofoeath

L] TcP scan

] TCP synwithData
L] upP Bomb

[] upP Echochargen

| Select ALL | | Clear ALL

[ Enable Source 1P Blocking a0 Block time {sec)

Figure 5-7-6 Denial of Service

The page includes the following fields:

Description

Enable DoS Check to enable DoS function.

Prevention User may set other related configurations about DoS below
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5.8 Route Setup

Static routing is a special type of routing that can be applied in a network to reduce the problem of

routing selection and data flow overload caused by routing selection so as to improve the packets

forwarding speed. You can set the destination IP address, subnet mask, and gateway to specify a

routing rule. The destination IP address and subnet mask determine a destination network or host to

which the router sends packets through the gateway.

5.8.1 Router Setup

A static route is a pre-determined pathway that network information must travel to reach a specific host

or network.

Route Setup RIP Setup

This page is used to setup static route entry, G
Enahle Static Route
IP Address:
Subnet Mask:
Gateway:
Metric:
Interface: LAMN  »
Show Houte Table
HESHISTIQMLIS Metmask Gateway Metric Interface Select
Address
192.168.200.0 255,255, 255.0 197.168.1.253 1 F
172.16.1.0 255,255, 255.0 172.16.0,253 1 WA M F
Delete Selected ] [ Delete All ] [ FHeget ]

Figure 5-8-1 Routing Setup

The page includes the following fields:

Object Description

Enable Static Route Click this box to enable static route.

IP Address The network or host |P address desired to access.
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Subnet Mask The subnet mask of destination IP.

Gateway The gateway is the router or host’s IP address to which packet was
sent. It must be the same network segment with the WAN or LAN port.

Show Routing Table Clicking this button will show you all the routing table of the system.

Static Routing table It only shows the static routing table and you can delete one or all.

5.8.2 RIP Setup

The page is used to set up dynamic routing protocol or edit static route entry. After the configuration,
please click the “Apply” button to save the settings.

Foute Setup RIP Setup
This page is used to setup dynamic routing protocol,

. fifalal

Enable Dynamic Foute =2

MAT: i

| @ Enabled O Disabled S
Transmit: Disabled RIP 1 RIF 2
Receiva: @ Disabled COprip 1 OpRIp 2

Figure 5-8-2 RIP Setup

The page includes the following fields:

Object Description

Enable Dynamic Click this box to enable Dynamic Route.

Route
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5.9 QoS Setup

The QoS (Quality of Service) helps improve your network gaming performance by prioritizing
applications. By default the bandwidth control are disabled and application priority is not classified

automatically. In order to complete this settings, please follow the steps below.

Enable this function.
Enter the total speed or choose automatic mode.

Enter the IP address or MAC address user want to control.

A e nh =

Specify how to control this PC with this IP address or MAC address, including maximum or

minimum bandwidth, priority and its up/down speed.

After the configuration, please click the “Apply” button to save the settings.

Entries in this table improve your online gaming experience by ensuring Apply
that your game traffic is prioritized over other network traffic, such as
FTP or Web,

Enable Qos
Automatic Uplink Speed

Manual Uplink Speed (Kbps):

Automatic Downlink Speed

Manual Downlink Speed (Kbps):

o5 Rule setting:
Address Type: e Omac
Local IP Address: | | - | |

MaC Address: | |

Mode: |Guaranteed minirmum bandwidth V|

Uplink Bandwidth (Kbps?: [ ]
Downlink Bandwidth (Kbps: |:|

Current QJos Rules Table:

Local IP MAC Mode Liplink Diowenlink
Address Address Bandwidth Bandwidth

Delete Selected Delete All

Figure 5-9-1 QoS

Comment Select
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The page includes the following fields:

Object Description

Enable QoS

Check the box to enable the QoS function.

Automatic Uplink Speed

Check the box to adjust the uplink speed automatically by the
WNRT-633. Or enter the uplink data rate manually in the field below.

Automatic Downlink

Speed

Check the box to adjust the downlink speed automatically by the
WNRT-633. Or enter the downlink data rate manually in the field

below.

QoS Rule Setting

To set the priority rule, you can appoint the computer by IP address
or MAC address, and enter it in the correct field. Select minimum or
maximum bandwidth, and then fill the uplink and downlink data

rate into the field.

5.10 System

The System menu contains submenus of the general settings of the WNRT-633. Please refer to the

following sections for the details.

(9 PLANET

Metworking & Communication

Wizard

Time Zone Upgrade Firmware Save/Load Config Password ]

rJ

Operation Mode
WAN Setup

LAN Setup
Wireless Setup

Services Setup

Security Setup

Router Setup
QoS Setup

System

You can maintain the system time by synchronizing with a public time server
over the Internet.

¥r i2EI13 | Man |4 Day 29 Hr |18 | M
Current Time = = S— e
|22 |sec 33|
[ Copy Computer Time
Time Zone Select : | (GMT+08:00)Taipei c
Enable MTP client update
[0 automatically Adjust Daylight Saving
NTP server : ® [1925.41.41 - North America v |

Figure 5-10-1
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5.10.1 Time Zone Setting

This section assists you in setting the Wireless Router’s system time. You can either select to set the

time and date manually or automatically obtain the GMT time from Internet.
Choose menu “System > Time Zone Setting” to configure the system time. You can also maintain

the system time by synchronizing with a public time server over the Internet. After the configuration,

please click the “Apply” button to save the settings.

Upgrade Firmware Save/Load Config Password

You can maintain the system time by synchronizing with a public time server

appl

over the Internet,
¥r 2013 Man |4 Day |29 Hr |16 Mn -

Current Time :
22 Sec 33

Refresh
[ Copy Computer Time efres

Time Zone Select : | (GMTHE:00)Taipei bt

Enable NTP client update
Ol Automatically Adjust Daylight Saving
MTP server : @ [192.5.41.41 - Morth America

O (Manual IP Setting)

Figure 5-10-2 Time Zone Setting

The page includes the following fields:

Object Description

Time Zone Select Input current time manually.

Time Zone Select Select the time zone of the country you are currently in. The router will

set its time based on your selection.

Enable NTP client Check to enable NTP update. Once this function is enabled, Router will

update automatically update current time from NTP server.

NTP Server User may select prefer NTP sever or input address of NTP server
manually.

The configured time and date settings are lost when the Wireless Router is

powered off.

Note
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5.10.2 Upgrade Firmware

Firmware upgrade is released periodically to improve the functionality of your device and also to add

new features. If you run into a problem with a specific feature of the device, log on to our website

www.planet.com.tw to download the latest firmware to update your device.

Choose menu “System - Upgrade Firmware” to upgrade the firmware of the WNRT-633. Select the
new firmware file downloaded from the PLANET website, and then click {Upload” button to upgrade it.

Time Zone Upgrade Firmware Save/Load Config Password

This page allows you upgrade the Access Point firmware to new version. Upload

Please note, do not power off the device during the upload because it may

crash the system.
Firmware Version: v1.324.06NG

Select File: Brorwrse... |

Figure 5-10-3 Upgrade Firmware

Feset

The page includes the following fields:

Object Description

Select File Browse and select file you want to upgrade and press Upload to perform
upgrade.
Please wait till on screen shows related information after upgrade

is finished.

Do not disconnect the Wireless Router from your management PC (the PC you use
to configure the device) or power off it during the upgrade process; otherwise, it may
be permanently damaged. The Wireless Router will restart automatically when the

upgrade process, which takes several minutes, completes.

5.10.3 Save/Reload Settings

Choose menu “System - Save/Reload Settings” to back up or reset the configuration of the
WNRT-633.

Once you have configured the Wireless Router the way you want it, you can save these settings to a

configuration file on your local hard drive that can later be imported to your Wireless Router in case the

device is restored to factory default settings.
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Time Zone Upgrade Firmware Save/fLoad Config Password

This page allows you save current settings to a file or reload the settings
from the file which was saved previously. Besides, you could reset the
current configuration to factory default.

o
Save Settings to File:

Load Settings from T
: COWSE.

File: Upload

Reset Settings to

Default: Ll

Figure 5-10-4 Save/Reload Settings

The page includes the following fields:

Object Description

Save Settings to File Click the button to back up the configuration of the
WNRT-633. And then save the “config.dat” in your computer.

Load Settings from File | Select the configuration file of the WNRT-633, and then click the
button to reload the configuration back into the WNRT-633.

Reset Settings to Click the button to reset all settings of the WNRT-633 to
Default factory default.

Factory Default Settings:

User Name: admin
Password: admin

IP Address: 192.168.1.1
Subnet Mask: 255.255.255.0
SSID: WNRT-633

Wireless Security: None

To activate your settings, you need to reboot the Wireless Router after you reset it.
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5.10.4 Password

To ensure the Wireless Router’s security, you will be asked for your password when you access the
Wireless Router’s Web-based Utility. The default user name and password is “admin”. This page will

allow you to add or modify the user name and passwords.

Choose menu “System - Password’ to change the user name and password which is inputted to
access the web Ul of the WNRT-633.

Time Zone Upgrade Firmware Save/Load Config
This page is used to set the account to access the web server of Access FULT

Point. Empty user name and password will disable the protection.

User Mame: Feset
Mew Password:

Confirmed Password:

Figure 5-10-5 Password Setup

The page includes the following fields:

Object Description

User Name Enter user name.

New Password Input password for this user.

Confirmed Password Confirm password again.

For the sake of security, it is highly recommended that you change default login
password and user name.
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5.11 Status

You can use this function to realize the instantaneous information of the Wireless Router. The

Information displayed here may vary on different configurations.

5.11.1 Status

Choose menu “Status > Status” to show the current status and some basic settings of the
WNRT-633.

Statistics Log

Access Point Status

This page shows the current status and some basic settings of the device,

Uptime Oday:0h:2m: 53s

Firmware Yersion w1, 324.06MG

Build Time Mon Apr 29 15:25:44 C5T 2013
Mode AP

Band 2.4 GHz (B+G+M)

SSID WINRET-633

Channel Number 11

Encryption WP AZ

BS5ID 00:30:4f:81:98:c1

Associated Clients 2

Wireless Repeater Interface Configuration

Mode Infrastructure Client
S5ID WNET-632 RPTO
Encryption Disabled

B55ID 00:00:00:00:00: 00
State Scanning

attain IP Protocol Fized IP

IP Address 192.168.1.1
Subnet Mask 255,255.255.0
Default Gateway 192.1658.1.1

DHCP Server Enabled

MAC Address 00:30:4f:81:98:c1
WAN Configuration

attain IP Protocol PFPOE Connected
IP Address 1158.168.238.58
Subnet Mask 255,255,255, 255
Default Gateway 168.95,98.254
MAC Address 00 30:4f:81:98: 9

Figure 5-11-1 Status
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5.11.2 Statistics

Choose menu “Status > Statistics” to show the packet counters for transmission and reception

regarding wireless and Ethernet network.

This page shows the packet counters far transmission and reception
regarding to wireless and Ethernet netwarks.

Wireless LAMN

Wiraless Repeater LAN

Ethernet WA

Sent Packets 9190
focalved Packets 280411
Sent Packets 99831
focalved Packets 0

Sent Packets 0
focalved Packets 0

Figure 5-11-2 Statistics

The page includes the following fields:

Item Description

Wireless LAN It shows the statistic count of sent packets on the wireless LAN interface.
Sent Packets
Wireless LAN It shows the statistic count of received packets on the wireless LAN interface.

Received Packets

Ethernet WAN It shows the statistic count of sent packets on the Ethernet WAN interface.
Sent Packets
Ethernet WAN It shows the statistic count of received packets on the Ethernet WAN

Received Packets

interface.

Refresh

Click the refresh the statistic counters on the screen.

5.11.3Log

Choose menu “Management = Log” to configure the settings of system log. You can check the box of

the items you want to record it in the log. After the configuration, please click the “Apply” button to save

the settings.
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Status Statistics Log

This page can be used to set remote log server and show the system log. Apply

Enable Log
system all wireless DosS

Enable Remote Log Log Server IP Address:  |192.168.1.222)

Apr 29 15:25:458 ERealtek WLAN driver driver wversion 1.6 e
[2a012-12-04)

Apr 29 15:2Z5:48 Probing RTLE1S6 107100 NIC-kenel stack size
order[3] ...

Apr 29 15:25:483 chip name: S5196C, chip rewvid: 0

Apr 29 15:25:45 NoOT YET

Apr 29 15:25:483 ethl added. vwid=9 HMewmwber port O0x10...

Apr 29 15:25:48 ethl added. vid=3 Hewmber port Oxl...

Apr 29 15:25:48 ethi added. vid=9 Hewber port OxS...

Apr 29 15:25:48 ethi added. vid=9 Hewmber port Oxg...

Apr 29 15:25:458 ethd4 added. vid=9 Hewmber port OxZ...

Apr 29 15:25:48 ethi added. vid=29 Hewber port Ox0...

Apr 29 15:25:458 [peth0] added, mapping to [ethl]...

Apr 29 15:25:458 ERealtek FastPath:v1.03 W

[Refreah] [ Clear ]

Figure 5-11-3 System Log

The page includes the following fields:

Object Description

Enable Log Check to enable log function.
System all/Dos Select which log you want to check. Related information will be shown
below.
5.12Logout

Click “Logout” to log out the web Ul of the WNRT-633. And then click the “Apply” button for sure.

This page is used to logout, Apnply

Do you want to logout ?

Figure 5-12-1 Logout
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Chapter 6. Quick Connection to a Wireless Network

In the following sections, the default SSID of the WNRT-633 is configured to “default’.

6.1 Windows XP (Wireless Zero Configuration)

Step 1: Right-Click on the wireless network icon displayed in the system tray

Wireless Network Connection
Mot connected. Right-click here for more options.
EN B T PRUIGAR T % [©) % LEF 12:00

Figure 6-1-1

Step 2: Select [View Available Wireless Networks]

Step 3: Highlight and select the wireless network (SSID) to connect
(1) Select SSID [default]
(2) Click the [Connect] button

151 Wireless Network Connection gl

Network Tasks Choose a wireless network

g Refresh netywork list Click, an item in the list below to connect to a wireless network. in range or to get more
information,
»-i Set up a wireless netwaork, (( )) E = e
for a home or small office: ﬁ
Y Security-enabled wireless network (WPRA) Iluuu
Related Tasks ((ﬁ))
\1,) Learn about wireless Y Security-enabled wireless network l“!ﬂ
m=EHER T (== 5 B
(@)
i‘? “hange the order of s [l —
preferred netwiorks 't Security-enabled wireless netwoark, llul]

default

9 Change advanced
setkings

{(TJ)

P4

ou might need to enter

(g L

Figure 6-1-2
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Step 4: Enter the encryption key of the Wireless Router
(1) The Wireless Network Connection box will appear
(2) Enter the encryption key that configured in section 5.5.3
(3) Click the [Connect] button

Wireless Metwork Connection

The netwark 'default’ requires a network key (also called a WEP key or WPA key), &
network key helps prevent unknown intruders From connecting to this network,

Type the key, and then click Connect,

Metwork key: |-|||-|||-| |
Confirm network key: |.....".".. |
L_Q:unnect ] [ Cancel ]

Figure 6-1-3

Step 5: Check if “Connected” is displayed

15" Wireless Network Connection

Network Tasks Choose a wireless network

ﬂ Refresh network, lisk Click an item in the list below to connect ko a wireless netwark in range or to get more
infarmation,
<2 Set up a wireless netwark «@)) default Connected if:i’ b
Far a horme o small office ﬁ
' Security-enabled wireless network (WRA) III!H
Related Tasks ({tﬂ})
J,J Learn about wireless i’_.r"f' Security-enabled wireless network (WPA) lll]l][l
nebwarking .

({+))]
¢ Change the order of ﬁ

i ' )
't Security-enabled wireless netwiork
EEEE

preferred networks

@h Change advanced ({ ﬁ })

settings
(iﬁﬂ

(iﬁ})

& . )
. Securityv-enabled wireless network.

Unsecured wirgless network

Unsecured wireless network,

antll]
alll
aatll]

aallll g

Conneck

Figure 6-1-4
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Some laptops are equipped with a “Wireless ON/OFF” switch for the internal

wireless LAN. Make sure the hardware wireless switch is switch to “ON” position.

6.2 Windows 7 (WLAN AutoConfig)

WLAN AutoConfig service is built-in in Windows 7 that can be used to detect and connect to wireless

network. This built-in wireless network connection tool is similar to wireless zero configuration tool in
Windows XP.

Step 1: Right-Click on the network icon displayed in the system tray

Mot connected - Connections are available

CHegm (DS o .q 12:49 AM |
L CT W W 502011

Figure 6-2-1

Step 2: Highlight and select the wireless network (SSID) to connect
(1) Select SSID [default]
(2) Click the [Connect] button

r |
Mot connected s
I:E[[ﬂ Connections are available
Dial-up and VPN A
Office VPN B8 x
Wireless Metwork ~
default nL

= Marme; default
Signal Strength: Excellent
Security Type: WPA-PSK

Radio Type: 802.11n
- L S5ID: default

Open Metwork and Sharing Center

Figure 6-2-2
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Mot connected

I:E[[g Connections are available

Dial-up and VPN

Office VPN 248

Wireless Metwark

default M

Connect automatically

Open Metwork and Sharing Center

Figure 6-2-3

If you will be connecting to this Wireless Router in the future, check [Connect

automatically].

Step 4: Enter the encryption key of the Wireless Router
(1) The Connection to a Network box will appear
(2) Enter the encryption key that is configured in section 5.5.3
(3) Click the [OK] button

Type the network security key

Security key:

[ Hide characters

You can also connect by pushing the
p- butten on the router,

Figure 6-2-4
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r@ Connect to a Network ﬁ1

Connecting to default . ..

Figure 6-2-5

Step 5: Check if “Connected” is displayed

Currently connected to:

| default

Internet access

Dial-up and VPN

Wireless Metwaork

default 1':1“

) |

1'1!'.

f
1'1!'.

£
1'1!'.

Open Metwork and Sharing Center

Figure 6-2-6
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6.3 Mac OS X 10.x

In the following sections, the default SSID of the WNRT-633 is configured to “default”.

Step 1: Right-Click on the network icon displayed in the system tray

The AirPort Network Connection menu will appear

Do = 4 = m (Q Q

Figure 6-3-1

Step 2: Highlight and select the wireless network (SSID) to connect
(1) Select and SSID [default]
(2) Double-click on the selected SSID

AirPort: On
Turn AirPort Off

Join Other Network...
Create Network...
Open Network Preferences...

Figure 6-3-2
Step 4: Enter the encryption key of the Wireless Router

(4) Enter the encryption key that is configured in section 5.5.3
(1) Click the [OK] button
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., The network “default” requires a WPA
=

- password.

Password: ssessssss .I

[ | Shew password
@ Rermember this network

{Cancel :} ( Ok )

Figure 6-3-3

If you want to connect this Wireless Router in the future, check [Remember this

network].

Step 5: Check if the AirPort is connected to the selected wireless network.
If “Yes”, then there will be a “check” symbol in the front of the SSID.

AirPort: On
Turn AirPort Off

vdefault

DD

PPPRPDDD

Join Other Network...
Create Network...
Open Network Preferences...

Figure 6-3-4
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There is another way to configure the MAC OS X Wireless settings:

Step 1: Click and open the [System Preferences] by going to Apple > System Preference or

Applications

CRale) [z=] Applications —3
an El=mw [o]%-] Q '
¥ DEVICES M

| Macintosh HD — Uil

= pisk X

|'E | Rermote Disc £1

=1 300TCANP i e . ;

I mubli T Quick Note QuickTime Player Remote Desktop Safari

ey rubii = Connection
¥ SHARED

Bl 102 168.101.40 A& e ? : ; @
¥ PLACES wr 5 L / k 4

E Desktop ~—

" Stickies TextEdit Time Machine

1_’._\} <ent

=t [

[ bocuments e =1 C —
¥ SEARCH FOR e . \ A -
& 2 | - .

i A e -

(L) Yesterday Y Utilities VLC WindowKeys Windows .

(L) Past Week : Applications :
s 1 of 50 selected, 53.92 GE available e —

Figure 6-3-5

Step 2: Open Network Preference by clicking on the [Network] icon

[ o Nl N System Preferences
[ <[ »][ Showaun | Q
Personal

0 — 5 i -

& t .

& M B @ o @

Appearance  Deskiop & Dok Exposé & Language & Security Spatlight
Screen Sawver Spaces Text

Hardware

N ;.- - T, ﬁ Q

= =14

CDs & DVDs Displays Energy Keyboard Mouse Trackpad Print & Fax Sound

Internet & Wireless

ol 9 TS
MobileMe Network Bluetooth Sharing
System
(| g
2 & H @ % @
Accounts Date & Time Parental Software Speech Startup Disk Time Machine  Universal
Controls Update Access
Other
MacFUSE
Figure 6-3-6
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Location: [A.utomahc “
USB Ethernet :
b Mot Connected éIi} Status: On ( Turn AirPort Off )
AirPort is turned on but is not connected to
B02.11...dapter S
o Mot Connected é i> it '

—

aHumeVP‘N EEE B EE.
Not Connected = N = E
e &8s |

nd"“-\

BN BN o =

H EEE W =

" 5B &=

= &=

- &=

Join Other Network...
Create Network...

——r show Arfort status in e bar ®

ﬂﬁ Click the lock to prevent further changes. ( Assist me... ) C Revert ] li Apply j

Figure 6-3-7
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6.4 iPhone /iPod Touch / iPad

In the following sections, the default SSID of the WNRT-633 is configured to “default”.

Step 1: Tap the [Settings] icon displayed in the home screen

Figure 6-4-1

Step 2: Check Wi-Fi setting and select the available wireless network
(3) Tap [General] \ [Network]
(4) Tap [Wi-Fi]

If this is the first time to connect to the Wireless Router, it should show “Not Connected”.

10:35 AM
Settings General
Airplane Mode :F
E Wi-Fi Not Connected | About ? |
@ Notifications On R ’
G Carrier Sounds N

w Cellular Data

Network >
K ovness & Watpaper

Bluetooth off >
Picture Frame . uetoo |

— Location Services On »
General

Mail, Contacts, Calendars Spotlight Search 3

b;ﬁ Safari

Figure 6-4-2
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10:35 AM
Settings -q Network
kd Airplane Mode T oFF
— VPN Not C ted »
ﬁ Wi-Fi Not Connected ot bonnecte

@ Notifications o Wi-Fi Not Connected »

G Carrier

by cellular Data

H Brightness & Wallpaper

.Ei Picture Frame

Mail, Contacts, Calendars

kb,ﬂ Safari

Figure 6-4-3

Step 3: Tap the target wireless network (SSID) in “Choose a Network...”
(1) Turn on Wi-Fi by tapping “Wi-Fi”
(2) Select SSID [default]

11:23 PM
Settings Wi-Fi Networks

“ Airplane Mode OFF
. Wi-Fi 0
H Wi-Fi Not Connected - m_
Q Notifications on Choose a Network...

default a=
@ Location Services On erau ©
= Other... >
Wy Cellular Data
H Brightness & Wallpaper Ask to Join Networks m
.Q' Picture Frame Known networks will be joined automatically. If no

known networks are available, you will be asked
General before joining a new network.
Figure 6-4-4

Step 4: Enter the encryption key of the Wireless Router
(1) The password input screen will be displayed
(2) Enter the encryption key that is configured in section 4.4.3
(3) Tap the [Join] button
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11:20 PM

Enter the password for “default”

@ Enter Password

Password esessssess|

Figure 6-4-5

Step 5: Check if the iDevice is connected to the selected wireless network.
If “Yes”, then there will be a “check” symbol in the front of the SSID.

11:25 PM

Settings W Wi-Fi Networks

Airplane Mode | OFF

i Wi-Fi default Wi-Fi EN

@ Notifications On Choose a Network...
v default a= I
a Location Services On I Q
Other... >

Cellular Data

Q Brightness & Wallpaper Ask to Join Networks mu

Picture Frame Known networks will be joined automatically. If no
— known networks are available, you will be asked
E'R’I General before joining a new network.

Figure 6-4-6
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Appendix A: Troubleshooting

If you find the router is working improperly or stop responding to you, please read this troubleshooting
first before contacting the dealer for help,. Some problems can be solved by yourself within a very

short period of time.

Malfunction Solution

The WNRT-633 is not Please check the connection of power cord and network
responding to me when | want | cable of the WNRT-633. All cords and cables should be
to access it via web browser correctly and firmly inserted to the device.

If all LEDs on the WNRT-633 are off, please check the
status of power adapter, and make sure it is correctly
powered.

You must configure your PC to the same IP address section
as that of the WNRT-633.

Are you using MAC or IP address filter? Try to connect the
WNRT-633 by another computer and see if it works; if not,
please restore the WNRT-633 to factory default settings
(Press “reset” button for over 10 seconds).

Shift the hardware switch to Router Mode, and set your
computer to obtain an IP address automatically (DHCP),
and see if your computer can get an IP address.

If you just did firmware upgrade and this happens, contact
the dealer for help.

a. If all the above solutions don’t work, contact the dealer

for help.

Unable to get connected with a. Goto “Management - Status” submenu, and check the

the Internet WAN configuration status.

Please be patient, sometimes Internet is just that slow.

b. If you connect your computer to the Internet directly
before, try to do that again. And check if you can get
connected to the Internet with your computer directly
via the device provided by your local Internet service
provider.

c. Check the WAN access type (Static IP / Dynamic IP /
PPPoE / PPTP / L2TP), user name, password, and the
other parameters provided by your local ISP again.

d. Call your Internet service provider and check if there is
something wrong with their service.

e. Ifyou just can’t connect to one or more website, but you
can still use other internet services, please check URL
filter in the web UI.

f. Resetthe WNRT-633 to the factory default settings and
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try again later.

g. Reset the device provided by your Internet service
provider as well.
h. Try to use IP address instead of host name. If you can
access a remote server by an IP address but not by a
host name, please check the DNS setting.
Unable to be found by the a. Check if the “Broadcast SSID” is disabled.
wireless clients b. Are you too far from the WNRT-633? Try to get closer.
c. Please remember that you have to enter SSID to your
wireless client device manually, if SSID broadcast is
disabled.
File download is very slow a. Are you using QoS function? Please disable it and try

or breaks frequently

again.

Please be patient, sometime Internet is just that slow.

b. Resetthe WNRT-633 to the factory default settings and
see if it is better after that.

c. Try to know what other computers are doing in your
local area network. If someone is transferring big files,
other people will think Internet is really slow.

d. If this never happens before, call your Internet service
provider to check if there is something wrong with their
network.

Unable to login the web a. Make sure you are connecting to the correct IP address

management Ul: password is of the WNRT-633.

wrong b. Password is case-sensitive. Make sure the “Caps Lock”
light is not illuminated.

c. If you really forget the password, please do hardware
reset.

The device is getting hot. a. This is not a malfunction if you can keep your hand on
the case of the WNRT-633.

b. If you smell something wrong or see the smoke coming
out from the WNRT-633 or power adapter, please
disconnect the device and power adapter from power
(make sure it's safe before you're doing this!), and call
your dealer for help.

The date and time of all event | a. Adjust the internal clock of the WNRT-633.

logs are wrong
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Appendix B: Hardware Specifications

Product

WNRT-633
300Mbps 802.11n Wireless Gigabit Router

Hardware Specifications

WAN 1 x 10/100/1000Mbps Auto MDI/MDI-X RJ45 port
Interface LAN 4 x 10/100/1000Mbps Auto MDI/MDI-X RJ45 ports
Wireless 2 x detachable RP-SMA Connectors
Gain: 2 x 5dBi antennas
Antenna
Orientation: | Omni-directional

Reset / WPS button at rear panel

Standard

WPS / Reset Button ] Press for about 7 seconds to reset the device to factory default.
[ ] Press for 1 second to activate WPS function.

LED Indicators PWR, WPS, WLAN, WAN/LAN with green light

Material Plastic

Dimensions 154 x 106 x 27 mm (without antenna)

(W x D x H) 154 x 136 x 27 mm (with antenna)

Weight 212g
AC Input: 100~240V AC (50/60Hz)

Power Adapter

DC Output: 12V, 1A

Wireless Interface Specifications

Compliance with IEEE 802.11b/g/n

Frequency Band

2.4~2.4835GHz

Extend Frequency

DSSS

Modulation Type

DBPSK, DQPSK, QPSK, CCK and OFDM (BPSK/QPSK/16-QAM/ 64-QAM)

Data
Rates

Transmission

802.11n(40MHz):270/243/216/162/108/81/54/27Mbps
135/121.5/108/81/54/40.5/27/13.5Mbps (Dynamic)
802.11n(20MHz):130/117/104/78/52/39/26/13Mbps
65/58.5/52/39/26/19.5/13/6.5Mbps (Dynamic)
802.119:54/48/36/24/18/12/9/6Mbps (Dynamic)
802.11b:11/5.5/2/1Mbps (Dynamic)

Transmission

Indoor up to 100m

Distance outdoor up to 300m (it is limited to the environment)
America/ FCC: 2.412~2.462GHz (11 Channels)
Channel Europe/ ETSI: 2.412~2.472GHz (13 Channels)

Japan/ TELEC: 2.412~2.484GHz (14 Channels)

Max. RF Power

20 dBm max. (EIRP)

Receive Sensitivity

270M: -68dBm@10% PER
130M: -68dBm@10% PER
54M: -68dBm@10% PER
11M: -85dBm@8% PER

B Gateway(default)
Operation Mode M Bridge
B wsP
B AP B Repeater (WDS+AP)
Wireless Mode B Universal Repeater
B wDS

(AP+Client)
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WEP (64/128-bit) encryption security
WPA-Enterprise / WPA2-Enterprise (TKIP/AES)
WPA-Personal / WPA2-Personal (TKIP/AES)
802.1x Authentication

Encryption Security

Provides wireless LAN ACL (Access Control List) filtering

Wireless MAC address filtering

Supports WPS (Wi-Fi Protected Setup)

Enables/Disables SSID Broadcast

WMM(Wi-Fi Multimedia): 802.11e Wireless QoS

Wireless Advanced IAPP(Inter Access Point Protocol): 802.11f Wireless Roaming

Wireless Security

Provides Wireless Statistics
Shares data and Internet access for users, supporting the following internet
accesses:
B PPPoE
- M Dynamic IP
B Static IP

B PPTP

H L2TP
NAT firewall with SPI (Stateful Packet Inspection)
Built-in NAT server supporting Port Forwarding, and DMZ

Internet Connection

Firewall Built-in firewall with IP address/ MAC address/ Port/ URL filtering
Supports ICMP-FLOOD, UDP-FLOOD, TCP-SYN-FLOOD filter, DoS
protection

Routing Protocol Static / Dynamic (RIP1 and 2) Routing

VPN Pass-through PPTP, L2TP, IPSec, IPv6

Built-in DHCP server supporting static IP address distributing
Supports UPnP, Dynamic DNS

LAN Supports IGMP Proxy

Supports 802.1d STP (Spanning Tree)

IP / MAC-based Bandwidth Control

Web-based (HTTP) management interface

SNTP time synchronize

System Management
Easy firmware upgrade

System Log supports Remote Log
Standards Conformance

IEEE 802.11n (2T2R, up to 300Mbps)
IEEE 802.11g

IEEE 802.11b

IEEE Standards IEEE 802.11i

IEEE 802.3 10Base-T

IEEE 802.3u 100Base-TX

IEEE 802.3x Flow Control

Other Protocols and
CSMA/CA, CSMA/CD, TCP/IP, DHCP, ICMP, NAT, PPPoE, SNTP
Standards

Environment

Operating: 0 ~ 40 degrees C
Temperature
Storage: -40 ~ 70 degrees C

Operating: 10 ~ 90% (Non-Condensing)

Humidit
4 Storage: 5 ~ 90% (Non-Condensing)
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Appendix C: Planet Smart Discovery Utility

To easily list the WNRT-633 in your Ethernet environment, the Planet Smart Discovery Utility from

user’s manual CD-ROM is an ideal solution.

The following installation instructions guide you to running the Planet Smart Discovery Utility.

Step 1: Deposit the Planet Smart Discovery Utility in administrator PC.

Step 2: Run this utility and the following screen appears.

Planet_TTility gxe
PLANET Corp.

Step 3: Press “Refresh” button for current connected devices in the discovery list as shown in the

following screen:

«& PLANET Smart Discovery Lite

File Option Help
J Refresh x| Exit 9 PLmeT
Ketworking & Communicatisn
MALC Address Device Mame  |Verzsion DewicelP NewPa&swordl IP Address Mettd azk |Gateway IDescription I
1 |00-30-4F-E7-4E-96 |GSW-24045F |+21b0805230 (101,233 1011233 |255.285.254.00101.1.233 | GSW-24045F
2 |00-30-4F-B3-54-BC | GSW-24045F | Wer2 0bOBO103H10.1.1.232 1011232 |286 28R 284 0010112564 |GSW-24045F
I3 00-30-4F-81-96-C1 |wWHRT-E33 w1 324 0BNG  |192.168.1.1 192168.1.1 255 255.255.0/192.168.1.1 WwWNRT-E33 |
Select Adapter 1192.188.1.11 [O0:30:4F-9E:B7:24) LJ |7 Contral Packet Force Broadcast
Update Device Update kulti Update All Connect to Device
Device : WHET-633 (00-30-4F-81-96-C13 et Device Information done.

Step 3: Press “Connect to Device” button and then the Web login screen appears.

% J] The fields in white background can be modified directly, and then you can apply the new
=
setting by clicking the “Update Device” button.

MNate
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Appendix D: Glossary

> 80211n - 802.11n builds upon previous 802.11 standards by adding MIMO
(multiple-input multiple-output). MIMO uses multiple transmitter and receiver antennas to
allow for increased data throughput via spatial multiplexing and increased range by
exploiting the spatial diversity, perhaps through coding schemes like Alamouti coding.
The Enhanced Wireless Consortium (EWC) [3] was formed to help accelerate the IEEE
802.11n development process and promote a technology specification for
interoperability of next-generation wireless local area networking (WLAN) products.

» 802.11b - The 802.11b standard specifies a wireless networking at 11 Mbps using
direct-sequence spread-spectrum (DSSS) technology and operating in the unlicensed
radio spectrum at 2.4GHz, and WEP encryption for security. 802.11b networks are also
referred to as Wi-Fi networks.

> 802.11g - specification for wireless networking at 54 Mbps using direct-sequence
spread-spectrum (DSSS) technology, using OFDM modulation and operating in the
unlicensed radio spectrum at 2.4GHz, and backward compatibility with IEEE 802.11b
devices, and WEP encryption for security.

> DDNS (Dynamic Domain Name System) - The capability of assigning a fixed host and

domain name to a dynamic Internet IP Address.

> DHCP (Dynamic Host Configuration Protocol) - A protocol that automatically configure the

TCP/IP parameters for the all the PC(s) that are connected to a DHCP server.

> DMZ (Demilitarized Zone) - A Demilitarized Zone allows one local host to be exposed to the

Internet for a special-purpose service such as Internet gaming or videoconferencing.

> DNS (Domain Name System) - An Internet Service that translates the names of websites into

IP addresses.
> Domain Name - A descriptive name for an address or group of addresses on the Internet.

> DSL (Digital Subscriber Line) - A technology that allows data to be sent or received over

existing traditional phone lines.
> ISP (Internet Service Provider) - A company that provides access to the Internet.

> MTU (Maximum Transmission Unit) - The size in bytes of the largest packet that can be

transmitted.

>  NAT (Network Address Translation) - NAT technology translates IP addresses of a local area

network to a different IP address for the Internet.

> PPPoE (Point to Point Protocol over Ethernet) - PPPoE is a protocol for connecting remote

hosts to the Internet over an always-on connection by simulating a dial-up connection.

> SSID - A Service Set Identification is a thirty-two character (maximum) alphanumeric key

-104-



User’'s Manual of WNRT-633

identifying a wireless local area network. For the wireless devices in a network to
communicate with each other, all devices must be configured with the same SSID. This is
typically the configuration parameter for a wireless PC card. It corresponds to the ESSID in

the wireless Access Point and to the wireless network name.

WEP (Wired Equivalent Privacy) - A data privacy mechanism based on a 64-bit or 128-bit or
152-bit shared key algorithm, as described in the IEEE 802.11 standard.

Wi-Fi - A trade name for the 802.11b wireless networking standard, given by the Wireless
Ethernet Compatibility Alliance (WECA, see http://www.wi-fi.net), an industry standards

group promoting interoperability among 802.11b devices.

> WLAN (Wireless Local Area Network) - A group of computers and associated devices
communicate with each other wirelessly, which network serving users are limited in a

local area.
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() PLANET

Networking & Communication

EC Declaration of Conformity

For the following equipment:

*Type of Product: ~ 300Mbps 802.11n Wireless Gigabit Broadband Router
*Model Number: WNRT-633

* Produced by:

Manufacturer‘'s Name :  Planet Technology Corp.

Manufacturer‘s Address:  10F., N0.96, Minquan Rd., Xindian Dist.,
New Taipei City 231, Taiwan (R.0.C.)

is herewith confirmed to comply with the requirements set out in the Council Directive on the
Approximation of the Laws of the Member States relating to 1999/5/EC R&TTE.
For the evaluation regarding the R&TTE the following standards were applied:

EN 300 328 VV1.7.1 (2006-10)
EN 301 489-17 V2.1.1 (2009-05)
EN 301 489-1 V1.9.2 (2011-09)
EN 55022 (2010)
EN 61000-3-2 (2006 + A1:2009 + A2:2009)
EN 61000-3-3 (2008)
EN 55024 (2010)
EN 61000-4-2 (2008)
EN 61000-4-3 (2010)
EN 61000-4-4 (2004 + A1:2010)
EN 61000-4-5 (2005)
EN 61000-4-6 (2008)
EN 61000-4-8 (2009)
EN 61000-4-11 (2004)
EN 60950-1 (2006 + A11:2000)

Responsible for marking this declaration if the:

Manufacturer O Authorized representative established within the EU

Authorized representative established within the EU (if applicable):

Company Name: Planet Technology Corp.

Company Address:  10F., No.96, Minquan Rd., Xindian Dist., New Taipei City 231, Taiwan (R.0.C.)
Person responsible for making this declaration

Name, Surname Kent Kang

Position / Title : Product Manager
Taiwan 17* June, 2013 /fm;( ;ﬁwﬂ; '
4 v
Place Date Legal Signature

PLANET TECHNOLOGY CORPORATION

e-mail: sales@planet.com.tw  http://www.planet.com.tw
10F., No.96, Minquan Rd., Xindian Dist., New Taipei City, Taiwan, R.O.C. Tel:886-2-2219-9518 Fax:886-2-2219-9528
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EC Declaration of Conformity

Full version of our declaration and detailed regulatory information can be found at planet.com.tw

English Hereby, PLANE_T Technology Corporation, Lietuviskai Siuo PLANET Technology Corporation,, skelbia

giﬂat‘;i}sist?r?i:?rﬁ ?Igig(: ui‘t’:':ﬁée:;grﬁ:r't kad 802.11n Wireless Gigabit Router tenkina visus
: P . svarbiausius 1999/5/EC direktyvos reikalavimus ir

requirements and other relevant provisions of kitas svarbias nuostatas

Directive 1999/5/EC. ’

Cesky Spole¢nost PLANET Technology Corporation, Magyar A gyarté PLANET Technology Corporation, kijelenti,
timto prohlasuje, Ze tato 802.11n Wireless Gigabit hogy ez a 802.11n Wireless Gigabit Router megfelel
Router splriuje zakladni pozadavky a dalSi az 1999/5/EK iranyelv alapkdvetelményeinek és a
pFisluSna ustanoveni smérnice 1999/5/EC. kapcsolodo rendelkezéseknek.

Dansk . Malti Hawnhekk, PLANET Technology Corporation,
PLANET Technology Corporation, erkleerer jiddikjara i dan 802.11n Wireless Gigabit Router
herved, at falgende udstyr 802.11n Wireless iikkonforma mal-htidiiiet essenziali u ma
Gigabit Router overholder de vaesentlige krav og ] . . gy 1z A .

f R provvedimenti ohrajn relevanti li hemm fid-Dirrettiva
gvrige relevante krav i direktiv 1999/5/EF 1999/5/EC
Hiermit erklart PLANET Technology Corporation,

Deutsch h : - > - t Nederlands
gisust:ﬁz ?Jlisefziri?iﬁ:nsfrfjr:l?t \é\grl;eless Gigabit Hierbij verklaart , PLANET Technology orporation,
grundlegenden Anforderungen und den anderen dat 802.11n Wireless Gigabit Router in
relevanten overeenstemming is met de essentiéle eisen en de
Vorschriften der Richtlinie 1999/5/EG befindet". andere relevante bepalingen van richtlijn 1999/5/EG
(BMWi)

Eestikeeles | Kaesolevaga kinnitab PLANET Technology Polski L ) .

- " ; . Niniejszym firma PLANET Technology Corporation,
gg:':::?/g:;’beéEfsosgzNgunka:ﬂﬁ:Etﬁigab't os$wiadcza, ze 802.11n Wireless Gigabit Router
1999/5/EC p()hinéuetgle ja musdele lulistele spefnia wszystkie istotne wymogi i klauzule zawarte w
tingimustele. dokumencie ,Directive 1999/5/EC”.
< ME THN MAPOYZA , PLANET Technology a
EAAnvIKa Portugués

n Corporation, AHAQNEI OTI AYTO 802.11n 9 PLANET Technology Corporation, declara que este
Wireless Gigabit Router>YMMOP®QNETAI 802.11n Wireless Gigabit Router esta conforme com
MPOZ TIZ OYZIQAEIZ ATIAITHZEIZ KAI TIXZ 0s requisitos essenciais e outras disposi¢des da
NOIMNES Directiva 1999/5/CE.
SXETIKES AIATAZEIZ TH> OAHIAZ 1999/5/EK

Espaiiol Por medio de la presente, PLANET Technology Slovensky
Corporation, declara que 802.11n Wireless Vyrobca PLANET Technology Corporation, tymto
Gigabit Router cumple con los requisitos deklaruje, Ze tato 802.11n Wireless Gigabit Router
esenciales y cualesquiera otras disposiciones je v sulade so zakladnymi poziadavkami a dalSimi
aplicables o exigibles de relevantnymi predpismi smernice 1999/5/EC.
la Directiva 1999/5/CE

Francais Par la pré_sente,’PLANET Technolog_y Slovensko PLANET Technology Corporation, s tem potrjuje
\cl:vci):glzrsastlg?,ad:i?;fuizf E':;f ggr?fr;':issuas&z'"n da je ta 802.11n Wireless Gigabit Router skladen/a

) gabit . o z osnovnimi zahtevami in ustreznimi dolocili Direktive
exigences essentielles et aux autres dispositions 1999/5/EC
pertinentes de la directive 1999/5/CE ’

Italiano Con la presente , PLANET Technology Suomi
Corporation, dichiara che questo 802.11n PLANET Technology Corporation, vakuuttaa taten
Wireless Gigabit Router € conforme ai requisiti etta 802.11n Wireless Gigabit Router tyyppinen laite
essenziali ed alle altre disposizioni pertinenti on direktiivin 1999/5/EY oleellisten vaatimusten ja sita
stabilite dalla direttiva koskevien direktiivin muiden ehtojen mukainen.
1999/5/CE.

Latviski Ar 80 PLANET Technology Corporation, Svenska Harmed intygar, PLANET Technology Corporation,

apliecina, ka 1  802.11n Wireless Gigabit
Router atbilst Direktivas 1999/5/EK
pamatprasibam un citiem atbilstoSiem
noteikumiem.

att denna 802.11n Wireless Gigabit Router star i
oOverensstammelse med de vasentliga egenskapskrav
och Ovriga relevanta bestammelser som framgar av
direktiv 1999/5/EG.
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