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Copyright

Copyright © 2014 by PLANET Technology Corp. All rights reserved. No part of this publication may be
reproduced, transmitted, transcribed, stored in a retrieval system, or translated into any language or computer
language, in any form or by any means, electronic, mechanical, magnetic, optical, chemical, manual or
otherwise, without the prior written permission of PLANET.

PLANET makes no representations or warranties, either expressed or implied, with respect to the contents
hereof and specifically disclaims any warranties, merchantability or fitness for any particular purpose. Any
software described in this manual is sold or licensed "as is". Should the programs prove defective following their
purchase, the buyer (and not this company, its distributor, or its dealer) assumes the entire cost of all necessary
servicing, repair, and any incidental or consequential damages resulting from any defect in the software. Further,
this company reserves the right to revise this publication and to make changes from time to time in the contents
hereof without obligation to notify any person of such revision or changes.

All brand and product names mentioned in this manual are trademarks and/or registered trademarks of their
respective holders.

Federal Communication Commission Interference Statement

This equipment has been tested and found to comply with the limits for a Class B digital device, pursuant to Part

15 of FCC Rules. These limits are designed to provide reasonable protection against harmful

C interference in a residential installation. This equipment generates, uses, and can radiate radio

frequency energy and, if not installed and used in accordance with the instructions, may cause

harmful interference to radio communications. However, there is no guarantee that interference will not occur in

a particular installation. If this equipment does cause harmful interference to radio or television reception, which

can be determined by turning the equipment off and on, the user is encouraged to try to correct the interference
by one or more of the following measures:

1. Reorient or relocate the receiving antenna.
2. Increase the separation between the equipment and receiver.
3. Connect the equipment to an outlet on a circuit different from that to which the receiver is connected.

4. Consult the dealer or an experienced radio technician for help.

FCC Caution:

To assure continued compliance, for example, use only shielded interface cables when connecting to computer
or peripheral devices. Any changes or modifications not expressly approved by the party responsible for
compliance could void the user’s authority to operate the equipment.
This device complies with Part 15 of the FCC Rules. Operation is subject to the following two conditions:

(1) This device may not cause harmful interference.

(2) This device must accept any interference received, including interference that may cause undesired
operation.



Federal Communication Commission (FCC) Radiation Exposure Statement

This equipment complies with FCC radiation exposure set forth for an uncontrolled environment. In order to

avoid the possibility of exceeding the FCC radio frequency exposure limits, human proximity to the antenna

shall not be less than 20 cm (8 inches) during normal operation.

R&TTE Compliance Statement

This equipment complies with all the requirements of DIRECTIVE 1999/5/CE OF THE EUROPEAN
PARLIAMENT AND THE COUNCIL OF 9 March 1999 on radio equipment and telecommunication terminal
equipment and the mutual recognition of their conformity (R&TTE).

The R&TTE Directive repeals and replaces in the directive 98/13/EEC (Telecommunications Terminal

Equipment and Satellite Earth Station Equipment) as of April 8, 2000.

Safety

This equipment is designed with the utmost care for the safety of those who install and use it. However, special

attention must be paid to the dangers of electric shock and static electricity when working with electrical

equipment. All guidelines of this and of the computer manufacture must therefore be allowed at all times to

ensure the safe use of the equipment.

National Restrictions

This device is intended for home and office use in all EU countries (and other countries following the EU
directive 1999/5/EC) without any limitation except for the countries mentioned below:

Country Restriction Reason/remarks

General authorization required for outdoor use and
Bulgaria None ) )

public service

o Military radio location use. Refarming of the 2.4 GHz
Outdoor use limited to 10 o

band has been ongoing in recent years to allow the
France mW e.irp. within the ) ) ]

current relaxed regulation. Full implementation planned

2454-2483.5 MHz band

in 2012

If used outside of own premises, general authorization is
Italy None )

required

General authorization required for network and service
Luxembourg None

supply (not for spectrum)

This subsection does not apply for the geographical area
Norway Implemented

within a radius of 20 km from the centre of Ny-Alesund
Russian None Only for indoor applications
Federation

Note: Please don’t use the product outdoors in France.

WEEE Regulations

To avoid the potential effects on the environment and human health as a result of the presence of

hazardous substances in electrical and electronic equipment, end users of electrical and electronic

equipment should understand the meaning of the crossed-out wheeled bin symbol. Do not dispose of

WEEE as unsorted municipal waste and have to collect such WEEE separately.
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Chapter 1. Product Introduction

1.1 Package Contents
Thank you for choosing PLANET EPN-402NV. Before installing the ONU, please verify the contents inside the

package box.

EPN-402NV Quick Installation Guide

5%
Power Adapter Ethernet Cable
! [ "'n
I
RJ45 Cable
12V DC, 1A
100~240V AC

If there is any item missing or damaged, please contact the seller immediately.
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1.2 Product Description

Perfectly Designed for Fiber to the Home Applications

PLANET EPN-402NV is a fiber to the home (FTTH) broadband access equipment type. With built-in 1.25Gbps
GEPON fiber interface, the EPN-402NV supports different optic types for WAN and the distance can be up to
20km through the fiber connection. It can handle multiple high-throughput services such as IPTV, on-line
gaming, VoIP and Internet access, and keep the bandwidth usage smoothly via its QoS features. Thus, with the
advantages of high reliability and scalability, the EPN-402NV can further be applied in the network of SOHO

(small office or home office) or small businesses that provide high-performance access services.

Fiber To The Home
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Cost-effective Network Connection Solution

With the growing network services such as HDTV, IPTV, voice over IP (VolP) and multimedia broadband
applications, the demand for broadband use has increased tremendously. The Passive Optical Network (PON)
is the most promising NGN (Next Generation Networking) technology. As compared to other broadband access
technologies such as xDSL and cable modem, the Passive Optical Network (PON) technology offers some
competitive advantages, including a long-term life expectancy of the fiber infrastructure, lower operating costs
through the reduction of “active” components, support up to 20km distance between equipment nodes, and most

importantly, provide much greater bandwidth.
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Flexibility and Extension solution

PLANET EPN-402NV provides ultra high-speed Internet connection with PLANET OLT (EPL-2000) via the new
GEPON technology. The upstream and downstream transmission speed provided is up to 1.25Gbps and its
maximum distance can be 20km. Through the PON technology, the EPN-402NV can receive and deliver
high-speed voice, data and video services. It offers competitive advantages including a long-term life expectancy
of the fiber infrastructure, lower operating costs from the reduction of “active” components, easy Installation and
maintenance, and most importantly, offering a much greater and more stable bandwidth. The EPN-402NV is the
perfect solution working with PLANET OLT EPL-2000 to offer benefits of cost-effectiveness, scalability and

flexibility to network deployment.

High-speed 802.11n Wireless Type

With built-in IEEE 802.11b/g and 802.11n wireless network capabilities, the EPN-402NV allows any computer
and wireless-enabled network device to connect to it without additional cabling. 802.11n wireless capability
brings users the speed of wireless data transmission rate to as high as 300Mbps. The radio coverage is also

doubled to offer strong wireless connection even in widely spacious offices or houses.

802.11n
802.11g 54Mbps

802.11b

*Theory Value

Standard Compliance with FXS Port

The EPN-402NV provides two FXS ports that can easily integrate with general voice over IP system. The
EPN-402NV makes it simple for the enterprise featuring voice and data system or expanding voice system to

new locations. It helps you to save money on long-distance calls; for example, the remote users can dial in
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through a Unified VolP Communication System just like an extension call but no long-distance call charge would

occur.

Robust ONU Management

The EPN-402NV is designed to work with PLANET OLT EPL-2000 to provide robust FTTx applications. With the
Element Management System (EMS) built in the EPL-2000, the administrators can manage and configure the
facilities such as adding or removing PLANET OLTs and ONUs to or from the network architecture easily and
economically. The EMS also supports many operating and monitoring functions for efficient ONU management
including ONU auto-detection, auto-registration, testing link connection, binding MAC address, loopback test

and filtration, bandwidth control, flow control, and multicast stream control.

7 Element Management System
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1.3 Product Features

° GEPON
B Supports 802.3ah CTC external OAM
B 1 x SC type GEPON port
B Up to 1.25Gbps upstream and downstream
®  Upto 20km
B Supports 128-bit triple churning algorithm
B Supports dying gasp
° Ethernet
B Supports 802.1Q VLAN, QoS
B Supports broadcast storm protection
B Supports bandwidth control
B Supports IGMP snooping/proxy
B Supports IPv4/IPv6
o VolP
B Supports G.711 alu law, G.712, G.729a code/decode
®m  Supports VAD, CNG
B Supports G.711/T.38 fax
B Supports SIP/H.248/MGCP
o Wireless
®  Up to 300Mbps bandwidth
®m  Compatible with 802.11b/g/n
®  Compatible with equipment working on 2.4G Hz
B Supports WPS
) Physical Hardware
B 4 x 10/100Mbps Fast Ethernet port
B 2 xFXS port
B 1 x Reset Button
B 1 x Power Connector
° Features
B Dynamic Bandwidth Allocation (DBA) support
B |EEE 802.3ah compliant Forward Error Correction (FEC)
B Enhanced IGMP feature
B 1.5MB of integrated packet buffering
B Supports Layer-2/3/4 classification rules
B Supports IEEE 802.3x flow control
[

Internal Management Information Base (MIB) counters for network statistics
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1.4 Product Specifications

Product
Hardware Specifications

Transmission Speed

EPN-402NV
GEPON Wi-Fi ONU

Downstream: 1.25 Gbps
Upstream: 1.25 Gbps

EMS Utility Specifications

ONU Feature

Standard

PON Port 1 x PON Port

Port Ethernet Port 4 x RJ45 (10/100Base-TX)
o

FXS Port 2 x RJ11 Port

USB Port 1 x USB 2.0 Port Type A, 5V 500mA
Optic Wavelength TX:1310mm

RX:1480mm

Optical Receive Sensitivity -25 dBm
Dimensions (W x D x H) 190 x 137 x 48 mm
Weight 350g
Power Input 12V DC, 1A
Power Consumption 12W

Wireless Interface Specifications

Supports IGMP Snooping

Supports MLD Snooping

Supports 802.3ah CTC external OAM

Supports DBA algorithm

Supports 128-bit triple churning algorithm

Supports dying gasp IEEE 802.3ah compliant forward error
Correction (FEC)

Supports TR-069

Compliant with IEEE 802.11b/g/n

Frequency Band

2.4~2.4835GHz

Antenna

Gain: 3 dBi internal antennas

Extended Frequency

DSSS

Modulation Type

DBPSK, DQPSK, QPSK, CCK and OFDM (BPSK/QPSK/16-QAM/
64-QAM)

Data Transmission Rates

802.11n (40MHz):270/243/216/162/108/81/54/27Mbps
135/121.5/108/81/54/40.5/27/13.5Mbps (Dynamic)
802.11n (20MHz):130/117/104/78/52/39/26/13Mbps
65/58.5/52/39/26/19.5/13/6.5Mbps (Dynamic)
802.119:54/48/36/24/18/12/9/6Mbps (Dynamic)
802.11b:11/5.5/2/1Mbps (Dynamic)

Channel

Europe/ ETSI: 2.412~2.472GHz (13 Channels)

Max. RF Power

16 dBm max. (EIRP)

Encryption Security

B WEP (64/128-bit) encryption security
B WPA-Personal / WPA2-Personal (TKIP/AES)
B Mixed WPA / WPA2-PSK

-6-
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Wireless Security

Provides wireless LAN ACL (Access Control List) filtering

Wireless URL filtering

Supports WPS (Wi-Fi Protected Setup)

Enables/Disables SSID broadcast

Wireless Advanced

WMM (Wi-Fi multimedia): 802.11e wireless QoS

Provides wireless statistics

Max. Supported Clients

128

Firewall

Standard

NAT firewall with SPI (Stateful Packet Inspection)

Built-in NAT server supporting DMZ

Built-in firewall with IMAC address/ port/ URL filtering

VoIP Protocols and Standard

Supports DoS protection

SIP/H.248/MGCP

T.38 (G.711 fax pass-through)

Voice Codec

G.711 alu law, G.712, G.729a code/decode

Voice Standard

Environment Specifications

Temperature

VAD (Voice Activity Detection)
CNG (Comfort Noise Generation)

Operating temperature: -5 ~ 55 degrees C
Storage temperature: -30 ~ 60 degrees C

Humidity

Standards Conformance

Standards Compliance

Operating Humidity: 10 ~ 90% non-condensing
Storage Humidity: 5 ~ 95% non-condensing

IEEE 802.3 10BASE-T

IEEE 802.3u 100BASE-TX

IEEE 802.3x flow control and back pressure
IEEE 802.11n
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Chapter 2. Hardware Installation

Please follow the instructions below to connect the EPN-402NV to the existing network devices and your computers.

2.1 Hardware Description

B Dimensions: 190x 137 x 48mm (L x W x H)

B Diagram :

e = _— — —_—
Figure 2-1
pu— " e = e - e
- m— i ] Tam
' (] ] L] L]
Figure 2-2
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2.1.1 Front Panel

The front panel provides a simple interface monitoring the ONU. Figure 2-5, 2-6 shows the front panel of the
EPN-402NV.

Front Panel

—_—— -
i = —
—

T

Figure 2-5 SC Type GEPON

PWR PON LOS INT WLAN FXS1 FXS2 ETH1 ITV ETH3 ETH4 WPS USB
Q) g ) A b Al e S GV 43 W Qb e

Figure 2-6 EPN-402NV Front Panel

(Left It-:??ight) COLOR STATE FUNCTION
PWR Green On Device power on
Off Device power off
On MPCP and OAM be active
PON Green | Flash Registering
Off MPCP and OAM not founded
LOS Red Flash Optical Power too Low
Off Optical Power normal
On In ONU mode, Internet is connected, no data transmission
INT Green | Flash Connected, no data transmission
Off Data is transmitting
On WLAN is active
WLAN Green | Flash Data is transmitting
Off System power off or WLAN is forbidden
On Registered successfully to server
FXS1/ FXS2 Green | Flash Data is transmitting
Off Registered unsuccessfully
ETHA/TV Green On Linked

-10-



User Manual of EPN-402NV

ETH3 / ETH4 Flash Data is transmitting

Off No link

On Linked successfully
WPS Green Flash Negotiating

Off Linked unsuccessfully

On Linked and in master mode
USB Green Flash Data is transmitting

Off No link

2.1.2 Rear Panel

Rear Panel

n
v v
WPS |Reset| DC12V
W v ¥ v
FXS LAN WLAN USB Power

Figure 2-7 EPN-402NV Rear Panel

Object Description

RJ11 FXS Connecter, connected to telephone or fax.
FXS1 FXS2

Supply Voice Service
ETH1
ETH3 Connected to Local Area Network.
ETH4
iTv iTV Port can be connected to IPTV BOX
WPS Press WPS Button, start to negotiate for WPS.
WLAN Switch to open or close WLAN function.
Reset Button Press this button and hold for 1 second for the equipment to be defaulted.
usB USB 2.0 host port.

11-
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12V DC Power input port.

Power Power switch.

2.1.3 Side Panel

Figure 2-8 EPN-402NV Side Panel

Port Type Function

Indicator LED turn on/off Press down to turn LED on; pop up to turn LED off.

-12-
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2.1.4 Bottom Side

[g JPLANET GEPON WiFi ONU
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TR R ' l seasBee

LN LE N NN
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(IR R N NN ] "ew "YEEE) TI R IR
I X TR RN ] Eﬂ“ﬁﬂl:;'lgi"lﬁ-ﬂi'l - TEELXEEEE (AN R RN NN
LR N NN NN ] - T EEEEEREEREE] S s SeenN
sesenee Password: ademin . FE A BB SRS sesssnes
IR Inguit: 12V 1A sEBsGEEE SeSEBEE cesasBee
sessssns CE y = sssssssssssssanss sesasen
sESOORe - a— sEesssEESOOEREREES sasasas
LSRS0S D PLANET Technology Corp. (R R R N ] sasssaa
assenes [ R N R NN NN L L L
L LR sscEseERBEBEREEREEES SEBE SEBOBEBEEEEE s L L
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Figure 2-8 EPN-402NV Bottom Side
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Chapter 3.Connecting to the Wi-Fi ONU

3.1 System Requirements

[ Broadband Internet Access Service (Passive Optical Network connection)

[ PCs with a working Ethernet Adapter and an Ethernet cable with RJ45 connectors

| PC subscribers use Windows 98/ME, NT4.0, 2000/XP, Windows Vista / Win 7, MAC OS 9 or later, or
Linux, UNIX or other platforms compatible with TCP/IP protocols

[ ] The above PC is installed with a Web browser

1. The GEPON in the following instructions means PLANET EPN-402NV.
2. Itis recommended to use Internet Explore 7.0 or above to access the Wi-Fi ONU.

3.2 Installing the Wi-Fi ONU

Before installing the Wi-Fi ONU, make sure your PC is connected to the Internet through the broadband service
successfully at this moment. If there is any problem, please contact your local ISP. After that, please install the

Wi-Fi ONU according to the following steps. Don't forget to pull out the power plug and keep your hands dry.

Step 1. Power off your PC and PLANET EPN-402NV.

Step 2. Locate an optimum location for the EPN-402NV. The best place is usually at the center of your wireless
network.

Step 3. Connect the Passive Optical Network to the SC Port of the EPN-402NV with fiber cable, shown in
Figure 3-1.

——— T

ik m‘ Sl

-14-
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Figure 3-1

Figure 3-2

-15-
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Chapter 4. Quick Installation Guide

This chapter will show you how to configure the basic functions of your Wi-Fi ONU.

A computer with wired Ethernet connection to the Wi-Fi ONU is required for the first-time

configuration.

4.1 Manual Network Setup - TCP/IP Configuration

The default IP address of the Wi-Fi ONU is 192.168.1.1 and the default Subnet Mask is 255.255.255.0. These
values can be changed as you desire in the web Ul of the Wi-Fi ONU. In this section, we use all the default
values for description.

Whether the Wi-Fi ONU is configured via wired or wireless connection, the PC needs to be assigned an IP
address first. Before you connect the local PC to the Wi-Fi ONU via wired or wireless connection, please
configure the IP address for your PC in the following two ways first.

B Obtaining an IP address automatically
B Configuring the IP address manually

In the following sections, we’ll introduce how to install and configure the TCP/IP correctly in Windows 7. And the
procedures in other operating systems are similar. First, make sure your Ethernet Adapter is working, and refer

to the Ethernet adapter’s manual if needed.

4.1.1 Obtaining an IP Address Automatically
Summary:
1. Set up the TCP/IP Protocol in "Obtain an IP address automatically" mode on your PC.

2.  Then the Wi-Fi ONU built-in DHCP server will assign IP address to the PC automatically.

If you are sure the DHCP server of Wi-Fi ONU is enabled (the default setting of ONU Mode), you can set up the
TCP/IP Protocol in "Obtain an IP address automatically" mode on your PC. And then the Wi-Fi ONU built-in
DHCP server will assign an IP address to the PC automatically.

1. Installing TCP/IP Component

1) On the Windows taskbar, click the Start button, point to Control Panel and then click it.

2) Under the Network and Internet icon, click on the View network status and tasks. And then click
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Change adapter settings.

= e
OU ** » Control Panel » Metwork and Internet » Metwork and Sharing Center - |¢,| Search Con... P |
(7]
Contrel Panel Home . . . . . -
View your basic network information and set up connections
Change adapter settings f ; & b See full map
1Ay ® [
Change advanced sharin -
rica : ENM-2-PC Internet
(This computer)
View your active networks Connect to a network
You are currently not cennected to any networks,
Change your networking settings
'{i- Set up a new connection or network
Set up a wireless, broadband, dial-up, ad hoc, or VPN connection; or set up a router or access point.
Ey  Connect to a network
Connect or reconnect to a wireless, wired, dial-up, or VPN network connection.
Choose hemegroup and sharing options
Access files and printers located on other network computers, or change sharing settings.
Troubleshoot problems
Seealso Diagnose and repair network problems, or get troubleshooting information.
HemeGroup
Internet Options
Windows Firewall

Figure 4-1 Change Adapter Settings

3) Right-click on the Wireless Network Connection and select Properties in the appearing window.

i "

@U,| E.I €« Metwork and Internet » Metwork Connections »

Organize « Connect To Disable this network device e &= T il

A
¥ @

L..ﬁs

Local Area Connection
Metwork cable unplugged
Realtek PCle FE Family Controller

Wireless Metwork Connection

l YPM Connection
- .
e Disconnected

@2 WAN Miniport (PPTP)

Mot connected

X

il

Ather

IE!'I

Disable
Connect / Disconnect
Status

Diagnose

Bridge Connections

Create Shortcut
Delete

'\ﬂi' Rename

'&' Properties

Figure 4-2 Network Connection Properties
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4) In the prompt window shown below, double-click on the Internet Protocol Version 4 (TCP/IPv4).

U Wireless Metwork Connection Pro

MNetworking

Connect using:
¥ Intel(R) Wireless WiFi Link 4965AGN

This connection uses the following tems:

" Cligrt for Microsoft Networks
=1 105 Packet Scheduler

B! File and Printer Sharing for Microsoft Networks L
- Reliable Mutticast Protocol

-4 Intemet Protocal Version 6 (TCP/IPvE)
W et Prioca Vesion 4 1CP/Pv4) | -
<& Link-Layer Topology Discovery Mapper /0 Driver
<& Link-Layer Topology Discovery Responder

[ Install... ] Uninstall [ Properties

Description

Transmission Control Protocal /Intemet Protocal. The default
wide area network protocol that provides communication
across diverse interconnected netwarks.

OK || Cancel

Figure 4-3 TCP/IP Setting

5) Choose Obtain an IP address automatically, and Obtain DNS server address automatically as
shown in the figure below. Then click OK to save your settings.
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Internet Pratacol Versian 4 (TCP/IPv4) Properties

General | Alternate Configuration |

You can get IP settings assigned automatically if your network supports
this capability. Otherwise, you need to ask your network administrator
for the appropriate IP settings.

(@) Obtain an IP address automatically
{7 Use the following IP address:

i@ Obtain DNS server address automatically:

(71 Use the following DNS server addresses:

Validate settings upon exit

[ oK ] [ Cancel ]

Figure 4-4 Obtain an IP Address Automatically

4.1.2 Configuring the IP Address Manually
Summary:

B Set up the TCP/IP Protocol for your PC.

B Configure the network parameters. The IP address is 192.168.1.xxx ("xxx" is any number from 2 to
254), Subnet Mask is 255.255.255.0, and Gateway is 192.168.1.1 (The ONU's default IP address)

If you are sure the DHCP server of WiFi ONU is disabled, you can configure the IP address manually. The IP
address of your PC should be 192.168.1.xxx (the same subnet of the IP address of the Wi-Fi ONU, and "xxx" is
any number from 2 to 254), Subnet Mask is 255.255.255.0, and the Gateway is 192.168.1.1 (The default IP
address of the Wi-Fi ONU)

1) Continue the settings from the last figure. Select Use the following IP address radio button.

2) If the LAN IP address of the Wi-Fi ONU is 192.168.1.1, enter IP address 192.168.1.x (x is from 2 to 254),
and Subnet mask 255.255.255.0.

3) Enter the LAN IP address of the Wi-Fi ONU (the default IP is 192.168.1.1) into the default gateway field.

4) Select Use the following DNS server addresses radio button. In the preferred DNS Server field, you can
enter the DNS server IP address provided by your local ISP. Then click OK to save your settings.
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Internet Protocol Version 4 (TCP/IPv4)} Properties M

General

You can get IP settings assigned automatically if your network supports
this capability. Otherwise, you need to ask your network administrator
for the appropriate IP settings.

" (™) Obtain an IP address autormatically

| @ Use the following IP address:

" IP address: 192 .168 . 1 . 200

| Subnet mask: 255 .255.255. 0
Defaul gateway: 192 .168 . 1 . 1

Obtain DNS server address automatically

N i@ Use the following DNS server addresses:
N Preferred DMNS server: g .8 .8 .8
Alternate DNS server: B8 .8 . %..2
[7]validate settings upon exit

Figure 4-5 IP and DNS Server Addresses

Now, you can run the ping command in the command prompt to verify the network connection between your
PC and the ONU. The following example is in Windows 7 OS. Please follow the steps below:
1. Click on Start

2.  Type “emd’ in the Search box.

Programs (1)
,@ cmd
Files (1)

= History

7 See more results

|Eutdown TT|

Figure 4-6

3.  Open a command prompt, and type ping 192.168.1.1, and then press Enter.
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has been established well.

EX Administrator: C\Windowshsystem32\emd.exe

Microsoft Windows [Uersion 6.1.76811
Copyright (c» 280? Microsoft Corporation.

C=“Users:Kentr>cd ..

C:xUsers>ping 172.168.1.1

Pinging 192_.168.1.1 with 32 hytes of data
Reply from 1922.168.1.1: hytes=32 time<{ins
Reply from 172.168.1.1: bytes=32 time<lns
Reply from 122.168.1.1: hytes=32 time<{ins
Heply from 122.168.1.1: hytes=32 time{lins

Fing statistics for 192_168.1.1:
Packets: Sent = 4, Received = 4, Lost

Minimum = Bmz,. Maximum = Bms,. Average

C=~Users>

If the result displayed is similar to Figure 4-7, it means the connection between your PC and the ONU

All rights reserved.

TTL=64
TTL=64
TTL=64
TTL=64

= @A (B@x loss),.

Approximate round trip times in milli-—seconds:

Bmz

Figure 4-7 Successful Ping Command

has failed.

Microsoft Windows [Version 6.1.76811]
Copyright (c>» 2802 Microsoft Corporation.

CeslzerssKent>od. -
C=~Users>ping 192.168.1.1

Pinging 172.168.1.1 with 32 hytes of data:
Reply from 122.168.1.288: Destination host
Reply from 172_.168.1_.2808: Destination host
Heply from 192.168.1.288: Destination host
Reply from 122.168.1.288: Destination host

Ping statistics for 192.168.1.1:
Packets: Sent = 4. Received

o
o

4. Lost

Cesllzers iy

ER Administrator C\Windowshsystem32icmd exe = | (S

If the result displayed is similar to Figure 4-8, it means the connection between your PC and the ONU

All rights reserved.

unreachable.
unreachable .
unreachable.
unreachable.

= B8 <8 loss).

-

Figure 4-8 Failed

If the address is 0.0.0.0, check your adapter installation,

Ping Command

security settings, and the settings on your ONU. Some

firewall software programs may block a DHCP request on newly installed adapters.
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If the ONU's IP address is 192.168.1.1, your PC's IP address must be within the
range of 192.168.1.2 ~ 192.168.1.254.
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4.2 Starting Setup in the Web Ul

It is easy to configure and manage the EPN-402NV with the web browser.

Step 1. To access the configuration utility, open a web-browser and enter the default IP address
http://192.168.1.1 in the web address field of the browser.

2 http://192.16811

(2 EPN-402NV

Figure 4-9 Login the ONU

After a moment, a login window will appear. Enter admin for the User Name and Password, both in lower case

letters. Then click the OK button or press the Enter key.
GEPON WIFI ONU

Username [admin

!f’a PLHNEI' Paszword |eesss =5

< Nalweriing & Commpticatan

Apply Cancel

Figure 4-10 Login Window

Default IP Address: 192.168.1.1
Default User Name: admin

Default Password: admin

If the above screen does not pop up, it may mean that your web browser has been set to a
proxy. Go to Tools menu>Internet Options>Connections>LAN Settings in the screen that
appears, cancel the Using Proxy checkbox, and click OK to finish it.
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Chapter 5. Configuring the Wi-Fi ONU

This chapter delivers a detailed presentation of ONU’s functions and features.

(D PLANET

Nabworking & Cammunication Logout >

STATUS NETWORK | SECURITY |APPLICATION MANAGEMENT HELP

REMOTE
DEVICE INFO VAN INFO |USERSIDE INFO{ VolP INFO | MANAGEMENT

Figure 5-1 Wi-Fi ONU Functions

5.1 STATUS

5.1.1 Device Info
On this page, you can view information about the current running status of the EPN-402NV, including device
identifier, hardware version, software version and PON status.

Device Info

Device Model: EPN-402NY

. Device Identifier: . ABFFEQ-BADOO14700001
Hardweare Vesion: | 1.0.0

Software Vesion: . 1.0.0

PON Status: MPCP ok CTC ok

Figure 5-1-1 Device Info

The page includes the following information:

Object Description

Device Type The Wi-Fi ONU model.

This is the current software the Wi-Fi ONU is using. This will change
Software Version )
if you upgrade your ONU.

PON Status The current mode in use.

5.1.2 WAN Info
This page shows the status of your WAN network.
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WAN Info

Interface Description T'_.fpe|‘l.l'lanrv1ux1d Igmp | MAT |Frewal | STATUS |DNS | Ipv4 address

epon0.l |1_TROG9 _R_VID_ 46 IF‘DE| 48 Disable | Disable | Enable | Connecting

WAN Info

Default Gateway

Subnet Mask

Primary DNS

Secondary DNS

Figure 5-1-2 WAN Info
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EPON Information

EPON Interface Status: oK

EPON MAC: | 38:f7:20:03:36:e0

FEC Capablity: Support

FEC 5tatus: Disabled

Tripe-Churning : Close
EPON Statics

R Bytes: 0

Tx Bytes: 89432

R Frames: 0

Tx Frames: 204

Rx Muticast Frames: o

Tx Muticast Frames: 8

Rx Broadcast Frames: 0

Tx Broadcast Frames: 2494

Error Frames: ]

Drop Frames: 0
Alarm Info

Opfical: | MNormal
Fiber Model Info

Temperature(C): 56.273438
Voltage(V): 3.241
Current{ma); 12,276
Tx Power{dBm): 1.962038

R Power(dBm): -8.37137

Figure 5-1-3 EPON information

5.1.3 Userside Info
This page shows the status of your WLAN, LAN and USB.
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WLAN

| WLAN Connect Status; Enable

| Channel: 11

| S5510-1 name: EPMN-402MY
| 5510-2 name: ITV=402My
| SSID-1 Security Status: Enable
TX/RX Status

|Interfm:ei Received | Send

| Bytes |Pkts|Errs|Drops|Bytes |Pkts|Emrs |Drops
lwireless ([0 |0 |o [0 o |a& |343]0

Figure 5-1-4 WLAN information

LAN INFO
. LAN TPvd : 102.168.1.1
' LAN IPV6 : feB0::1/64
MAC : aB:f7:e0:03:36:29
RX/TX Frames
Rx | Tx
Interface
|B}-tes |Pk|3 |Err5||]r|:||:|5 Bytes |Pkt5 !Errs||]ru:||:|5
LANL 6052995| 34746| 0 | D 18831742 | 41310 0 | 0
LAN2 | 4989226 | 23419| 0 | O 5284032 | 30122 |0 | O
a3 | o K oo |o | 0 o |a
LANG | FS?"5I328| 17676 | 0 | 0 | 18309956| 34102 | 0 | 0
LAN-Side Device
1P | MAC | Type
‘ 192.168.1.150 ‘ 00:30:4F:20:48:90 gii e

Figure 5-1-5 LAN information

WLAN INFO

LAN USB :Free
USB INFO

Figure 5-1-6 USB information
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5.1.4 VolP Info
This page shows the status of your VolP.
VoIP -- VoIP Status

Interface forbidden display "Dizabled”, When registered successfully display "UP", When registered failed display
"Error"

SIP Account | Call Duration | Phone Mumber | Registration Status
1 0:00:00 Disabled

2 0:00:00 Disabled

Figure 5-1-7 VoIP status

VolP STATUS

Phone Number

Phone Status

Line Status
1 Free
2 Free

Figure 5-1-8 Phone status

5.1.5 Remote Management

This page shows the status of your WAN connection.

CONNECTION

CONFIGURATION
STATUS

Active Inform Status:

Not { Remote Manage WAN Is Inactive)

Accept ITMS Status:

Mo Connection

Figure 5-1-9 Connection

CONNECTION

Configuration Status:
CONFIGURATION

STATUS

Cannot Receive Remote Configuration

Figure 5-1-10 Configuration
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5.2 NETWORK
5.2.1 WAN Setup

This page displays the information of the WAN interface for you to set up.

Uplink mode:

Connection name: | 1_TREIFJ"9_R_VID_£16 ) v |

Mode:

Link mode:

' DHCP

{" Static

(" PPPOE

MTU:

\an ID:

g02.1p:

Service mode:

SavelApply

Foute |
IP+wd w |
Get one dymaic ipaddress from ISP

Get one static ipaddress from ISP

If ISP use PPPOE Please select this

[w
|4.5—
=

| TROB9 v

Celete

Figure 5-2-1 WAN Setup

The page includes the following fields:

Object Description

Connection Name The default setting is TR-069. You can add a new WAN connection.

Mode Select Bridge or Route.

Link Mode Select IPv4, IPv6 or IPv4/ v6.

Select this option to let ONU obtain IP settings automatically from
TR your ISP, if your ISP does not give you any IP information or
account information. You don’t need to configure any settings for

this connection.
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If your ISP offers you static IP Internet connection type, select
o “Static IP" from corresponding drop-down menu and then enter IP
atic
address, subnet mask, primary DNS and secondary DNS
information provided by your ISP in the corresponding fields.
e Select PPPoE, if your ISP is using a PPPoE connection and provide
o
you with PPPoE user name and password info.
MTU The maximum transmission unit. You can keep it as default.
VLAN Enable or disable VLAN function.
VLAN ID Enter the VLAN ID from 1 to 4094.
802.1p Select the priority levels.
Service mode Select a different kind of service.

5.2.2 Banding Setup

This page displays the information of the Banding Setup. You can enable or disable the function.

Lan Side Banding Setting

[¥ Enzble Port Banding

[¢ Enable Vian Banding

Figure 5-2-2 Banding Setup

5.2.3 LAN Setup
This page displays LAN information.
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LAN Setting
Configure LAN IP Address and Subnet mask, Click "Save/Apphy" to save configuration.It need to reboot to take
new configuration effect!

IP Address: [192.168.1.1 |
Subnet mask: [255.255.255.0 |

" Diable DHCP service
* Enable DHCP service

PC start IP Address: [192.168.1.2
PC end IP Address: [192.168.1.100
Camera start IP Address: [192.168.1.110

Set Top Box Start IP Address:{192.168.1.130
Set Top Box end IP Address: |192.168.1.15EI
IP Phone start IP Address:  [192.168.1.170
IP Phone end IP Address:  [192.168.1.180

Duration:

 Enable DHCP server Proxy

|
|
|
Camera end IP Address: [192.168.1.120 |
|
|
|
|

Saveltpply

Resver IP
Select "Edit Resvered IP Address List" to reserve IP Address"
Mote:It can only reseve 10 IP Addresses for 10 specific MACS onlby

| MAC 1P Address Delete

Add

Figure 5-2-3 IPv4 Setup
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IPv6 IP Address (Need Prefix):{fe80::1/64 |

IPv6 LAN Configuration

[ Enable DHCPvE Service

Relase time :|24 Ihour

Prefix Iengi:h'.|56 |

[T Enzble IP Address Poals

IPv6 Site Prefix configuration:

¥ Enzble RADVD

Tx MAX circle:|600 l(4—1800)5ec

T MIN n:||'|:|-2:|45|3I |E3--135E'3SEC

[# Dizble M flag{no state mode)
¥ Enzble O flag(Enable get DHCPE besides address)

¥ Authorization from Wan side

€ Static
Site Prafic | |
Site Prefix Length: | |

SavelApply

Figure 5-2-4 IPv6 Setup

5.2.4 WLAN Setup

On the coming page, you can configure the basic wireless parameters.
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WIFI Setting -- Basic

Configuring WLAN basic feature of WLAN,including Enable/Disable WLAN,Seacching SSID, configuring SSIDY),
Click "Save/Apply"to take new setting effect

¢ Enable WIFI

[ Enable 55ID2
ss2: |

[~ Hide AP

™ Wireless Client Isolation

[~ Dighle WMM Broadcast

¥ Enable WMF

551D: IEF‘II—1I]2II'-.-'

BS5ID:  AB:F7:E0:03:36:EA

Band: 2. 46Hz 1~

hannel Select: E-P;ut-:u TI, Current Channel: 1
802 L1n/EWC: B [
Bandwidth: |20MHz in Both Bands [%] current bandwidth: 20MHz
Sideband Signal: Lower Current Sideband: None
802.11n Rate: |duto T

Figure 5-2-5 WLAN Setup

Object ’ Description

Enable Wi-Fi You may choose to enable or disable wireless function.

You may choose to enable or disable SSID broadcast. When it is enabled,

. the ONU SSID will be broadcast in the wireless network, so that it can be
ide

scanned by wireless clients and they can join the wireless network with

this SSID.

Wireless Client ] . ) ]
Enable or disable wireless Isolation function

Isolation
Disable WMM After enabling this option, the transmission performance of the voice and
Broadcast video data can be improved.

After enabling this option, the transmission quality of video service such as
Enable WMF

IPTV can be improved.

Set a name (SSID) for your wireless network -- the ID of the wireless
SSID network. User can access the wireless network through it only. However,

if you switch to Client Mode, this field becomes the SSID of the AP you
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want to connect with.

Default: EPN-402NV

BSSID

Display the MAC address of the wireless interface.

Channel Select

For an optimal wireless performance, you may select the least
interferential channel. It is advisable that you select an unused channel or
“Auto” to let device detect and select the best possible channel for your

wireless network to operate on from the drop-down list.

802.11n/EWC

Select or disable this function.

Bandwidth

Select a proper channel bandwidth to enhance wireless performance.
When there are 11b/g and 11n wireless clients, please select the 802.11n

mode of 20/40M frequency band.

Sideband Signal

If you select 20MHz in both Bands or 20MHz in 2.4G Band and 40MHz in
5G Band, the service of control sideband does not work. When you select
40MHz in both Bands as the bandwidth, the following page appears. Then
you can select Lower or Upper as the value of sideband. As the control
sideband, when you select Lower, the channel is 1~7. When you select

Upper, the channel is 5~11.

802.11n Rate

Select the transmission rate for the network. The rate of data
transmission should be set depending on the speed of your wireless
network. You can select from a range of transmission speeds, or you
can select Auto to have the ONU automatically use the fastest possible
data rate and enable the Auto-Fallback feature. Auto-Fallback will
negotiate the best possible connection speed between the ONU and a

wireless client. The default value is Auto.

802.11n Protection
Mode

The 802.11n standards provide a protection method so 802.11b/g and
802.11n devices can co-exist in the same network without “speaking” at

the same time.

802.11n Client

Only stations that are configured in 802.11n mode can associate.

Support Only

This enables Broadcom 54G Wireless Chipset to be more compatible with
>4g Rate other IEEE802.11b, IEEE802.11g based devices.
Muti Rate To set the wireless transmission power for multicast applications

XPress™ Technology

Broadcom's standards-based frame-bursting technology is to improve
802.11 wireless LAN performance. If the WMM (Quality of Service) is

enabled, the XPress™ Technology option can also be enabled.

TX Power

To set the Wireless Transmission power for the wireless router.

WMM(Wi-Fi Media)

To enable Wi-Fi Multimedia.
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WMM QoS Enable or disable QoS features.

WMM APSD To enable the Power Saving mode in Wi-Fi Multimedia.

Click “Advanced” to configure wireless security policies.

WLAN -- Security

Configuring WLAN security including Authentication Mode,Data Encryption, Authentication Key and Key Length
55ID: I

Authentication Mode: Mlxed\'.'PAEﬂ'.'PA —PSK V.

WPA Pre-share Key: |u.u.u.u. Click Here to display
WPA Refresh Session Key |r|

Intenval:

WPA Encryption: TETP+LES |

WEP Encryption:

Back Savelspply

Figure 5-2-6 WLAN Security Setup

Object Description

SSID To choose the appropriate SSID that you configured.

Select the security mode from the dropdown list. There are 5
options in the Security Mode dropdown list:

OPEN

SHARE

WPA-PSK

WPA2-PSK

Mixed WPA2/WPA-PSK

Authentication Mode

Open Mode
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WLAN -- Security

Configuring WLAN security including Authentication Mode, Data Encrypticn Authentication Key and Key Length

55ID:

Authentication Mode:

WEP Encryption:
Key Length:

Current Key Index:

a8
m
[

-
i
(%]

Back

Object
SSID

|OPEN v

enabled v |

B4-bit v |

v need input 13 ASCII char or 26 hex number 64 Bit
2ed 5 ASCII charactor or 10 Hex Number

SavelApply

Figure 5-2-7 WLAN Security OPEN mode

‘ Description

Select an SSID for configuring the security settings.

Authentication Mode

Select the Open mode.

WEP Encryption

Enable or disable WEP encryption. After enabling this function, you
can set the encryption strength, current network key, and network

keys.

Key Length

You can set 64-bit or 128-bit key.

Current Key Index

The current key that you use.

Key1/2/3/4

Set the network key. If it is 128-bit key, you need to enter 13 ASCII
characters or 26 hexadecimal digits. For the 64-bit key, you need to

enter 5 ASCII characters or 10 hexadecimal digits.

Shared Mode
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WLAN — Security

Configuring WLAN security including Authentication Mede, Data Encryption, Authentication Key and Key Length

55ID:

Authentication Mode:

VWEP Encryption:
Key Lenath:
Current Key Index:
Key 1:

Key 2

Key 3:

Key 4:

Back

| SHARE v

6a-bit |
L
|

0987654321
[0987854321
|0987654321
[0587854321

128 Bit Key need input 13 .:J_S-CII char or 26 hex number 64 Bit
need 5 ASCII charactor or 10 Hex Mumber

!lv

Saveltpply

Figure 5-2-8 WLAN Security Shared Mode

For the parameters’ description of shared mode, please refer to the Open Mode.

®  WPA Mode

WLAN -- Security

Configuring WLAN security including Authentication Mode,Data Encryption Authentication Key and Key Length

55ID:

Authentication Mode:

VWPA Pre-share Key:
WP& Refresh Session Key
Interval:

WPA Encryption:

WEF Encryption:

Back

WPA-PSK v

|u"uu | Click Here to display

Savelspply

Figure 5-2-9 WLAN Security WPA Mode

Description

Select SSID

Select an SSID for configuring the security settings.
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Authentication Select the WPA-PSK mode.

Mode

WPA Pre-share The key for WPA encryption. Click the “Click Here to display” button
Key to display the current key. The default key is 12345678.

WPA Refresh

Session key Setting the interval for refresh session key.

Interval

WPA Encryption You may select AES, or TKIP+AES.

[ | WPA2 Mode

WLAN -- Security

Configuring WLAN security including Authentication Mode,Data Encryption,Authentication Key and Key Length

SSID:
Authentication Mode: WP42 -PSK v
Iciiciccc | Click Here to display
II:I
[TEIP+AES |
Back Savelspply

Figure 5-2-10 WLAN Security WPA2 Mode

For the parameters’ description of WPA2 mode, please refer to the WPA Mode.

B Mixed WPA2/WPA-PSK Mode
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WLAN -- Security

Configuring WLAN security including Authentication Mode,Data Encryption,Authentication Key and Key Length

S5ID:

Authentication Maode: Ih'lln?ed\'.'PAéﬂ'.'PA —PSK\;|

WPA Pre-share Key: |ofcaocoo Click Here to display
WPA Refresh Session Key |n

Intenal: -

WPA Encryption: | TRIFP+AES + |

WEP Encryption:

Back SavelApply

Figure 5-2-11 WLAN Security WPA2/WPA-PSK Mode

For the parameters’ description of WPA2/WPA-PSK mode, please refer to the WPA Mode.

5.2.5 Remote Management
On the coming page, you can configure the parameters for remote management of the ONU through TR069.

®  TR069
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TR-069 client - Configuration

TR-069 allow the auto-configuration sever(ACS) to auto-configuration,supply, collection and diagnostics to this
device.

TRO69 Configuration
Infarm " Disable ¥ Enable

safety Connection:

Inform Interval: I 1

ACS URL: |http://devacs.edatahi
ACS username: |h;|-.x-

ACS password: |'"

[ connection requests user authentication:

L%z}

Request username:

Request password: Ty

middlevare: ¢ Enabled ¢ including TRO68) @ Disabled ¢ Disabled € excluding TRO83)
Middleware Address: I

Middleware Port: |

Figure 5-2-12 TR069

The page includes the following fields:

Object Description

Inform To Enable or Disable TR069

Safety Connection To import the license for the ITMS Server

Inform Interval The time interval to send a notification (seconds)
ACS URL The TR069 ACS Server address

ACS username The User Name for the Remote Management Server
ACS password The password for the associated User Name

Connection requests | To enable or disable User Authentication for the Remote

user authentication Management Server

Request username The Authentication ID for the Remote Management Server

Request password The password for the Authentication ID
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To enable or disable the middleware

B Enabled (including TR069): To enable middleware with TR069
functionalities

Middleware

| Disabled: Check the box to disable middleware

B Disabled (excluding TR069): To enable middleware without

TRO69 functionalities

Middleware Address | The remote server address for the Middleware

Middleware Port To set the port number for the Middleware server

m OLTAUTH
To authorize the GEPON OLT with LOID, this function can prevent your Internet connection from being illegally

connected by other unknown users. It is available only if your GEPON OLT supports LOID authorization.

LOID Auth Configuration

"Save/Apply"” to save configuration

LoID: |

password @ |

ave/Apphy

Figure 5-2-13 OLT AUTH

The page includes the following fields:

Object Description

LOID The Authorization LOID (The length must be within 24 digits)
Password The password for the associated LOID

5.2.6 QoS

B QoS
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Qos INTERNET, TROGD 3
Templates: L L

Enable Qos: N

gapigi?tmh: [0 (0-102400)kbps
e et [ oo gy
Queue Prority Enable
01 Highest v
Q2 High ™
Q3 Middle v
Q4 Low [
name queue delete edi
TROB9 1 [] Edit
i | Edit
Group | oueue (B | 7P luax [min P20l Inscp (Tc [802.1p Delete [Edit
ID mark |type type

Add Delete |

Figure 5-2-14 QoS

The page includes the following fields:

Object Description

To choose the available templates or to customize the

template to determine what services to enable the QoS for.

[ | Internet, TR069 — To enable QoS for Internet Data and TR069
service

| Internet, TR069, VolP — To enable QoS for Internet Data,
TRO69 and VolIP services

QoS Templates
[ | Internet, TR069, IPTV — To enable QoS for Internet Data,
TRO069 and IPTV services
[ | Internet, TR069, VoIP, IPTV — To enable QoS for Internet
Data, TR069, VoIP and IPTV services
B Manual templates — To customize the template to determine
the services to enable QoS
Enable QoS Check the box to enable QoS
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Upstream Bandwidth

To set the uploading bandwidth for the customized QoS template

Scheduling Policy

To determine the alternative QoS mode. You can choose to use

QoS PQ, QoS WRR or QoS CAR mode.

Enable DSCP Flag

To enable the DSCP (Differentiated Services Code Point) flag for
QoS

Enable TC Flag

To enable the TC (Traffic Categories) flag for QoS

Enable 802.1_P Flag

To enable IEEE802.1P flag for QoS

Q1 To enable the highest QoS level
Q2 To enable a high QoS level

Q3 To enable a medium QoS level
Q4 To enable a low QoS level

name queue delete edit
TROGD 1 [ Edit
1 [ Edit
oL . | i:;'.' . rotoco| . .
Group |y aye (CBSSTY | TP min [PrOte0lncen (e l802.1p Delete [Edit
D mark |type ype
Add Deleta
Classify Edit :
(¥ Service Edit (  Qos Edit
Server [
Mame: X
Mark EW |
Queue: -—1 |

Apply |

Figure 5-2-14 QoS
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ame gueue delete edit
TROG9 1 [ El:iltl
1 [ Edit
S0P laueue RS _Ipm Max |Min P'_““' DSCP |TC [802.1p Delete [Edit
Add | Delete
Classify Edit :
(¥ Service Edit (—  Qos Edit
Server |
W
MName -
Mark EW |
Queus 1 L]
Apply |
Figure 5-2-15 QoS
The page includes the following fields:
Object Description
The Service Name that you want to enable QoS for, e.g, VoIP,
Name
TR069
Queue The QoS queue for the service specified
Delete Remove the service from the QoS template
Edit To edit the service that you want to enable for QoS
ol Click this button to edit Service Classification and edit Flow
Classification.
- Click this button to delete the configured QoS service and flow
elete
classification template
The service that you want to enable QoS for; you can set either
Server Name
VolIP or TR069 service
Mark Queue The QOS level that you want to enable for the configured service
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Classify Edit =
" Service Edit (# Qos Edit
Queue: 1 v

Group ID: | New IPwd w |

The [ SMAC w
Min Value |H

Max Value |H

Appl

Save

Figure 5-2-16 QoS

The page includes the following fields:

Object Description

The Service Name that you want to enable QoS for, e.g, VoIP,
Name
TR069
Queue The QoS queue for the service specified
Delete Remove the service from the QoS template
Edit To edit the service that you want to enable for QoS
o Click this button to edit Service Classification and edit Flow
Classification.
. Click this button to delete the configured QoS service and flow
elete
classification template
The service that you want to enable QoS for; you can set either
Server Name
VolIP or TR069 service
Mark Queue The QoS level that you want to enable for the configured service
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Classify Edit =
(—  Service Edit + Qos Edit
Queue: 1 &

Group ID: | New IPwd s

Class [yre

e [ SMAC w
Min Value: |H

Max Value |H

Appl

Save

Figure 5-2-17 QoS

The page includes the following fields:

Object Description

To set the priority for the flow classification that you enabled.
[ | 1 is the highest QoS level
Queue | 2 is the high QoS level
L 3 is the medium QoS level
[ | 4 is the low QoS level
Group ID To set the IPV4 or IPV6 version for the flow classification.
To set a different service or interface for flow classification
B SMAC: To set flow classification for SMAC service
B DMAC: To set flow classification for DMAC Service
B 802.1P: To set based flow classification for IEEE802.1P
service
Classify Type B DIP: To set flow classification for DIP service
B SPORT: To set flow classification for SPORT service
B DPORT: To set flow classification for DPORT service
B TOS: To set flow classification for TOS service
B DSCP: To set flow classification for DSCP service
B WAN Interface: To set flow classification for WAN interface
B LAN Interface: To set flow classification for LAN interface
Min Value The minimum QoS level for the enabled Service
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Max Value The maximum QoS level for the enabled Service

Protocol Type To determine which protocol to enable QoS

B FLOW CACHE

FlowCache Configuration

Enable/Disable Flowcache.

[ Enable Flowcache

Save/Apphy

Figure 5-2-18 Flow Cache

The page includes the following fields:

Object Description

Check the box for ‘Enable Flowcache’ to enable Cache for the
Enable Flow Cache
transmission flow

5.2.7 SNTP

Time Setting
Configure the time for onu and make it sync with NTP Server.
[ Auto Syn to NTP Servers.

Figure 5-2-19 SNTP
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Time Setting

Configure the time for onu and make it sync with NTP Server.

¥ Auto Syn to NTP Servers.

Connetion Mode: INTEENET

MNTP server 1: |‘time.nis‘t. gow L I

MTP server 22 |n‘tp1. tummy. com LV I

MTP server 3: |I-I|:|ne v |

NTP server 4: |I-I|:|ne v I

MTP server 5: |Hnne v ]

Time Zone: | (GMT+08:00) Beijing, Chongaging, Hong Eong, Urumgi

Apply |

Figure 5-2-20 SNTP

The page includes the following fields:

Object Description

Auto Syn to NTP Check the box to automatically sync with the available NTP time
Servers servers

Connection Mode To determine the way to connect to NTP servers.

Time Server Select the available NTP servers for your NTP Server

Time Zone To choose the appropriate Time Zone for your EPN-402NV

5.2.8 Route Setup
B Static Route
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Router--Add static route

Enter the destination network address,subnet mask,gateway, WAN interface{optional) then click "Save/Apphy"”
to add the entry to routing table.Note:If you select "MER" as WAN interface,and wil configure the default
gateway

Destination Network Address: |
Subnetwork Mask : |

I Al Gateway Address |

¥ Al Interface | w

SavelApply

Figure 5-2-21 Static Route

The page includes the following fields:

Object Description

Destination Network
Address

The destination address that you want to add a route for

Subnet Work Mask The Subnet Mask for your Destination Routing address

All Gateway Address | The Gateway IP Address for your destination routing address

All Interfaces To determine which interface to enable the Static Route for

®  Dynamic Route

Route -- RIP Configuration

Note:RIP cannot be configured on WAN interface which has NAT enabbled such as PPPoE

[Interface| Version Action Enable|
lepono.1| 2 v| | Passive |»| [~

App Iu Save

Figure 5-2-22 Dynamic Route

The page includes the following fields:
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Object Description

Interface The LAN interface of your EPN-402NV
Version To determine which RIP Version for the Dynamic Routing
Enable To enable or disable dynamic routing for the LAN interface

[ ] IPv6 Static Route
Route—-IPvo Static Route

Enter the destination IPv6 address,subnet mask,gateway, WAN interface(optional) then click "Save/Apply" to
add the entry to routing table.Note:If you select "MER" as WAN interface,and wil configure the default

gateway

Destination IPve Address | Subnet Prefic Length | IPve Gateway | Interface | Metric | Deleta

[dd]

Destination IPvE address : |

Subnet Prefix length: |

IPvE Gateway Addrezs | |
Interface UNENOW INTERFACE |
Metric: I_ i

(optional: metric can be 0~4261412864)

SavelApply

Figure 5-2-23 IPv6 Static Route

The page includes the following fields:

Object Description

Add Click ‘Add’ to add an IPV6 Static Route for your EPN-402NV
Destination IPv6 Input the destination IPV6 address that you want to add a Static
Address Route for

Subnet Prefix

To determine the length for your IPV6 Subnet Prefix
Length

IPv6 Gateway o
Input the Gateway IP address for your destination IPV6 address

Address

To determine which WAN interface to be associated with the Static
Interface

IPV6 Route
Metric To determine the Metric for your IPV6 Static Route (Value in
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between 0-4261412864)
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5.3 SECURITY
5.3.1 WAN Access Setup

On this page, you can enable or disable URLs to pass through the WAN interface.

URL Filter—-Please select the fist type and then configure Max 100 rules.

IURL Filcer: (" Enable ™ Disable

URL st type: & Blackist © Whitelist

LURL | Part | Delete

[

Figure 5-3-1 WAN Access Setup

The page includes the following fields:

Object Description

Check the box on ‘Enable’ to enable URL filter; check the box on

URL Filter
‘Disable’ to disable URL Filter
[ | Blacklist: Check the box on ‘Blacklist’ and click the ‘Add’
button to specify a URL in blacklist
URL Classification

[ ] Whitelist : Check the box on ‘Whitelist’ and click the ‘Add’

button to specify a URL in whitelist

URL Filter--add URL filter Rules

please input current URL and port , save/apply to active .

URL address: |

Port Mumber: | ' (Default 80 will be applied i

Apply/Save

Figure 5-3-2 URL Filter
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The page includes the following fields:

Object Description ‘
URL The URL address that you want to allow access with
Port Number The port number that you want to enable for the whitelist URL

5.3.2 Firewall
On this page, you can set the firewall level for the multiple services that pass through the EPN-402NV.

B Security Level

Select SECURITY LEWEL . to configure.

SECURITY

LEVEL: [Low o

SavelApply

Figure 5-3-3 Security Level

[ ] Attack Protection

DoS protection

If you want to prevent from Dos protection ,you need to enable this function

™ Dis

e " Enable Apply |

Figure 5-3-4 Attack Protection

(=)
=

The page includes the following fields:

Object Description

Disable To disable protection for DOS attack

Enable To enable protection for DOS attack

5.3.3 MAC Filter

On this page, you can create a firewall filter based on a specific MAC Address.
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add mac filter rules

MAC Filcer: {* Enable (" Disable
Fitter mode: * Blacklist € Whitelist
Protocol type x

Add
MALC Protocol Delete
00:11:22:33:44:55 Mane I
Celete

Figure 5-3-5 MAC Filter

The page includes the following fields:

Object Description

MAC Filter Enable or Disable to create a filter based on MAC address

m Blacklist: Enable banning a specific MAC Address
Filter Mode . -

B Whiltelist: Enable allowing a specific MAC Address

To determine which service to be allowed or denied with the
Protocol Type ]

appointed MAC address
MAC The MAC address that you want to add the MAC Address filter for
Add Click the ‘Add’ button to add a MAC Address filter

Click the ‘Delete’ button to delete a MAC Address filter that you
Delete

created

5.3.4 IP Filter

On this page, you can create a firewall filter based on a specific port.
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: MNote:IP Fiter oniy can be enabled when have internet
IP Fitter: ¢ Enable Disable __ - ooor
connection!
Filter mode: ¢ Blacklist(LAN=>WAN upstream fitter) ¢ Whitelist{WAN==>LAN downstreanfiter)
Mote:Black list White list can work at the
zame time?

add IP filter --egess

you can add new filter and at lease one of statue list below for marking ip communication to create fiter
ruleif Setting source or destination ip address then can not setup relate filter. click 'save/apply'to save
and active source filter.

filter name: I

IP vearsion: TP L :
protocol: ALL v |
source ipaddress(range}: . |
source networkmask: |

destination ipaddress{ranga): I |
destination netmask: |

SavelApply

Figure 5-3-6 IP Filter

The page includes the following fields:

Object Description

IP Filter Enable or disable the IP filter
B Blacklist: To disable the specified port to pass through LAN to
WAN
Filter Mode B Whiltelist: To enable the specified port to pass through WAN
to LAN
Filter Name To specify a name for the filter
IP Version To determine either IPV4 or IPV6 version for the filter
Protocol To determine which protocol to be allowed or denied
Source IP Address The IP address range that you want to allow or deny, e.qg,
(range) 192.168.1.2 — 192.168.1.254
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Source Network
Mask

The subnet mask for the IP range that you specified

Destination IP

Address (range)

The Destination IP or host that you want to allow or deny for the

filter

Destination Network
Mask

The Subnet Mask for the Destination IP or host that you allowed

or denied
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5.4 APPLICATION

5.4.1 DDNS Setup
On this page, you can create a Dynamic DNS for your EPN-402NV.

DDNS

DDNS allow you change one dymain ip to
Any domain statis host , allow your router
To access easiler by any place from internet.

[# Enable DDMS service
Select add/remove to configure DDNS.

| Domain | Usename | Service Interface | Remove

Add

Figure 5-4-1 DDNS

Add DDNS

This page allow you ADD Dymaic address from DynDNS.org or TZ0

DDNS Privater : | DyrDNS. org v |

Dormain | |
Interface | 2 _WOIP _INTEENET R _VID fepond.?

DDNS Setting

Username | |
Password | |

| Save/Apply

Figure 5-4-2 Add DDNS
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The page includes the following fields:

Object Description

DDNS provider To determine the DDNS service provider
Domain The URL/Host name for your DDNS service provider
i To determine which WAN connection to be applied with DDNS
service
Username The user name of your DDNS
Password The password of your DDNS
5.4.2 Advanced NAT
m  ALG SETUP
ALG
Select ALG:
[ Enable H.323
¥ Enable RTSP
# Enzble IPSEC
[~ Enable 5P
v Enable L2TP
W Enzble FTP

SavelApply

Figure 5-4-3 ALG

The page includes the following fields:

Object Description

Enable H.323 Check the box to enable H.323 ALG
Enable RTSP Check the box to enable RTSP ALG
Enable IPSEC Check the box to enable IPSEC
Enable SIP Check the box to enable SIP
Enable L2TP Check the box to enable L2TP
Enable FTP Check the box to enable FTP
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B DMZ SETUP

MNAT--DMZ host

The onu will send all IP messages that not belong to virtual sevice list to the DMZ host
W enable DMZ host

Enter the IP address and diick "Save/Apply" to active dmz host.

Empty the IP address and dlick "Save/Apply" to lift dmz host

DMZ host IP Address: |_1_92_.__l_r_55_3_._1_lj_.1I;I_
SavelApply

Figure 5-4-4 DMZ

The page includes the following fields:

Object Description

Enable DMZ Host Check the box to enable DMZ

DMZ Host IP

The LAN IP address that you want to enable with DMZ
Address

® VIRTUAL HOST
NAT--Virtual server Setup

Virtual server allow the incoming WAN flow to lan .It requires to configure the imcomming port only when
outgoing port needs to resclve to a diferent LAN port .Max 32 Virtual Host list can be conigured.

Add |3 Delete

rar 'Il.'l'.'. - _- |~..I’|. . f t + - | S '\.'.il'
Senver AN Starting AN Ending protocol Lan Starting Lan Ending Server AN

: ; T Delete
| Mame | Port | Port Port Port P Interface

Figure 5-4-5 Virtual Server
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MNAT--vistual server

select service and input server ip » and then click save/apply to enable this ftem
Note: cannt change end of private port ,if you change it . this like public end port or private start

port change.
the left number of can be configured:32

interface | 2 WOIFP_INTEENET_E_WID fep ond. 2 [

Server name.

* select one service: | select one =

" self-define server: |

server ip address: |@92.1EE.1.

ipublic start portjpublic end port| protocol private start portjprivate end port
| || TCP v |

| |

[ [ 1
[ [ _l
[ [ [
|_ I_. | 1) !
[ 1] Jrer i 1
[ 1[ | | |
[ [ | [
1 l l
[ [ |
[ [ |

Figure 5-4-6 Add Virtual Server

The page includes the following fields:

Object Description

Add Click ‘Add’ to add a virtual host server

Delete Click ‘Delete’ to remove a Virtual Host Server

The WAN interface that you want to enable with Virtual Host
Interface
Server service

Select the services that you want to enable with Virtual Host
Server Name .
Server service

The LAN IP address that you want to enable for Virtual Host

Server IP Address

Server
Public Start Port The outbound start port of your Virtual Host Server
Public End Port The outbound end port of your Virtual Host Server
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Private Start Port

The inbound start port of your Virtual Host Server

Private End Port

The inbound end port of your Virtual Host Server

5.4.3 UPnNP Setup

On this page you can enable or disable UPNP.

UPnP Configuration

[~ Enable UPRP

Forbidden IP list
Start IP | End IP | Delete

5.4.4 VolP

B Basic

Figure 5-4-7 UPnP
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Voice -- SIP Basic Configuration

Enter SIP parameters,and click "Apply" to take the new setting effect.

Banding WaN for VolP: :LP.I-I v |

SIP Port[range:0-65535]: |5EI58

™ Enable Primary SIP proxy

I enable Primary SIP cutband proxy
™ Enable Primary SIP register.

™ Enable Backup SIP proxy.

™ Enable backup SIP cutband proxy.

™ Enable Backup sip register:

5IP Account | 1 2
[Enable Account [ [
Phone Mumber | ]
.J':'-thh D | I
{Auth Massword ] ]

Figure 5-4-8 VoIP Basic

The page includes the following fields:

Object Description ‘
Banding WAN for Check the box to select the WAN connection interface for your
VolP VolIP service

To input the port number for SIP, generally default SIP port is
5058

SIP Port

Enable Primary SIP

Check the box to enable register to a SIP Server
Proxy

Enable Primary SIP

The primary SIP Server address can be Host name or IP address
Outbound Proxy

Enable Primary SIP

The primary SIP port by default is 5060
Register

Enable Backup SIP

Check the box to enable register to a backup SIP Server

Proxy
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Enable Backup

Outbound Proxy

SIP

The backup SIP Server address can be Host name or IP address

Enable Backup

Register

SIP

The backup SIP port by default is 5060

SIP Account
Enable Account

[

Phone Number |1Ell

| lE

Auth ID |1|:|1

|10z

Auth Massward |u¢

Figure 5-4-8 VoIP Account

The page includes the following fields:

Object Description

SIP Account

ICCC

There are two SIP accounts able to be registered with
EPN-402NV simultaneously

Apply

Enable Accoun

t

accounts

Check the boxes to enable the associated SIP 1 and SIP 2

Phone Number

The SIP user name

Auth ID

The ID for your SIP account

Auth Password

The password for your SIP account

Digital Map
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Basic Digital Map

peieres xS

Status [ON |
Digital Map Setting

Digital Map Match Mode:

bitspace long timer:
offhook no-dial time:

T timer:

end charactor dealmode

[~ Matching supply

Special Number
Setting

Status {DH w ]

Import

min—matchi: ﬂ

|15 (unit:s range:1~20)
|15 (unit:s range:10-~-20)
|5 (unit:s range:1~20)

| aut o—senser w |
1

PBX Setting
Line

(length:150)

Enable PBX

Public Line Prefi:

Public Line Hint Voice

™ v

Figure 5-4-9 Digital Map

The page includes the following fields:

Object Description

Status

Enable Standard Digital Map/Dial plans for VoIP service

Digital Map Match
Mode

The matching mode of the specified dialing plans

Bit Space Long

Specify the max timer time

Timer
Off Hook No-dial ) ) o .
Specify the time of not dialing after you pick up the phone
Time
T Timer Specify the T-timer time

End Character Deal
Mode

To select the stop character processing mode
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Matching Supply Match with the specified number

Enable hotline number

Status

B Voice Media

Voice -- Voice Media Setting

ieC and Packing Inteval
Codec EI_.I_.F cking I g |L':'Cﬁ.l
Megotiation

Voice Codec—line 1 Package time[unit:ms] |Voice code priority (Switch

| ﬂv_l |2 |(1-100) | W
| [T | [ Jawo | P
I i :E_Iil_v_j -|3 | (1-100) [+
I E_D_XJ -|—1 | (1-100} ™

Voice Codec—line 2 Package time[unit:ms] |Voice code priority (Switch

| ﬂv_l |2 |(1-100) | W
I 1 :E_Iil_v_j -|3 | (1-100) [+
I E_D_XJ -|—1 | (1-100} ™

Figure 5-4-10 Voice Media

The page includes the following fields:

Object Description

Status Enable Standard Digital Map/Dial plans for VoIP service

Digital Map Match

The matching mode of the specified dialing plans
Mode

Bit Space Long
Specify the max. timer time

Timer
Off Hook No-dial
Specify the time of not dialing after you pick up the phone
Time
T timer Specify the T-timer time

End character deal

mode

To select the stop character processing mode

Matching supply

Match with the specified number
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Status

Enable hotline number

[T Enable T38 redundancy

[T Enable VBD redundancy

Fax Negotiation model

futo o«

Fax Codec GT11L |a |

[T Enable VaD

RFC2198 Payload value I,:IE
[range:96~127] -
Howler tone time

[unit:second] IED
Busy time[unit;second] |—1I'I
non-rephy[unit:second] |EIZI

Dtmf translate configuration |InBand »

Send delgy[range:500-

1500.unit = ms] IT'___
Caling display mode FSE_NDMF w |
Mumber acquisition mode UzerInfo w |

Time synchronization mode

FSK mode
[~ SIP syn time

FSK currect

Signaling DSCP
Media DSCP

Jitter buffer mode

not =vn v| [T None date-mode

BellcoreGen s |

0 (0ooooo) R
0 (0ooooo) w

|_dj.rrunai|: L7

Minimurm jitter I:n_u'-.'er[rangell:I
0-180.unit:ms)

Max jitter buffer(range 0-

180.unit:ms) llBD

Expected volcejitter buffe

f e
. _ 5 al
(range 0-180.unit:ms) l

Expected data jitter buffer

(range 0-180.unit:ms) |SD

Figure 5-4-11 Voice Media

The page includes the following fields:

Object Description ‘
Enable T38
Check the box to enable T.38 fax redundancy
Redundancy
Enable VBD Check the box to enable VBD (Voice Band Data) redundancy
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Redundancy

Fax Negotiation
Mode

Set the fax session mode

Fax Codec

Set the codec for fax

Enable T38 Fax

Enable T.38 fax

Enable G711 Fax

Enable fax with G.711 codec

Enable VAD

Check the box to enable VAD (Voice Activation Detection)

CNG Mode

Select the CNG mode

RFC2198 Payload

Value

Set the value of RFC2198 payload, ranging from 96 to 127

Howler Tone Time

Set the urging tone time

Busy Time Set the busy tone time
Non-reply Set the no answer tone time
DTMF Translate

Configuration

Set the DTMF mode of VolP

Send Delay Set the Caller ID sending delay time
Calling Displa

J Y Set the Caller ID mode
Mode

Signaling DSCP

The QoS value of SIP signaling

Media DSCP

The QoS value for SIP media

Jitter Buffer Mode

Set the Voice Jitter buffer mood

Minimum Jitter

Buffer

Set the minimum value of Voice Tendencies Jitter buffer

Maximum Jitter
Buffer

Set the maximum value of Voice Tendencies Jitter buffer

Expected Voice
Jitter Buffer

Set the value of Voice Static Jitter buffer

Expected Data Jitter
Buffer

Set the value of Transparent Voice Static Jitter buffer

Fixed Payment

Number

Set the PSTN telephone number

RTP Port Range

Set the range of RTP port

Enable Reversed

Polarity

Check the box to enable Reverse Polarity for SIP account 1 and 2
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Echo Suppression Check the box to enable Echo Suppression settings for SIP
Set account 1 and 2

Receiving Gain Set the Receiving Gain value for Echo Suppression
Transmission Gain Set the Sending Gain value for Echo Suppression

Bat Minimum Time Set the minimum Hook Time

Bat Maximum Time Set the maximum Hook Time

m S|P

Voice - SIP Service Config

ILine | 1 | 2

iCaII waiting

~
-

lEaII transfer number | | |

| =
|un::|:|ndrt||:|nal forward

IEUE‘," Forward

|Nu—reph,r forward

IMWI Volce message

|P.n|:|n~,frnnu5 call

|Dn|:|

Il:alling forward

o | o [ [ A [ A R A R (A R (|
i s e e o R (e

|
|
|
|
IAnnnvrnnus call blocking |
|
I
|

|Meeting call

Call waiting tone play times || lIE |

IEnabIe local hotline |

~
-

Hot-Line Delay[unit:s] E IE |

Hot-Line URI | il |

ETSI MALCT | r | w0

Figure 5-4-12 SIP Configuration
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[T "URI "*"sign translate setting

-

"URI "#"sign translate setting

-

18x have no S0P ring

Enzble inital
disregister

[T Enble HeartBeat

-

HeartBeat time |E|:|

[unit:second]

Heartheat mode | auto heartheat -
Heartheat format outhound |
UserAgent type default |
Register refresh mode A0% W
Register rafresh interval |ﬁ'5':”:'

r il _-l

[unit:s] e,

Reqister ratry intensal | 60

[unit:s]

Session Expire time[unitm]|30
F 1T S—

Min Session Expire[unit:m] ||_|

SIP message resend timer | 0. 8= v'

Il]'x-'_ITE_ menage total fime |1|:|

[unit:s]

chg-IH_\.-'ITE menage tntail32

timelunit:s]

VoIP delay register time |3|:|

[unit:s]

Anonyrnous mode Dizplay an: vl
SIP transmit protocol LF vg

Replenish service mode CTC_INS =upplw =zervice w
MCID mode ITE_INS w |

[~ Met sniffer enable

VolIP service mode SIF w |

Figure 5-4-13 SIP Configuration

The page includes the following fields:

Object Description

“URL” 6% Sign
Check the box to enable URL and “*’ Escape setting
Translate Setting
l‘URL’! “#” sign

Translate Setting

Check the box to enable URL and ‘# Escape setting

18x has no SDP Ring Check the box to disable SDP in 18x ring process

Enable Initial
Check the box to enable SIP initial cancellation
Deregister

Enable Heartbeat Check the box to enable SIP Heartbeat Switch
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Heartbeat Time Set the SIP Heartbeat Switch time interval

Heartbeat Mode Set the SIP heartbeat mode

Heartbeat Format Set SIP heartbeat switch in different authentication modes
User Agent Type Set the SIP agent type

Register Refresh

Set the SIP registration Refresh mode
Mode

Register Refresh
Set the SIP registration Update time interval

Interval
Register Retry
Set the SIP registration re-try time interval
Interval
Session Expire Time Set the SIP session expiration time
Min. Session Expire Set the minimum SIP Session Expiration Time

SIP Message Resend
Set the SIP message re-transit initial time
Timer

Invite Message Total
= Set the SIP Invite Message re-transit time
ime

Non-Invite Message
Set the SIP non-invite message re-transit time
Total Time

VolIP Delay Register
Set the SIP registration delay time

Time
Anonymous Mode Set the SIP Anonymous mode
SIP Transmit
Set SIP protocol through UDP or TCP
Protocol

Replenish Service
Set the Supplementary service mode

Mode

MCID Mode Set the Malicious Call Identification mode
Net Sniffer Enable Check the box to enable Network detection
VolIP Service Mode Set VoIP protocol

H |MS Service
On this page you can configure the Voice IMS Parameters. This is a feature available with IMS server

configurations. (Not specified).
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AKA Auth
Report Enable
Internet Enable
URL plus port

URL plus transpart paramter

= T 8 ‘0 O £

Calling nurnber processing enable
Internal ringing enable
External different ring enable

Signaling compression enabled

1 &1 8 0O

Implicit register enable

Figure 5-4-14 IMS Service

H Debug
On this page you can debug the VolP SIP configurations.
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Voice -- SIP Debug Setting

Log Server IP: [192.168.1.1
Log Server Port: |514

[# Enzble Syslogd
[~ Enzble Klogd

[ Enzble gmoo Console Log

Vods| Console log level:

GEM_SY¥5_LOG SPY_EVENT w
STACK_LOG SPT_MATOE_EEE =
CALL_CONTROL_LOG SPT_MATOE_EEE +
REG_LOG SPT_MATOE_EEE =+
D5P_LOG SPT_MATOE_EEE +
TELE LOG SPT_MATORE_ERE «
DIALPLAN_LOG SPT_MATOE_EEE =«
RESTART_LOG SPT_MATOE_EEE +
LOGLEVEL Crit »
LOGIC Error w
MODULE Error s
VOICE Error |«
AGENT Error w

Ringing voltage
[range:40~60,unity]:
Ringing frequency
[range:22~28,unitHZ]:
Ringing wave: zirmzoidal LY |

Dial tone lewvel —-10 |»
Loop current 24mb s

[50

125

Stop SIP client

Figure 5-4-15 Debug

The page includes the following fields:

Description

Log Server IP The Server Address that you want to store your SIP Syslog
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Log Server Port The port number of your SIP Syslog server
Enable Syslog Check the box to enable SIP Syslog

Enable Klog Check the box to enable SIP Klog

Vodsl Console Log

- Set the Vodsl console level of your SIP Syslog
GEN_SYS_LOG To determine the general system log level
STACK_LOG To determine the STACK Log level
CALL_CONTROL_LOG To determine the Call Control Log level
REG_LOG To determine the Registration Log level
DSP_LOG To determine the Voice DSP log level
TELE_LOG To determine the telecommunication logo level
DIALPLAN_LOG To determine the Dialplan_LOG level
RESTART_LOG To determine the Rebooting Log level
LOGLEVEL To set the log level of your SIP Syslog

LOGIC To set different SIP Syslog type of SIP logic
MODULE To set different SIP Syslog type of SIP module
VOICE To set different SIP Syslog type of SIP Voice
AGENT To set different SIP Syslog type of SIP Agent
Ringing Voltage To set the ringing voltage level of your SIP Syslog
Ringing Frequency To set the ringing frequency of your SIP Syslog
Ringing Wave To set the ringing waveform of your SIP Syslog
Start SIP Client Enable SIP client starting to report syslog
Stop SIP Client Stop SIP client reporting SIP Syslog
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5.4.5 IGMP

®  IGMP Snooping

Check the box to enable IGMP Snooping of your Wi-Fi ONU.
IGMP Snooping

This page allows you enable or disable IGMP Snooping.

I¥ Enable IGMP Snooping

SavelApply

Figure 5-4-16 IGMP Snooping

®  IGMP Proxy
On this page, you can enable IGMP pass-through a specific WAN interface.

IGMP Sever Setting

Enable server function then you can use media service from internet.
IGMP configuration

This page allows you to enable IGMP Proxy for a special WaAN connection

VAN Connection En

=¥}
[ =)
L€

<

2_VOIP_INTERNET_R_VID_

SavelApply

Figure 5-4-17 IGMP proxy

The page includes the following fields:

Object Description

WAN Connection The WAN interface that you will enable for the IGMP Server

Enable Check the box to enable IGMP Server
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5.4.6 MLD Setup
®  MLD Snooping

This page allows you to enable or disable MLD Snooping function.

MLD Snooping

This page allows you to enable or disable MLD Snooping function.

¥ Enable MLD Snooping

SavelApply

Figure 5-4-18 MLD Snooping

®  MLD Proxy

On this page you can enable MLD Proxy for a special WAN connection.

MLD Server Setting
Enable server function and you can use media service from internet.

MLD configuration

This page allow you enable MLD Proxy for a special WAN connection.
WAN Connection Enable MLD Server
SavelApply

Figure 5-4-19 MLD Proxy

The page includes the following fields:

Object Description

WAN Connection The WAN interface that you will enable for the MLD Server

Enable MLD Server Check the box to enable MLD Server

5.4.7 Daily Application
B Family Storage
On this page you can download files, music, and video from internet to the family storage USB device even you

are not at home.
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Service Status

FTP server: Off

USE remote download

Download file storage:

Jxdown

Username: |

Password: | Port:

Remote URL: |

Figure 5-4-20 Family Storage

The page includes the following fields:

Object Description

Download File
Specify the downloading directory of your USB Storage device
Storage
Username Your remote FTP user name
Password The password for your remote FTP server
Port The port number specified for your remote FTP Server
Remote URL The URL that you download from
Click the ‘Download’ button to start downloading files to your USB
Download
storage device.
m IPTV

On this page, you can configure a specific Multicast VLAN for your IPTV application.
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Public Muticast VLAN

Select the Wan connection for Muticast VLAN and fill in Public Muticast vian ID ,Click "Save/Apply"

-1 is disable Public VLAN

Connection Name : | 2_VOIP_INTERNET R_VID_ |

Public Muticast VLAN: |-1

Save/Apply

Figure 5-4-21 IPTV

The page includes the following fields:

Object

Connection Name

Description

The WAN interface for your IPTV Application

Public Multicast
VLAN

Specify the VLAN ID for your public Multicast streaming
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5.5 MANAGEMENT

5.5.1 User Management
On this page you can set up the User Account password for your EPN-402NV. By default, the password for user

account is ‘admin’. You can modify this password.

Password
The ONU can be managed by two user name,"admin" and "useradmin”
"admin"” have the highest authority to control the onu

"useradmin” can onfy access the ONU and view statistics

MWote: Username and password must be within 16 character and cannot have blank space

User name: |

NEVY Passward: |

Confirm password : |

Savelspply

Figure 5-5-1 Password

The page includes the following fields:

Object Description

User Name The original user name, by default, it's ‘admin’
New Password The new password that you want to apply to your ONU
Confirm Password Re-enter the new password

5.5.2 Device Management
® Device Reboot

On this page, you can reboot the Wi-Fi ONU by pressing the Reboot button.

Click Button to Reboot ONU.

Feboot

Figure 5-5-2 Reboot

B USB Backup

On this page you can back up the configuration file to your USB Storage device.
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Quick Restore: ¢ Enable ™ Disahle

LUSB partition Select: | none usb partitio

Figure 5-5-3 USB Backup

B Reset ONU
On this page, you can click the button to reset the ONU to factory default setting.

Configuration—-Reset to Factory Default

Click the button to reset the ONU to factory default setting

Restore factory setting

Figure 5-5-4 Reset to Default

5.5.3 Log Management
m LOG LEVEL
On this page, you can manage the log of your EPN-402NV.

System Log--Configuration

If log is enable system will log selected event for loglevel. event with log level equal or above wil be record for
display .event with log level equal or above wil be record if mode selected is remoter or both , event will send to
logsever if mode selected is local or both , event wil record locally.

select mode and click "apphy/save" to configure log

Log: ¥ Disable T Enable

Log level: Error w
Display level: Error w
Mode: Laocal w

SavelApply

Figure 5-5-5 Log Level
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The page includes the following fields:

Object Description

Log Check the box to enable or disable Log for your EPN-402NV

Log Level To determine which type of log to be recorded in the log file

Display Level To determine which type of log to be displayed in the log file

Mode To determine either to enable local or remote logs

Server IP The Server that you will store the logs

Server UDP Port The port number for the Server which you will store up the logs
® LOG

On this page, you can check or manage logs of your EPN-402NV.

System Log

You can view system log at this page.
Click "Access Log" to check access log.
Click "safty Log" to check safty log.

and after enable log, you can create log and clear log .

Access log Safty log Create log Clear log

Figure 5-5-6 Log

The page includes the following fields:

Object Description

Click the ‘Access Log’ button to view the access logs of your
Access Log

Wi-Fi ONU

Click the ‘ Safety Log’ button to view the Security logs of your
Safety Log

Wi-Fi ONU
Create Log Click the ‘Create log’ button to compose a new log file.

Click the ‘Clear log’ button to clear all access logs and security
Clear Log o

logs of your Wi-Fi ONU

®H Maintenance
This function is for TR-069 management; it's for manually provisioning new configurations/data to the remote
ACS server.

-80-



User Manual of EPN-402NV

Maintenance Upload

Click "Maintenance"” the system wil send new database to server.

[Maintenance

Figure 5-5-7 Maintenance
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5.6 DIAGNOSIS

5.6.1 Line Diagnosis
On this page, you can to view the connection status of your LAN and WLAN interfaces. Click the ‘Retesting’
button to refresh the page

Line Diagnosis

You can test the physical connection of the ONU at this page. ALL the interface are listed below.Click
"Retesting” button " to test again "if your testing fails.

Test LAN connection

Test ethl connect: | Pass | Hal

Test ethl connect: |Fail |Help
Test eth2 connect: (Fail |Help
Test eth3 connect: |Fail |Help
Test wifi connection: | Fail Mg

RFetesting

Figure 5-6-1 Line Diagnosis

5.6.2 Ping Test
On this page you can diagnose the Internet connections.

Ping Test

you can run Ping test at this page

Interface | LaN/brD w |
Destination IP or URL: I

Start
summary Information:

Figure 5-6-2 Ping Test

The page includes the following fields:

Object Description

Interface Choose one of the internet connection to run Ping Tests

Destination IP or Enter the IP address or the Host Name that you want to Ping
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URL

Start Click the ‘Start’ button to start ping the destination IP or URL

5.6.3 Tracert Diagnosis
On this page you can trace the route table for the destination IP address or Host.

Trace Route Diagnosis
You can run Trace Route test at this page.

Interface _[LP.I'L" bri ol
Destination IP ar URL: |

Start

summary Information:

Figure 5-6-3 Trace Route

The page includes the following fields:

Object Description

Interface Choose one of the internet connection to run Trace Route
Destination IP or Enter the IP address or the Host Name that you want to trace
URL route with

Start Click the ‘Start’ button to start ping the destination IP or URL

5.6.4 Inform Manual

Inform manual is a function for reporting failures or logs to the ACS server. On this page you can diagnose the
inform report function of the EPN-402NV.

Manually Inform testing. this function wil take 10 seconds

testing

Result:
Mo infom

Figure 5-6-4 Inform Manual

Click the ‘Testing’ button to manually send message to a remote TR069 ACS Server.
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5.7 HELP

You can view the help information of this device on this page.

STATUS NETWORK | SECURITY |APPLICATION MANAGEMENT HELP

HELP SECURITY | APPLICATION | MANAGEMENT | DIAGNOSIS
HELP

DEVICE INFO
HELP device basic information pagedisplay device type and sn hardware version ,software version.

WAN HELP
LAN HELP

Figure 5-7-1 Help
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Chapter 6. Quick Connection to a Wireless Network

6.1 Windows XP (Wireless Zero Configuration)

Step 1: Right-click on the wireless network icon displayed in the system tray

Wireless Metwork Connection
Mot connected. Right-click here for more options.
EN B T PRYLARIT % €% k4 12:00

Figure 6-1
Step 2: Select [View Available Wireless Networks]
Step 3: Highlight and select the wireless network (SSID) to connect

(1) Select SSID (Take PLANET for example)
(2) Click the [Connect] button

" Wireless Network Connection ﬁl

 Network Tasks Choose a wireless network
@ Refresh network st Click an bem in the st below to connect to a wirsless network in range or to get more
information,
21 Seb up awdreless network DSL-G64 1K ~
™ For a home or small office I {{ﬁn
Uinsecured wireless network ,““

Related Tasks SIS

E Security-enabled wireless nebwork (WPAZ)

‘y Learn about wirsless

netwarking To connect to this network, click Connect, You might need bo enter
J sddisonal infarmation.
\E:'? Change the crder of

preferred networks
"i.'- Change advanced
sektings
{Eﬁ )
' Securiby-enabled wireless network antll
{iiﬁl}
‘' ‘Security-enabled wireless network (WPAZ) a0l
EcelP
‘g o
Connect

Figure 6-2 Wireless Network Connection
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Step 4: Enter the encryption key of the Wi-Fi ONU
(1) The Wireless Network Connection box will appear
(2) Enter the encryption key that is configured in section 5.7.3
(3) Click the [Connect] button

Wireless Network Connection

The network, 'PLAMET' reguires a network, key (also called a WEP key or WP keyv),
& network key helps prevent unknown intruders From connecting to this network,

Type the key, and then click Connect.

Metwork key: ||||||||||||- |
Confirm netwark key: |........""""| |
[ Zonneck l [ Zancel ]
Figure 6-3
Step 5: Check if “Connected” is displayed
1" Wireless Network Connection ri_|
D it vaakis Choose a wireless network
ﬁﬁefre-s!'mewkhst Click. an item in the list below bo connect: to & wireless network in range or to get more
information. i
2 setwawdessnetwork WMl | ((@)) PLANET Connected 1| *
Far & home or small office | i
| ' Security-snabled wirsless network (WPAZ) Illli
Related Tasks (< i}]
Ve S e Unsecured wireless network alll]
networking i:( }J P e e
¢ Change the order of i
preferred networks Unsecured wireless network ll“l]
d TR i b IR
4p Change advanced (t iﬂ
sattings
' Security-enabled wireless network aalll]
(« i ) ]
' Security-enabled wireless network anll
ﬂ?ﬂ
Y Security-enabled wireless network Il[lw] a2
Figure 6-4

Some laptops are equipped with a “Wireless ON/OFF” switch for the internal wireless

LAN. Make sure the hardware wireless switch is switched to “ON” position.
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6.2 Windows 7 (WLAN AutoConfig)

WLAN AutoConfig service is built-in in Windows 7 that can be used to detect and connect to wireless network.
This built-in wireless network connection tool is similar to wireless zero configuration tool in Windows XP.

Step 1: Right-click on the network icon displayed in the system tray

Mot connected - Connections are available

3:57 PM
5/17/2012

Figure 6-5

Step 2: Highlight and select the wireless network (SSID) to connect

(1) Select SSID (Take default_2.4G for example)
(2) Click the [Connect] button

MNot connected

EE l I Connections are available

Wireless Network Connection S

default_24G M

|v Connect automatically Connect

default_5G ﬂﬂ!

nk Ml

juntion_wap A1

Open Network and Sharing Center

Figure 6-6

If you will be connecting to this Wi-Fi ONU in the future, check [Connect

automatically].

Step 4: Enter the encryption key of the Wi-Fi ONU

(1) Connect to a Network box will appear
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(2) Enter the encryption key that is configured in section 5.7.3
(3) Click the [OK] button

Type the network security key

Security key:

[ Hide characters

You can also connect by pushing the
button on the router,

Figure 6-8 Connecting

Step 5: Check if “Connected” is displayed

Currently connected to:

default_2.4G
Internet access

Wireless Netwaork Connection -

default 2.4G Connected 1l

default 56 M =

hinet :.;m

cht1188 !]]JJ fEL

-

Open Network and Sharing Center

Figure 6-9
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6.3 Mac OS X 10.x

Step 1: Right-click on the network icon displayed in the system tray

The AirPort Network Connection menu will appear

Figure 6-10

Step 2: Highlight and select the wireless network (SSID) to connect
(1) Select and SSID (Take PLANET for example)
(2) Double-click on the selected SSID

AirPort: Looking for Networks...

Turn AirPort Off
hinet

Join Other Network...
Create Network...
Open Network Preferences...

Figure 6-11
Step 4: Enter the encryption key of the Wi-Fi ONU
(1) Enter the encryption key that is configured in section 5.7.3
(2) Click the [OK] button

« The network “PLANET" requires a WPA password.
oy
—

Pﬂ.SﬁWﬂfd: : EEAEEEE RS

__| Show password
@ Remember this network

( Cancel ) (- OK )

Figure 6-12
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If you want to connect this Wi-Fi ONU in the future, check [Remember this

network].

Step 5: Check if the AirPort is connected to the selected wireless network.
If “Yes”, then there will be a “check” symbol in the front of the SSID.

AirPort: On
Turn AirPort Off

Join Other Network...
Create Network...
Open Network Preferences...

Figure 6-13
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6.4 iPhone / iPod Touch /iPad

Step 1: Tap the [Settings] icon displayed in the home screen

== >

Settings

Figure 6-14

Step 2: Check Wi-Fi setting and select the available wireless network
(1) Tap [General] \ [Network]

(2) Tap [Wi-Fi]

If this is the first time to connect to the Wi-Fi ONU, it should show “Not Connected”.

kJ cellular Data

H Brightness & Wallpaper

Picture Frame

Mail, Contacts, Calendars

Bluetooth

Location Services

Spotlight Search

b_;ﬁ Safari

10:35 AM
Settings General

e _—T

Airplane Mode OFF

— About >

ﬁ Wi-Fi Not Connected | ou !
>

@ Notifications On e

u Carrier Sounds >

off >

On »

Figure 6-15
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10:35 AM
Settings General | Network
K Airplane Mode OFF
VPN Not Connected ¥

ﬁ Wi-Fi Not Connected
@ Notifications
G Carrier

¥y cellular Data

On

H Brightness & Wallpaper

.EI Picture Frame

Mail, Contacts, Calendars

b,ﬂ Safari

Wi-Fi Not Connected »

Figure 6-16

Step 3: Tap the target wireless network (SSID) in “Choose a Network...”
(1) Turn on Wi-Fi by tapping “Wi-Fi”
(2) Select SSID (Take PLANET for example)

Settings

Airplane Mode OFF

bl Wi-Fi Mot Connected
keJ Notifications On
u Carrier

k4 cellular Data
&g Brightness & Wallpaper
'ﬂ Picture Frame

i Mail, Contacts, Calendars

i

Wi-Fi

Choose a Network...

PLAMNET

Other...

Ask to Join Networks

Known nabwarks will b ppined automatically. If no

known networks ane available

bolore joiming a new nehwork

Wi-Fi Networks

wou will be asked

(1) The password input screen will be

Figure 6-17

Step 4: Enter the encryption key of the Wi-Fi ONU

displayed

(2) Enter the encryption key that is configured in section 5.7.3
(3) Tap the [Join] button
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Enie e passrwsed r PLANET WHAT-817

— Entes Passmord

Figure 6-18

Step 5: Check if the iDevice is connected to the selected wireless network.
If “Yes”, then there will be a “check” symbol in the front of the SSID.

Settings [ Hotwork | Wi-Fi Networks

Airplane Mode OFF

k& Wi-Fi PLANET WNRT-617 o | on |

@ Notifications On Choose a Network...

E SR I v PLANET AT ©

ki cellular Data . £

g Brightness & Wallpaper Ask 10 Joln Networks Con |

ﬁ Picture Frame Knawn networks will be jomed automatically. Il na
known networks ang avadable, you will be asked

'_"J'i.'] General bofare joining & new network.

i__| Mail, Contacts, Calendars

Figure 6-19
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Appendix A: Specifications

EPN-402NV
GEPON Wi-Fi ONU

Product

Hardware Specifications

Downstream: 1.25 Gbps

Transmission Speed
Upstream: 1.25 Gbps

PON Port 1 x PON Port

Port Ethernet Port 4 x RJ45 (10/100BASE-TX)
o

FXS Port 2 x RJ11 Port

USB Port 1 x USB 2.0 Port Type A, 5V 500mA
Optic Wavelength TX:1310mm

RX:1480mm

Optical Receive Sensitivity -25 dBm
Dimensions (W x D x H) 190 x 137 x 48 mm
Weight 350g
Power Input 12V DC, 1A
Power Consumption 12W

EMS Utility Specifications

Supports IGMP snooping

Supports MLD snooping

Supports 802.3ah CTC external OAM
ONU Feature Supports DBA el1lgo.rithm ' '
Supports 128-bit triple churning algorithm

Supports dying gasp IEEE 802.3ah compliant forward error
Correction (FEC)

Supports TR-069
Wireless Interface Specifications

Standard Compliant with IEEE 802.11b/g/n
Frequency Band 2.4~2.4835GHz
Antenna Gain: 3 dBi internal antennas
Extended Frequency DSSS
DBPSK, DQPSK, QPSK, CCK and OFDM (BPSK/QPSK/16-QAM/

Modulation Type 64-QAM)

802.11n (40MHz):270/243/216/162/108/81/54/27Mbps
135/121.5/108/81/54/40.5/27/13.5Mbps (Dynamic)
802.11n (20MHz):130/117/104/78/52/39/26/13Mbps
65/58.5/52/39/26/19.5/13/6.5Mbps (Dynamic)
802.119:54/48/36/24/18/12/9/6Mbps (Dynamic)
802.11b:11/5.5/2/1Mbps (Dynamic)

Data Transmission Rates

Channel Europe/ ETSI: 2.412~2.472GHz (13 Channels)
Max. RF Power 16 dBm max. (EIRP)
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Encryption Security

B WEP (64/128-bit) encryption security
B WPA-Personal / WPA2-Personal (TKIP/AES)
B Mixed WPA / WPA2-PSK

Wireless Security

Provides wireless LAN ACL (Access Control List) filtering

Wireless URL filtering

Supports WPS (Wi-Fi Protected Setup)

Enables/Disables SSID broadcast

Wireless Advanced

WMM (Wi-Fi multimedia): 802.11e wireless QoS

Provides wireless statistics

Max. Supported Clients

128

Firewall

VoIP Protocols and Standard

Standard

NAT firewall with SPI (Stateful Packet Inspection)

Built-in NAT server supporting DMZ

Built-in firewall with IMAC address/ port/ URL filtering

Supports DoS protection

SIP/H.248/MGCP
T.38 (G.711 fax pass-through)

Voice Codec

G.711 alu law, G.712, G.729a code/decode

Voice Standard

Environment Specifications

Temperature

VAD (Voice Activity Detection)
CNG (Comfort Noise Generation)

Operating temperature: -5 ~ 55 degrees C
Storage temperature: -30 ~ 60 degrees C

Humidity

Standards Conformance

Standards Compliance

Operating Humidity: 10 ~ 90% non-condensing
Storage Humidity: 5 ~ 95% non-condensing

IEEE 802.3 10BASE-T
IEEE 802.3u 100BASE-TX

IEEE 802.3x flow control and back pressure
IEEE 802.11n
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Appendix B: Glossary

802.11n - 802.11n builds upon previous 802.11 standards by adding MIMO (multiple-input
multiple-output). MIMO uses multiple transmitter and receiver antennas to allow for increased data
throughput via spatial multiplexing and increased range by exploiting the spatial diversity, perhaps
through coding schemes like Alamouti coding. The Enhanced Wireless Consortium (EWC) [3] was
formed to help accelerate the IEEE 802.11n development process and promote a technology

specification for interoperability of next-generation wireless local area networking (WLAN) products.

802.11b - The 802.11b standard specifies a wireless networking at 11 Mbps using direct-sequence
spread-spectrum (DSSS) technology and operating in the unlicensed radio spectrum at 2.4GHz, and

WEP encryption for security. 802.11b networks are also referred to as Wi-Fi networks.

802.119g - specification for wireless networking at 54 Mbps using direct-sequence spread-spectrum
(DSSS) technology, using OFDM modulation and operating in the unlicensed radio spectrum at

2.4GHz, and backward compatibility with IEEE 802.11b devices, and WEP encryption for security.

DDNS (Dynamic Domain Name System) - The capability of assigning a fixed host and domain name to

a dynamic Internet IP Address.

DHCP (Dynamic Host Configuration Protocol) - A protocol that automatically configure the TCP/IP

parameters for the all the PC(s) that are connected to a DHCP server.

DMZ (Demilitarized Zone) - A Demiilitarized Zone allows one local host to be exposed to the Internet

for a special-purpose service such as Internet gaming or videoconferencing.

DNS (Domain Name System) - An Internet Service that translates the names of websites into IP

addresses.
Domain Name - A descriptive name for an address or group of addresses on the Internet.

DSL (Digital Subscriber Line) - A technology that allows data to be sent or received over existing

traditional phone lines.
ISP (Internet Service Provider) - A company that provides access to the Internet.
MTU (Maximum Transmission Unit) - The size in bytes of the largest packet that can be transmitted.

NAT (Network Address Translation) - NAT technology translates IP addresses of a local area network

to a different IP address for the Internet.

PPPoE (Point to Point Protocol over Ethernet) - PPPoE is a protocol for connecting remote hosts to

the Internet over an always-on connection by simulating a dial-up connection.

SSID - A Service Set Identification is a thirty-two character (maximum) alphanumeric key identifying a
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wireless local area network. For the wireless devices in a network to communicate with each other, all
devices must be configured with the same SSID. This is typically the configuration parameter for a
wireless PC card. It corresponds to the ESSID in the wireless Access Point and to the wireless network

name.

WEP (Wired Equivalent Privacy) - A data privacy mechanism based on a 64-bit or 128-bit or 152-bit
shared key algorithm, as described in the IEEE 802.11 standard.

Wi-Fi - A trade name for the 802.11b wireless networking standard, given by the Wireless Ethernet
Compatibility Alliance (WECA, see http://www.wi-fi.net), an industry standards group promoting

interoperability among 802.11b devices.

WLAN (Wireless Local Area Network) - A group of computers and associated devices communicate

with each other wirelessly, which network serving users are limited in a local area.
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EC Declaration of Conformity

English Hereby, PLANET Technology Corporation, Lietuviskai - . .
declares that this 802.11ac Wireless Broadband Siuo PLANET Tgchnology Corporation,, skel_bla,
S ; . . kad 802.11ac Wireless Broadband ONU tenkina
ONU is in compliance with the essential . S . ) -
. . visus svarbiausius 1999/5/EC direktyvos reikalavimus
requirements and other relevant provisions of o .
Directive 1999/5/EC ir kitas svarbias nuostatas.
Cesky Spole¢nost PLANET Technology Corporation, Magyar A gyarté PLANET Technology Corporation, kijelenti,
timto prohlasuje, ze tato 802.11ac Wireless hogy ez a 802.11ac Wireless Broadband ONU
Broadband ONU splfiuje zakladni pozadavky a megfelel az 1999/5/EK iranyelv alapkdvetelményeinek
dal$i pfislusna ustanoveni smérnice 1999/5/EC. és a kapcsolddo rendelkezéseknek.
Dansk . Malti Hawnhekk, PLANET Technology Corporation,
PLANET Technology Corporation, erkizerer jiddikjara li dan 802.11ac Wireless Broadband ONU
herved, at falgende udstyr 802.11ac Wireless " o
) jikkonforma mal-htigijiet essenzjali u ma
Broadband ONU overholder de veesentlige krav di ti ohrain rel tili h fid-Dirretti
og @vrige relevante krav i direktiv 1999/5/EF provveciment ohrajn relevanti i hemm fid-Lirrettiva
1999/5/EC
Deutsch Hiermi_t erkl_éirt PLANI?T Technolog_y Corporation, Nederlands
dass sich dieses Gerat 802.11ac Wireless A .
g L . Hierbij verklaart , PLANET Technology orporation,
Broadband ONU in Ubereinstimmung mit den . .
dat 802.11ac Wireless Broadband ONU in
grundlegenden Anforderungen und den anderen L o
relevanten overeenstemming is met de essentiéle eisen en de
. o ) R andere relevante bepalingen van richtlijn 1999/5/EG
Vorschriften der Richtlinie 1999/5/EG befindet".
(BMWi)
Eestikeeles Kaesolevgga kinnitab PLANET Tfechnology Polski Niniejszym firma PLANET Technology Corporation,
Corporation, et see 802.11ac Wireless - . .
~ oswiadcza, ze 802.11ac Wireless Broadband ONU
Broadband ONU vastab Euroopa Néukogu . o >
AR e o ) spetnia wszystkie istotne wymogi i klauzule zawarte w
direktiivi 1999/5/EC p&hinduetele ja muudele : S »
; U dokumencie ,Directive 1999/5/EC”.
olulistele tingimustele.
< ME THN MAPOYZA , PLANET Technology a
EAA Port
VIKE 1 Corporation, AHAQNEI OTI AYTO802.11ac ortugues
Wireless Broadband ONU >YMMOP®QNETAI .
MPOS TIS OYSIQAEIS ANAITHSEIS KAI TIS s wchnology Corporation, declara due este
ANOIMES -11ac Wireless Broadban esta conforme
com os requisitos essenciais e outras disposigbes da
SXETIKEZ AIATA=ZEIX THX OAHIIAX Directiva 1999/5/CE.
1999/5/EK
Espaiiol Por medio de la presente, PLANET Technology Slovensky
Corporation, declara que 802.11ac Wireless Vyrobca PLANET Technology Corporation, tymto
Broadband ONU cumple con los requisitos deklaruje, ze tato 802.11ac Wireless Broadband
esenciales y cualesquiera otras disposiciones ONU je v sulade so zakladnymi poZiadavkami a
aplicables o exigibles de dal§imi relevantnymi predpismi smernice 1999/5/EC.
la Directiva 1999/5/CE
Francais Par la présente, PLANET Technology Slovensko
Corporation, déclare que les appareils du PLANET Technology Corporation, s tem potrjuje,
802.11ac Wireless Broadband ONU sont da je ta 802.11ac Wireless Broadband ONU
conformes aux exigences essentielles et aux skladen/a z osnovnimi zahtevami in ustreznimi dolodili
autres dispositions pertinentes de la directive Direktive 1999/5/EC.
1999/5/CE
Italiano Con la presente , PLANET Technology Suomi
Corporation, dichiara che questo 802.11ac PLANET Technology Corporation, vakuuttaa taten
Wireless Broadband ONU conforme ai requisiti ettd 802.11ac Wireless Broadband ONU tyyppinen
essenziali ed alle altre disposizioni pertinenti laite on direktiivin 1999/5/EY oleellisten vaatimusten
stabilite dalla direttiva ja sita koskevien direktiivin muiden ehtojen mukainen.
1999/5/CE.
Latviski Svenska Harmed intygar, PLANET Technology Corporation,

Ar $o PLANET Technology Corporation,
apliecina, ka 81 802.11ac Wireless Broadband
ONU atbilst Direktivas 1999/5/EK pamatprasibam
un citiem atbilstoSiem noteikumiem.

att denna 802.11ac Wireless Broadband ONU star i
Overensstammelse med de vasentliga egenskapskrav
och 6vriga relevanta bestdammelser som framgar av
direktiv 1999/5/EG.
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